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BCTYII

Inrepuer peueit (Internet of Things, 10T) ceoroani cTpimMko TpaHchopmye
uuppoBui JaHIIAPT, MOEAHYIOUN BEJIUYE3HY KUIBKICTh MPHUCTPOIB 1 CEHCOPIB Y
enuHi Mepexi. Lle BiakprBae HOB1 MOKIIMBOCTI AJis 300py JaHUX, aBTOMAaTH3allli Ta
MIABULIEHHS €(DEeKTUBHOCTI y pi3HUX cdepax — Bl IPOMHUCIOBOT aBTOMATHU3AllI1 10
“po3yMHUX” MicT 1 wMeaunuHu. BopHowac cTpimMke posropraHHs |0T-
IHQPaCTPYKTYpH  TMOPOJKYe  Oe3mpeueAeHTHI  BUKIMKA  KiOepOe3rnekH.
Pi3HOpIAHICTE NPUCTPOIB (BIF MOTYKHUX CEPBEPIB O MIKPOKOHTPOJEPIB), IXHS
NOBCIOJHA TMIJKJIIOYEHICTh Ta poOdOoTa B HEKOHTPOJbOBAHUX CEPEJOBHINAX
OPU3BOAATH /0 YHUCICHHMX Bpa3NuMBOCTEW Ta pus3ukiB. barato loT-npuctpois
CIIPOEKTOBAH1 3 MIHIMAJBHUMH 3ac00aMM 3aXHCTy 4Yepe3 OOMEXEH1 pecypcH uu
BapTICHI OOMEXEHHs, M0 PpOOUTH iX JIETKOK MIIIEHHIO IS 3JIOBMHCHUKIB.
Hacninku kommpomeTallli Takux BY3JI1B MOXYTh OyTH Jly’)Ke€ CEpPHO3ZHHUMH — Bij
HECAHKI[IOHOBAHOTO JOCTYyNy JO IE€PCOHAIbHUX JlaHUX KOpPHUCTYBauiB 10
MacimTaOHUX 300iB KPUTUYHO BaXKJIUBO1 1HGpACTpyKTypu (Hampukiana, y chepax

€HEPreTUKU YU OXOPOHHU 3/I0POB’ ).

Hezaxumeni IoT-mpuctpoi BXEe CBOTOJHI AaKTHBHO EKCILTYaTYIOThCS
3JIOBMHCHUKAMU JJIsl PI3HOMaHITHHUX IIJIeH — KpaAKKU JaHUX, HECAaHKI[IOHOBAaHOTO
CTEeXXEHHsI, a TAKOX opraHizarii Mmacoanux DDoS-atak 13 BUKOpUCTaHHIM OOTHETIB
Ha ocHOBI [0T. Cepen HaUMOMMPEHIMUX 3arpo3, M0 aKTyalbHI ISl CEPEeIOBUIIA
[oT, mocmimkeHHS BiA3HAYAIOTH PO3MOILIEHI aTakd BiIMOBU B OOCIYyrOBYBaHHI
(DDoS), araku Tumy ‘“Man-in-the-Middle” (mepexorieHHss 1 TiaMiHA JaHUX),
HECAHKI[IOHOBAaHUW JIOCTYNM JIO BY3JiB, MIAMIHY MpUCTPOiB  (spoofing),
paaioyacToTHE MIyHIeHHs (jamming), Gpanbcudikaiiro abo MaHIMYAIIO TaHUMHA, a
TaKOX IIKIIJIUBI TIPOTPaMHU-3IUPHUKN Ta OOTHET-Mepexi. Taka pi3HOMaHITHICTh
BEKTOPIB aTaKk BHMara€ KOMIUIEKCHUX MIAXOMIB 10 3a0e3medeHHs Oe3neku [oT-

CEPEIOBHIII.

Onnak TpaauliiiHi 3aco0u Kibep3axucrty, po3poOsieHi ais kiacuyHux IT-

cucteMm, He 3aBxau edekTuBHI B KOHTeKcTl loT. lleHTpanb3oBaHi MiaXoaud 10
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KOHTPOJII0 0€3MEeKH BaXKKO MacIITa0yBaTH Ha JEUEHTPAII30BaH1 MEPEXI 3 TUCSTUaMHU
BY3JIB, & BUKOPUCTaHHS PECYPCOMICTKHX AJTOPUTMIB YacTO HEMOXJIMBE Ha
MPUCTPOSIX 31 CKPOMHUMHU OOYHMCIIOBAIbBHUMH MOXJIUBOCTSIMU. Lle oOymoBitoe
noTpedy B HOBUX aJalTHUBHUX CTpaTerisX, 3JaTHUX 3a0€3MeUYUTH CBOEPIIHMIM
«uudpoBuit imyHiter» |0T-iHdpacTpykTypu — TOOTO 3HATHICTH CHUCTEMHU
aBTOMATUYHO BUSBJISTH 1 HEUTpasnizyBaTu KiOep3arpo3u, aHaJIOTI4HO JO TOTO, SIK

61o0J0r1YHa IMyHHA CHCTEMa 3aXHIla€ OpraHi3M BiJl MaTOTeHiB.

VY 1iif pobOT1 pO3TISTHYTO MPOIIeC PO3POOKU CUCTEMU BUSIBJICHHS aHOMAJTIi B
mepexax [0T Ha OCHOBI METOTiB MAITMHHOTO HABYAHHS, 1110 HACITYIOTh PUHIIAITH

IITYYHOT'O IMYHITETY.



PO3II1JI 1. TEOPETHUYHI 3ACAJIA HUPPOBOI'O IMYHITETY B IoT
1.1 3arposu kidepOe3neui B InTepHeri peyei

MacoBe BrpoBamkeHHs [oT-TeXHONOr CyNpOBOMXKYETHCA  IOSBOIO
crenudiyHUX KiOep3arpo3, 3yMOBJIECHUX OCOOJUBOCTAMM 1MX cucteM. Ha Biaminy
Bil TpaauuiiHuX Mepex, loT-cepenoBuilla BUPIZHAIOTHCA TETEPOrCHHICTIO
OPUCTPOiB, cepel SKUX OaraTo CiIabKo 3axuIIeHuX abo 3a 3aMOBUYBaHHSIM
JOBIPJIMBUX KOMIIOHEHTIB (KaMepH CHOCTEPEKECHHS, JaTYMKH, MOOYTOBAa TEXHIKa
Toi0). baraTo 3 HUX npaioTh Ha ciiponieHuX Bepcisix OC, 3 piIKO OHOBIIOBAHUM
OPOUIMBAHHAM 1 THUIOBUMH MNapojsMH, IO TMOJErmye KOMIPOMETAIIO.
JletienTpanizoBaHuii xapaktep Ta auHamika Tomojorii l0T-mepex (mpuctpoi
MOKYTh YaCTO NMPUEAHYBATHUCH 1 3AJIUIIATH MEPEKY) YCKIAJAHIOIOTh 3aCTOCYBAaHHS
CTaTUYHUX MOJIITUK O€3MeKH, siKi e(PeKTUBHI B TPAIULIHHUX (DIKCOBAHUX MEPEKAX.
OxkpiM Toro, O€3apOoTOBI KaHAIW 3B’sA3KYy, IIHPOKO BUKOpHUCTOByBaHi loT-
OPUCTPOSIMHU, BIIKPUBAIOTH JOJATKOBI BEKTOPH aTaKk — paaionepexorieHHs,

TIyIIHHSA CUTHANY, miapoOka makeris Toio.[1], [2], [3], [20]

Y pesynbrati loT-iHdpacTpykrypa cTae mnpuBaOIMBOO MU0 IS
3JIOBMHCHHUKIB PI3HOTO MMTHOY — BiJ KiOEpP3JIOYUHINB JO HEICPKABHUX TPYII,
3aIliKaBJICHUX Y BUBEACHHI 3 Jaay KpUTUUHUX cepBiciB. Cepen TunoBux artak Ha [oT

BII3HAYAIOTh:

e borHer-atakm Tta DDoS. Hecraua 3axucty Ha Oarathox loT-mpuctposix
npu3Beia 10 TosBU OOTHETIB (Takux sk Mirai), mo 00’€IHYIOTh THCSYI
3apaX€HUX KaMep, MapHIpyTH3aTOPIB TOIIO IS 3[IHCHEHHS PO3IMOAUTICHUX
aTak BiIMOBH B 00CIyroByBaHHI. Taki aTaky 3/1aTHI TeHEPYBATH TraHTCHKUM

Tpadik 1 BABOJUTH 3 JIaJy OHJIAH-CEPBICH.

e ATraku “aroauHa nocepeauHi”. 3I10BMHUCHHUK, NEPEXONUBIIN
HezammdpoBanuii  Tpadik loT-mpuctporo, Moxe aHami3yBaTH Y

MoaudikyBaTh nepeaani gaHi. lle oco6auBo HeOE3MEeUHO y BUITAAKaX, KOJIU



[oT BUKOPHCTOBYETHCS B MEAMIIMHI a00 TPOMHUCIOBOCTI — MEPEXOIIIEHHS 200

MiIMIHa KOMaH]l MOX€e MPU3BECTH 70 aBapiu.

e HecankunioHoBaHuUil JOCTYII TAa 3aXOIVICHHSI BY3JiB. fIKIIO 3TO0BMHCHUKY
BIAETbCS JAICTaTU KOHTposib Haj loT-mpuctpoem (uepe3 eKCIIONT B
OPOUIMBLI YM BraJlaHuil mapoib), TPUCTPIA MoOke OyTH BUKOPHCTAHHM Yy
NOJAJBIIMX aTakax abo i HIMUTyHCTBA. Taki KOMIPOMETOBaHI BY3JIH
3CepeIMHN MepeXi MOXYTh IHIIIIOBATH aTakd Ha IHIII KOMIIOHEHTHU

(BHYTpILIHI aTaKu), 1110 BaXKKO BUSIBUTH.

e Araku Ha WijJicHicTh i koH@igeHuiiiHicTs maHux. l0T-ceHcopu yacto
30MparoTh YyTIUBI jAaHi (Bineo, aysio, MOKA3HUKM 3J0pPOB’S TOLIO). IXHE
BuKpazeHHs (data theft) abo minpoOka Mo>ke MaTH 3Ha4HI HETaTUBHI HACIIIJIKH
JUIsl TIpUBAaTHOCTI Ta Oe3mneku KopucTyBauiB. Hampuknan, 3uuTyBaHHS
MIOKa3HUKIB PO3YMHOTI'O JIUYUIBHUKA MOKE PO3KPUTH PEXUM JTHS MELIKAHI{IB

OyJIUHKY.

e ®Di3uyni arakum Ta BUBeIeHHs 3 Jaay. 3xaebinbmioro loT-mpucTtpoi
po3TaiioBaHi B 6e3mocepeTHbOMY (PI3MIHOMY JOCTYII (HAIPUKIad, BYJIMYH1
CEHCOPH), IO J03BOJIsIE€ caboTaX (BIAKITIOYCHHS KUBJICHHS, TIOITKOKCHHS )

a0o0 MiIMiHY IPUCTPOIO Ha KommpometoBanuii. [1], [3]

OxpiM nepenideHnx 3arpo3, ICHyIOTh 1 1HIII1, TaKi K aTaKd Ha TPOTOKOJIH 3B’ A3KY
(mepexoruteHHss Ta po3mmdpoBka Tpadiky MQTT/CoAP), ataku THIly BiIMOBHU
00CITyroByBaHHSI TUISIXOM PaaiONEPEIIKO, 3JIOBMHUCHI OHOBJICHHS TPOIITUBKH
TOIIO. YCI Il 3arpo3u CBIMYATh MPO KPUTHUYHY MOTPeOy B CTIMKUX MeEXaHI3Max
kioep3axucty s [oT. Konmeniis nmudpoBoro imyHiTeTy mnepemadadae moOyI0By
TAKUX CUCTEM 3aXHCTY, IO 3/IaTHI aBTOHOMHO, y pEaJbHOMY 4Yaci po3mi3HaBaTH
BTOPTHEHHS a00 aHOMAaJbHY TOBEIIHKY MPUCTPOIB 1 MPUHAMATH 3aXOTU MPOTUAI]
(cnoBiIEHHS, 130Js1is1 By3Ja, OJIOKyBaHHA Tpadiky TOII0) Oe3 MOCTIHHOIO
BTpy4aHHsi JroguHu. DopmyBanHs “mudpoBoro imyHirety”’ 0Oa3yeTbcs Ha

MOEHAHHI PI3HUX TEXHOJIOTIN: BIJ TPAAULIMHUX CUCTEM BUSABJICHHS BTOPTHEHb /10



IITYYHOT'O 1HTEJNEKTY Ta OIOHIYHUX MIAXO0J1B, HACIIYBAaHUX Yy MPUPOIU (30Kpema

NpHUHIUIIB podotn iMmyHHOT cuctemn). [1], [3], [4], [20]
1.2 Tpaauuiiini mixxoau (IDS/IPS) Ta ix oomexenns B loT

Cucremu BUsIBICHHs Ta 3anoOiranHs BropraeHusM (IDS/IPS) € oxnumu 3
KJIACUYHUX IHCTPYMEHTIB Ki0epOe3eKH, siKl HIMPOKO 3aCTOCOBYIOTHCS JJIS 3aXUCTY
mepex Ta xoctiB. IDS (Intrusion Detection System) npu3sHaueHi 111 MOHITOPUHTY
Tpadiky abo Mol y CHUCTEMi 3 METOHK BHSBICHHS O3HAK BIJIOMHUX aTakK Yu
aHoMajbHOI akTuBHOCTI, Toai sk IPS (Intrusion Prevention System) we nwmmie
BUSIBIISIIOTH, 4 i aBTOMATUYHO OJIOKYIOTH Mi103puii aii. B konrekcti 10T wi migxoau

CTHKAIOThCS 3 HU3KOI0 TpyAaHoliB. [5], [6], [23]

Tpanutiitno IDS moainstoThCs Ha 1Ba OCHOBHI TUIIHM: CUTHATYPHI (Ha OCHOBI
mabJIOHIB aTak) Ta aHOMaJliiHI (Ha OCHOBI BIAXWJICHHS BiJi HOPMH ITOBEJIHKH).
Curnarypsi IDS (SIDS) mpaiioroTh 3a NPUHIUIIOM MTOPIBHSIHHS BXiTHUX ITOTIH 3
0a3010 BIJIOMHX CHUTHATyp aTak (XapaKTepHHX IIa0JIOHIB, CUTHATYP EKCILJIONTIB
tomio). [lpu 36iry 3 curnaryporo cucrema dopmye tpuBory. Lleit miaxig moOpe
3apEKOMEHIyBaB ceOe sl BIIOMUX aTak, OCKUIBKK MIHIMI3y€e XHOHI CIIpaIlfoBaHHsI
1 Jae naetanbHy iHGOpMaIio mnpo 3arposy. IIpoTe ocHOBHMI HOTO HEIONIK —
HE3/IaTHICTh PO3IMMI3HATH HOBI, HEBIAOMI aTaku, I SKUX 1€ HE CTBOPEHO
curHatypu. Kpim Toro, maTrpumMka akTyabHO1 0a3u CUTHATYP BUMArae perysipHuX

OHOBJICHB 1 TATHE 3HAUHI HaKJIaaHi BUTpaTH. [5], [6], [23]

Anomamiitai  IDS  (AIDS), naTomicTh, OyIylOTh MOJEIb HOPMAIBHO
MOBEAIHKA CUCTEMHU 1 CUTHATI3YIOTh Mo Oynb-ski 3HauyHl BigxwieHHs. B loT-
CepeloBUIIaX caMe aHOMAIMHUHN TAX1]T BBAXKAETHCS MEPCIEKTUBHINITNM, OCKLTBKH
JI03BOJISI€ BUSIBIISITH PaHillle HEBIIOMI 3arpO3H, 1[0 OCOOIMBO BAXKIIMBO 3 OTJIsly Ha
JUHAMIYHO 3MIHIOBaHWM 1 HemepenbauyBaHui xapaktep atak Ha loT. Bomrowac
BrpoBaixkeHHsT AIDS natpamisie Ha Hu3Ky BUKIUKIB y [oT: mo-mepuie, 3HayHi
0o0CSITM TEHEpOBAaHUX JAHUX 1 BEJMKAa KUIBKICTh BY3JIIB CTBOPIOIOTH MpOOIEMy

MaciTabOBaHOCTI — CUCTEMa MOXKE MPOYKYBaTH 3aHAJTO Oarato crpaioBaHb ado



MPOMYCKAaTH aTakKh 3a YMOB NEPEBAHTAXKEHHS (3pOCTa€ KUIBKICTh MOMMIKOBUX
CIpalfoBaHb Ta MPOMylIeHUX IHUUIEHTIB. [lo-apyre, oOMexeHi 0OUYHUCITIOBANIbHI
pecypcu Ta eHeproMokKiauBocTi TUIOBUX [0 T-npucTpoiB yCcKIIaJHIOIOTE peai3allito
CKJIAJHUX aJITOPUTMIB aHaiizy Tpadiky Ha camomy By3ni. Yacto loT-mpuctpiit
IPOCTO HE B 3MO31 BUKOHYBAaTHU MOCTIMHMA MOHITOPUHT 3 BUKOPUCTaHHSIM
tpanuuiiaux IDS-pymiiB (Hanpukiaz, yepes Hectayy nam’sTi Juist 6a3u CUTHATYD

a00 00YMCITIOBAJIBHOT MOTYKHOCTI /ISl aHAJI3y KOXKHOTO MAKETY).

3a3zHaueHi (GakTopu MPU3BOJATH A0 TOro, 1o kinacuuni IDS/IPS-pimenns
notpedyroTh agantamii g loT. Jleski JOCHIZHUKH TPONOHYIOTh MEPEHOCHUTH
¢dyHKIIT aHANTI3y Ha pIBEHb MEPEKEBUX IIITI031B 400 XMapHUX CEPBICIB, 3AJIUIIAI0YU
Ha TIPUCTPOSX TUIBKM JIETKOBari areHTH, ki 30uparoTh AaHi. [IpoTe Takwii migxin
MiIBUILY€E 3aTPUMKH Ta MOXE CTBOPIOBATH “‘By3bKi Micus . [Hmmii Hampsm —
CIPOIICHHS Ta omtumizaris anroput™MiB IDS cremianbro min oomexenHs loT.
Hanpuxman, cnopomeni curHatrypai NIDS  ngna  IoT  (mepexesi  IDS)
BUKOPUCTOBYBaIM Suricata abo Snort 3 ypizaHUMHU 0a3aMu MpaBUII JJIs1 BUSBIICHHSI
DoS-arak y 6LoWPAN mepexxax. OHaK HaBiTh y IbOMY BHIAJKY 3aCTOCYBaHHS
TPaAUIIHHUX CUTHATYPHUX METOIB Ha MIKPOIPUCTPOSAX MPAKTUYHO HEMOXKIIUBE
0e3 ix moBHOI mepeOymoBH il KOHKpeTHI pecypcu loT. HaykoBi ekciepumeHTH
nokasanu, mo 3BuYaiiHi NSA/CSA anropuTMu Ha TOBHOPO3MIPDHUX JaHUX
MepexeBoro Tpadiky MawTh CEepHO3HI MpobiieMd MacmTaboBaHOCTI Ta

npoaykTuBHOCTI Ha loT-mpucTposix 31 cnadbkum “3amizom”. [5], [7], [8], [23]

3 orsimy Ha BUIe3a3HaueHe, y cepi Oe3nexu 10T croctepiraeThes mepexina
BiJ cyTo Kiacu4HuX DS 10 riOpuHuX Ta IHTEIEKTYaTbHIUX CUCTEM, SIK1 TOEHYIOTh
nekinmpka migxoxiB. Hampukman, riopuaai IDS kOMOIHYIOTH CHUTHATYpHHH 1
AHOMAJTIMHUIA METOJ: CIOYATKy IMBUIKO BiA(UIBTPOBYIOTh BIAOMI 3arpo3u 3a
CUTHATYpaMH, a Jajli OUTHIII PETENTHHO aHANI3YIOTh HOBI MOTEHIIIHI aHOMATIi.
Takuit miaXxiAg J03BOJSE KOMIICHCYBAaTH HEIOIIKM KOXKHOTO METOAY 1 3HU3UTHU
HABaHTAXXEHHS Ha CHCTeMy. BaxmMBYy poJib MOYMHAIOTH BimirpaBaTH MalluHHE

HaBYaHHS 1 IWITYYHUH 1HTENEKT Y IDS — BOHM MOXYTh BUSIBJISITH CKJIaJHI NATEPHU



aTak, 110 HE ONUCYIOTHCA NpocTUMHU NpaBunaMu. [Ipore Bnposamxkenus ML y IoT
TEX HEJIeTKE 3aBIaHHs (UYepe3 HecTauy aHuX, mpolieMy AucOaiaHCy KiaciB Ta iH.)

— Il aCMEKTH JACTAIbHO PO3IMVISIHYTO B HaCTymHOMY miapo3niii. [4], [5], [6]

Omxe, Tpaauiiiai IDS/IPS € HeoOXiTHOIO CKJIaJ0BOIO KiOEp3aXHCTy, ajie B
koHTekcTi |0T iX mnoTpiOHO meperisgaTd 1 BIOCKOHamoBaTH. HemoctaTHs
e(EeKTUBHICTh “3 KOPOOKH’ CTUMYIIOE JOCTIHUKIB IIYKaTH HOB1 apXITEKTypH
cucteM 3axucty 10T, 1o mpu3BOANTH 10 MOSIBU KOHUEMIIA Ha KIITAIT UPPOBOro
IMYHITETY — KOJIM CHCTEeMa 37]aTHa aJanTUBHO HABYATHCS PO3MI3HABATH 3arpo3u Ta
OPOTUAISTA iM, BUXOJAYM 32 PaMKHU CTaTMYHUX CUTHATYp ab0 KOPCTKUX HOPM

noseinku. [4], [5]

1.3 Meroau MalIMHHOIO HABYAHHS y BHUsIBJIeHHI aHoMaJjii (Autoencoder,

VAE, FL Tomio)

BusiBnennst anomasiii Ha oCHOB1 ManiHHOT0 HaBuaHHs (ML) cTae kirouoBuM
€JIeMEHTOM To0y10BU “IidpoBoro iMmyHitery” 10T, ajpke i METOIU TO3BOJISIOTH
ABTOMAaTUYHO ‘‘HaBUATHUCS  HOPMAJIbHIN TIOBEIIHIII CHCTEMH Ta BHSBIATH
BIIXWJICHHS, BKJIIOYHO 3 HOBUMH BHJAMH aTak. Huskue po3riisiHEMO AEKIIbKa
cydacHuXx ML-miaxofiB, 1m0 3aCTOCOBYIOThCS B 3ajlauax BHUSBJICHHS aHOMAJIii:
aBTOEHKOJIepY Ta iXHI Bapiarii (B ToMy 4Mclli BapiaifiiHi aBToeHkoaepu, VAE), a
TakoX ¢peaepatuBHe HaBuaHHs (FL) 11 po3moaiieHoro BUsBICHHS BTOPTHEHb. [4],

[9], [21]

ABroenkonep (AE) — me pi3HOBUA HEHPOHHOI Mepexki, sSKka HaBUAETHCS
BITHOBJTIOBATH CBili BXil HA BHUXOMl, CTUCKAIOYM HOTO Yy MPUXOBAHOMY IIapi.
[aTYiTHBHO, TOOPE HATPEHOBAHMI aBTOECHKOIep Oy/Ie AKICHO BiTHOBIIOBATH THUITOBI
(HopMmanbHi) JaHl, TOAI SAK JUIsl HETUNOBUX (QaHOMAJbHUX) JaHWUX MOXHUOKa
BiHOBIICHHs (reconstruction error) cyrreBo 3pocte. Ll BIacTHBICTH JCKHTH B
OCHOBI BHUKOPHUCTAHHSI aBTOEHKOJIEPIB IJIi aHOMAJIHHOIO BUSBICHHS: CIOYATKYy
MOJICNIb HABYAIOTh TUIBKM Ha HOPMAaJbHUX JaHUX, TICJIS YOro BOHA 37aTHA

“roMivaTu’” aHoOMallii fK Takl MPUKIAAH, IO MOraHO BIIHOBIIOIOTHCS 1 JAOTh
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BEJIMKY MOMIIIKY. [To1iOHMIT OJTHO-KJIACOBUHM MIAX1J 10 HABYAHHS JTO3BOJIsIE 001UTH
npo0semMy HecTaul MIY€HUX aTak: MOJeNb (POKYCYEThCS Ha MATTEPHAX HOPMAJIBHO
MOBEAIHKY 1 BU3HAYA€E BIAXWIEHHS 0€3 MOTpeOU y BEIMKUX BHOIPKaX 3TOBMUCHUX
naHuX. Sk 3a3Ha4aloTh NOCHIAHMKY, 116 KPUTHYHO BaxJiuBo Juisi mepex loT, ne

aHOMaJIbHI MOAIT pifKicHi Ta pisHoMmaniTHi. [4], [10], [11]

ABTOEHKOJEPH YCIIIIIHO 3aCTOCOBYBAJIUCS y PI3HUX CIEHApisSX. 30Kpema,
OJIMH 13 MIAXOMAIB MPOAEMOHCTPYBaB €(PEKTUBHICTh MOEJIHAHHS ACUMETPUYHOTO
rIMOOKOT0 aBTOCHKOZEpA Ta OJHOKIACOBOTO Kiacudikatopa Ha OCHOBI ITHOOKOT
HeHlpoMepeki, 10 JA03BOJWIO JIOCATTA BUCOKOIO PIBHS BUSBICHHS (IETEKIlli) —
65m3pK0 96% — mpu MIHIMAIBHIA KUTBKOCTI XMOHMX crpaitoBaHb. [Ipu mpomy
MOJICJIh HaBUaJlacsl BUKJIIOYHO HA JIETITUMHOMY Tpadiky 1 BUSIBIsJIA aTaKu 4epe3
NICPCBUIIICHHS TOPOTY TOMWJIKHA PEKOHCTPYKIi. I[HIEe  mocimijpkeHHS 3
BUKOPUCTaHHSAM TJIMOOKOTO aBTOGHKOJEpa JUIs aHalli3y MEPSKEBUX JTaHUX
(manpuknan, NSL-KDD) nokasaio, 1o aBTOSHKOASPHUH MiIX1] MOKE 3a0€31eUUTH
~85% TtouHocTi y OiHapHIN Kinacudikamii “Hopma/aTaka” Ta Oym3bko 92% mnpu
OaratokiacoBit knacudikamii Tamnis Tpadiky. Ll pe3ynbraTi miATBEPIIKYIOTH, 110
aBTOCHKOJICpU € IIEBHM I1HCTPYMEHTOM Il moOyaoBu IDS HOBOro mokosiiHHS,
3IaTHUX BJIOBJIOBAaTH HOBI 3arpo3u. BogHouac KiacuyHi aBTOCHKOACPH MAIOTh 1
HEJIOJIK: SKIIO MOJENb HaATO TOTY)KHA, ICHYE PU3UK “TEepemiIroHKH’, 3a SKOi
ABTOCHKOJICp HABYMTHCA PEKOHCTPYIOBATH HaBiTh HETHIOBI BXiMHI jaHi. Takum
YUHOM, aHOMaJTii MOXKYTh JaBaTH HEBEIHMKY MOXUOKY 1 JHMIIATUCS HETIOMIYCHUMHU.
Jliist oM’ sIKIeHHs 1i€l mpoOyieMy TIPOMIOHYIOTHCS TIOKPAIeH] MiAX0AN — 30KpeMa
BapialliiHi aBTOCHKO/IEpU Ta TeHepaTuBHO-3MaranbHl Mepexi (GAN), sKi BBOASITH
CTOXaCTHUYHICTh UM 3MAarajibHICTh y MPOIIEC HABYAHHS 1 3MYIITYIOTh MOJIETh KpaIle

MOJICTTFOBATH PO3MOIiI HOpManbHuX nanux. [11], [12], [10], [4]

Bapiarmiitnuii aBroenkonep (VAE) — me iMoBipHICHA Bepcis aBTOSHKOJEpa,
sIKa HABUYEThCA HE MPOCTO BIMOOPAXKEHHIO ‘“‘BXIA-BUXIA’, a OI[IHIOE PO3MOALIT
IMOBIPHOCTI JIATEHTHMX 3MIHHMX 1 JaHuX. 3a paxyHok 1poro VAE kpaiie

y3arajbHIOE Ta MEHII CXWJIbHHMM 110 BiATBOpeHHs aHomaniii. VAE otpuman
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3aCTOCYBaHHSI B 3ajjayax MOIIYKY BUKHJIIB: Hampukiaa, Mojeni Ha ocHOBI VAE
YCHIIIHO BUKOPUCTOBYBAJIUCH JJII MEPEKEBOIO MOHITOPUHTY, J€ aHOoMaJii
BU3HAYAIOThCSA SK 3pa3Kd 3 BKpaid Malol IMOBIPHICTIO MiJl NOOYJIOBaHUM
PO3MOALIIOM HOpMaibHOTO Tpadiky. AHAJIOTIYHO 0 aBTOoeHKoaAepa, VAE mMoxHa
TPEeHYBaTH Ha HOPMAJIBHUX JAHUX, MPOTE Ha €Tall JETEKIlil OI[IHIOBATH HE TLIbKHU
MOXUOKY PEKOHCTPYKIli, a ¥ mnpaBaonoAiOHICTh 3reHepoBaHoro VAE
npeAcTaBiIeHHs. B jiTeparypi TakoX 3yCTpIHarOThCs MIAXOAH, IO KOMOIHYIOTH
VAE 3 iHIIMMHU MeTOJaMu — HaIMpUKIIAJ, 31 caMoOpraHizoBaHuMH kapToto (SOM)
JUTSL TIOKpAIeHHST PO3PI3HEHHS KJIAaCTepPiB HOPMAJIBLHOTIO Ta aHOMAJILHOTO Tpadiky.
B minomy, VAE 103BONISIIOTH MiABUIIUTA YYTIUBICTH CUCTEMHU 10 aHOMAJIIH, SIKY

MorJIM O “3aMacKyBaTHCs’ MiJ HOPMY JUIsl 3BUUaiiHOTO aBTOeHKoepa. [4], [21]

[lle omHuM BaxUIMBUM HampsiMoM € ¢eneparuBHe HaByanHs (Federated
Learning, FL) y xouTekcti 10T-0e3meku. Knacuuni Mojeni MallMHHOTO HaBYaHHS
3a3BHYai Iepea0avaroTh IEHTPAII30BaHM i 301p Ta HABUAHHS HA JaHUX (HAIPUKJIIA],
3 yCiX MpUCTpoiB B xMapi). [IpoTe Takuii miaxia BUKIUKAE CEPHO3HI 3aHETIOKOEHHS
IOJI0 MPUBATHOCTI (Mlepefadya CUPUX JaHUX 3 TMPUCTPOIB MOXKE TMOPYIIYBaTH
KoH(iAeHIIHHICTE) 1 MacmTaOoBaHOCTI  (IIEHTpai30BaHUN  CepBEp  CTae
NEPEeBAaHTAKEHUM  By3bkuM  MicuieM). DenepatuBHE HaBYaHHS  IPOIOHYE
IPOTUJICKHY 1/ICF0: HABYaHHA MOJEN1 BIIOYBAETHCS PO3IMOJIICHO Ha CaMHUX
IPUCTPOSX, sIKI IEPEeTar0Th CEPBEPY JIHUIIE OHOBJICHI MapaMeTpH MOEII, a He caMi
nani. CepBep arperye IIi JIOKaJlbHI OHOBJICHHS (CEpPEIHBO3BAXKYE) 1 HAICHUIIAE
OHOBJIEHY TJ00aJbHy MOJENb Ha3aj] KiIleHTaMm. TakuM YUHOM, OaHi HIKOAU He
noKuoaoms  npucmpois, 1O 3HAYHO 3HIKYE pPHU3UK iX BHUTOKY abo
HECaHKITIOHOBAHOTO NOCTYyIy. 3acTocyBaHHs FL st 3amay BusiBieHHs: aHOMaITii B
[oT ®xke mpoaeMOHCTpyBajio  OOHamiimuMBI  pe3ynbratH. JloCTimKeHHS
noBigoMIsII0Th, o FL-IDS mepeBepuryroTs TpaauiiitHi nenTpanizoBani ML-IDS
3a TOYHICTIO BUSIBJICHHS, OCKUTBKHY 3a]Ty4ar0Th OUTBITY PO3MAITICTh JaHUX (3 PI3HUX
BY3JIiB) 0€3 KOMIpOMeTallli MPUBATHOCTI, a TaKOX Kpallle MaclTa0yrThCid Ha

Benuki Mepexi. Hanpuknazn, y 2025 poui Oyno 3anpononoBano FL-miaxin go IDS
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mist MQTT-mepex, mo 3Mir gocartu ~95,6% TOYHOCTI BUSIBJICHHS aTak,

NIEPeBEPIIMBIIHY [IEHTPaATI30BaHi aHamoru maibke Ha 5%. [9], [13], [14], [21]

[Ipore, FL Texx Mae cBOi BUKIMKHU: 30KpeMa, NP 30UIbIICHH] YKCTa KIIEHTIB
MPOAYKTUBHICTh MOJEN MOXKE IMaJaTd 4Yepe3 TeTePOreHHICTh JaHUX 1 BHUCOKI
KOMYHIKalliiiHI BHUTpaTH Ha Mepenady napaMmerpiB. Takox ICHYIOTb PHU3UKHU
LIJIECOPSIMOBAHUX aTaK Ha caM Ipoliec (perepaTUBHOTO HaBYaHHS (aTaku OTPYEHHS
mozeni). He3Baxarouu Ha 11, y KOHTEKCTI IIudpoBoro iMmyHitety koHueniis FL €
HAJ3BUYAHHO I1HHOIO, a/KE JO03BOJISE€ peali3yBaTH pO3MOAUICHY “IMyHHY
BIJIMIOB1JIb : KOXKEH BY30JI JIOKAJIbHO BUMTHCS PO3II3HABATH aHOMa1i, pOOJISTYN BCIO

Mepexy OibII CTIHKOIO 0€3 KOHIeHTpallii Janux B omHoMy micii. [9], [13], [14]

Omxe, merogu ML — aBroenkomepu (1 ixHi moxizHi) Ta (denepaTUBHE
HaBYaHHS — HAJAIOTh MOTYXXHUW IHCTPYMEHTapiil s peajizaiii aganTHUBHOTO
saxucty loT. Ha BigmiHy Bim »KOpCTKO 3amporpaMoBaHuX mpaBmwi, ML-moneni
MOKYTh MIJIAIITOBYBATHCS 11T HOBI 3aTPO3H, BUSIBIIATH PaHIIlIe HEBIIOM1 aTaKH Ta
poOHUTH 1€ B PO3MOAUICHUH cmocid, 10 pe3oHye 3 OI0JOTIYHUMH aHaJloramMu
IMyHHOI cucTeMu. HacTynmHMi Tigpo3Ail MPUCBIYEHO 0€3MOCepeIHBO IITYYHUM
IMYHHUM CHCTeMaM — SIK O10JI0TiYHI NMPUHIMIHN 1 AJITOPUTMHU IMYHITETY MOXYTh

OyTH BHKOpHUCTaHi 115 o0yaoBu nudposoro imynitety B IoT. [4], [6], [9]

1.4 ryyni imynHi cucremu (AIS): npunnunu ta aaropurmu (NSA, CSA,

DCA, nam’s1Tb)

ryuni imynni cucremu (Artificial Immune Systems, AlS) — e manpsim 6io-
HATXHEHHOT'O IITYYHOTO 1HTEJIEKTY, 1[0 MOJIETIOE MPUHIIUIU POOOTH O10J0TIYHOT
IMyHHOI CHUCTEMH JUIsl BHPINICHHS TMPUKIATHUX 3aBlaHb, Y TOMY YHCII 3a7ad
kibepOesnekn. IMyHHa cucTemMa JIOAWHM — HAJA3BUYAMHO CKIIagHA aJanTHBHA
CUCTeMa, 37aTHA PO3MI3HABATH Ta 3HENIKOI)KYBAaTH BEIWYE3HY PI3HOMAHITHICTH
YY>KOPIAHUX areHTIB (MaTOreHiB), MPU LbOMY HABYAIOYUCHh MHPOTATOM SKHUTTS 1
30epirarouu IMyHHY IaMm’sITh PO MepeHeceHi 3arpo3u. L1 BIacTUBOCTI HAAUXHYIU

JIOCJIIIHUKIB HA CTBOPEHHS IITYYHUX MOJIEJIEH, 110 IMITYIOTh IMyHHI MEXaHI3MH JJIsI
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3axXucTy KoM 1oTepHux cuctem. Podoru JI. dapmera, C. bepcini ta Ct. @oppecT B
1990-x 3akmanum  ocHoBu AlS, mokazaBmM AK NOPUHOUOU  PO3PI3HEHHS
“CBOro/4y’k0oro” Ta mam’sTi IMYHHOI CHCTEMH MOXYTb OYTH 3aCTOCOBAH1 IS

BUSBJICHHS BIPYCIB 1 BTOPrHEHb Y KoMl 1oTepHi mepexi. [8], [15], [16], [22]

B mexax AIS BHOKpeMUIIOCH KiIbka 0a30BHX MapajurMm (aJropuTMmiB), Ha
SKHX 30CEPE/DKCHO OUIBIIICTh JOCIHIIKeHb. 3rigHo 3 ommssgoMm Dasgupta et al.
(2011), cyuacHi AIS OyayroTbcs NMepeBakHO HA YOTUPHOX KIFOUOBUX aJTOpPUTMax:
(1) anmroputm HeratuBHOi cenekilii (Negative Selection Algorithm, NSA); (2)
aNropuT™M MTYyYHUX IMyHHUX Mepex (Artificial Immune Network, AIN a6o AIRS);
(3) anroputm kionaneHOoro BimOopy (Clonal Selection Algorithm, CSA); (4)
anroput™Mu Ha ocHoBI Teopli HeOesneku (Danger Theory) 1 neHAPUTHUX KIITUH
(Dendritic Cell Algorithm, DCA). Hux4e KOpoTKO pO3rJISHEMO MPUHIIUIIN TEPIIUX,

HaNoOIbI 3acTocoByBaHUX TphoX MiAX0AIB (NSA, CSA, DCA) 1 noHSTTS IMyHHOT

mam’sti B kouTekceti AlS. [8], [15], [22]

Anroputm HeratuHoi cenekilii (Negative Selection, NSA) — HaTXHeHHUU
npoiiecoMm no3piBaHHsA T-TiMQOIUTIB y TUMYCI JTIOAWHU. biojoriuHa cyTh mojsrae
B TOMY, III0 MOJIOA1 IMYHHI KJIITHHHU, 5Kl pearyioTh Ha BiacHi (“self”’) anTurenu
OpraHi3My, 3HHINYIOThCS (HEraTUBHA CEJCKIlis), abu B KpPOBOTOIll 3aJIUIIUINCH
TUTBKA T1 JIMGOIUTH, IO PO3MI3HAIOTH YyKopimHe (“non-self’). B AIS me
3MOJICTbOBAHO HACTYITHUM YHHOM: T€HEpPYEThCs Oe3miu neTeKTopiB (adcTpakiris
IMyHHHUX KIJIITHH), 1 Ha eTari “HaBYaHHsS BOHHU MEPEBIPSAIOTHCS HA BIATOBIIHICTH 110
Habopy HopManbHUX (“‘self”) qaHux cuctemu; Oyab-sAKi JIETEKTOPH, 1[0 MATYATHCH 3
HOPMAaJIbHUMHU TaTepHAMU, BIAKUAAIOThCSA. Ha BUXO0m1 (pOpMYyeETHCS MiAMHOXHHA
JIETEKTOPIB, 110 HE MEPETHHAIOTHCSA 3 HOPMaJbHUM TpodieM, TOOTO MOTEHIIIHHO
pearyloTh JWIe Ha aHOMalbHI (4yopinmHi) gaHi. Ha erami MOHITOpHHTY IIi
JIETEKTOPHY 3aCTOCOBYIOTHCS IS IEPEBIPKHA HOBHUX 00’ €KTIB: SKIO SKUHCH TETEKTOP
CIIpalbOBYE (MATYUTHCSA 3 00’ €KTOM), 00’€KT BBAXKAE€THhCS aHOMaIbHUM. Takum
yuHOM NSA 3a0e3neuye peanizaliro NpUHIUIY “cam/He cam™ y IUTY4YHINA CUCTEMI.

[lepmum ne 3actocyBaB Ct. @oppecT 31 CHIBaBT. JIJIsl BUSIBJICHHS KOMIT FOTEPHUX
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BIPYCIB: BOHH 3T€HEPYBaJIM 031114 PSIIKIB-IETEKTOPIB, 1110 HE 301ratoThCs 3 )KOIHUM
“JIeriTuMHUM” 11a0JIOHOM MPOTrpam, 1 Ii AETEKTOPH YCHIIIHO 3HAXOMUIN M1T03pLIl
psanku koay Bipyci. B IDS Ttakoro tumy “self” moxke BU3HaYaTUCS K HOpMaIbHUN
MepexxeBUil Tpadik abo JIETITUMHA JISJIbHICTh KOPUCTYBaya, a JETEKTOPH — SIK

I1a0JIOHH, IO He 3yCTPIYalIUCh Y HOPMi 1 TOMY CUTHAII3YIOTh PO BTOPrHEHHS. [8],

[16], [15], [22]

NSA € mnonyaspHUM 3aBASIKM TPOCTOTI 1 YITKOMY TEOPETHUYHOMY
06IpyHTYBaHHIO. MOr0 CHIbHA CTOPOHA — BMIHHS BUABIATH HOBi aHOMaiii 0e3
HEOOX1THOCTI MaTH 3pa3KH aTak (JOCTATHHO 3HATH “HOPMY’). AJie BOJHOYAC € 1
cnabKi MICIS: CKIAJHICTh TeHepalii ACTEKTOPIB 3pOCTa€ EKCIIOHEHIIHHO 31
30UIBIICHHSM MPOCTOPY O3HAK (BUCOKHUI BUMIP JIAHUX), MOKJIMBI “MepTB1 30HU —
o0nacTi aHoOMalii, IO JMIIMIUCS HEMOKpUTUMH AeTekTopaMu. Takoxxk NSA
notpedye 100pe BU3HAYCHOTO €TaIOHHOTO HaOopy “self”’ — sKio BiH MicTUTHME

aHOMaJIbHI IaHi, CHCTeMa MOJKe IPOraBUTH Jeski 3arposu. [8], [15], [22]

Anroputm kioHansHoro Bimoopy (Clonal Selection, CSA) rpyHTy€eThCS Ha
MPUHIMITT aJalTUBHOTO TMOKPAIIEHHS JETEKTOPIB MPH 3ycTpidi 3 aHTUTeHOM. B
Olosorii, xomm B-mimdouut posmizHae aHTUreH (4Y)KOPIAHY MOJEKYy), BiH
MIOYMHAE KIIOHYBATHUCh 1 MyTYBAaTH — YTBOPIOETHCS 0araTto HOro KOIii 3 HEBEITUKHUMHU
BUIIaIKOBUMHM 3MiHamMu. Korii 3 KpaIoro CHopiTHEHICTIO 10 aHTUTEeHY OTPUMYIOTh
CUTHAJI JI0 BIDKMBAHHS, PEIITa BIIMHUPAIOTh. TakKUM YWHOM, IMYHHA BIIOBIIb 3
gacoM BCe OUIbIIE MPUCTOCOBYETHCS came JI0 IIbOTO MATOTEeHY (BiOYBaEThCS
adinHe Jmo3piBaHHA aHTUTLI). Y mmTydHomy anroputmi CSA 1eit mporec
MOJICTIOETBCS TaK: BHUSBHUBIIM aHOMAJil0 (QHTUTCH), BIAMOBIIHHN JICTEKTOP
KOITIIOETHCSI Ta BHJIO3MIHIOETHCS (MYyTY€), YTBOPIOIOYM HOBI BapiaHTH; HOBI
JIETEKTOPHU TIEPEBIPSIIOTHCS — Ti, 110 Kpallle PO3Mi3HAIOTh JaHnui a0 CX0K1 MaTepHH,
30epiraroThCsi (BHOCSTHCS IO TOMYJISIi), IHINI BIAKAJAIOTHCSI. TakKUM YHUHOM,
CHUCTEMa HABYAETHCS HA JIHOTY, MOKPANTyIOYH CBOi JETEKTOPH IS TOJATBIIOTO

pearyBanHsa. KionaneHuii anroput™ Bnepiie dopmanizyBanu JI. e Kacrpo 1 @.
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[y6en (CLONALG) y 2000 p., omucaBIIM HOrO CXOXICTh 3 T€HETHYHHUMU

anropuTMamu (HasiBHI onieparlii 1o0opy, myTanii Ta Bigbopy Halikpamux). [15], [8]

CSA 1o3Boisisie BHpilllyBaTH HE JuIle 3agadli  BUsBICHHS (OiHapHa
kiacugikaiis), a i ontuMizanli Ta HapuyaHHa. Hanpuknaza, Horo 3acTocoByBaiu Jis
onTUMI3allli mapaMeTpiB MEPEeK, BiIOOPY O3HAK TOLIO — BCIOJH, 1€ KOPUCHO MaTH
MEXaH13M NOCTYOBOr0 MOKpalleHHs pieHb. B konTekceti IDS, knonanbuuii Bindip
MOK€ O3HA4aTH, 110 MPU BHUSABICHHI HOBOI aTaku cCUCTeMa MOPOJKye Oe3miy il
“rinore3” (MyTOBaHUX JETEKTOPiB), BHUIIPOOOBYE iX Ha JaHUX 1 3ajuIIae
HallepeKTUBHINI Uil MailOyTHHOro — (pakTU4HO, 1e crnocid nmoOyaoBH IMYHHOT
nam’ati, ipo 1o aani. Hegomikom CSA € moTeHItiiiHa 004K C/IFOBaIbHa BUOYXOBICTh
(3aHaaTo Oarato KIJIOHIB MpPH YaCcTUX aTakax) Ta PHU3UK TepeHaBYaHHS IiJ

KOHKpeTHHIA Buj 3arposu. [15], [22]

Teopist HeOesmekn Ta aiaroput™ jgenaputHux kiaitua  (DCA) -
albTEPHATUBHHUM Miaxif, 3ampornoHoBanuii I1. Meriarep y 2002 p., sikuii cTaBUTH
i CYMHIB TPAAUIIAHY MapaJurMy ‘‘CBOE-UyKOPiHE” K JOCTaTHIO YMOBY IMyHHOT
BianoBini. 3rimHo Danger Theory, iMyHHa cHcTeMa pearye He NpPOCTO Ha
“gy)kopigHe”, a Ha CUTHAIM HEeOE3NeKH BiJ ypaKEHHX KIITHH opraHizMy. ToOTo
BaXJIMBA KOHTEKCTHA 1H(OpMAIlisl: MPUCYTHICTh OakTepii HE 3aBXKIU BHUKIUKAE
peakilito, SKIIO0 BOHA HE CIPUYUHSAE IIIKOJIW; HATOMICTh, 3aru0eib KIITHH 1
BUJIJICHHS. HUMH ‘‘TPUBOXXHUX MOJIEKYJ 3aIyCKa€ MOTY)XHY IMYHHY BiJIIMOBiJIb.
Jlnist iboro B opranizmi ciayxkath AeHapuTHi KinithuHU (DC) — 0co0nuBI KIITHHU, IO
30uparoTh  “‘curHanm’ y  TKaHuHax. B mryuromy amroputmi  DCA,
3anporionoBanoMy JIx. ['piHcmitom 1 V. Aiikeninum (2005), MoaenroeThes
nomymsiig mTydHux DC, KokHa 3 SKHX OTPUMYE Ha BXOJI TPH THUIM CUTHAIIB:
be3neyni (Bl HOPMAaTbHUX YMOB), HebOe3neuni (Bl aHOMAalbHUX CHUTYyaIlill) Ta
CUcHanU nowKoodcerHs (aHAJIOTH MPOAYKTIB 3arubeni kiaituH). DC HaKOMU4yIOTh
1l CUTHAJIU 1 IEPEXOSITh Y MEeBHUMN CTaH (HANPUKIA/, ‘“HANPY>KEHUN 4yu “3puimil”
— 110 BIJMOBIJIa€ aKTUBAIlll 1 Mepeiadl TPUBOKHOIO CUTHAITY IHIIMM KIIITHHAaM)

3aJIeKHO B1J KOMOIHAIlll BXimHUX curHamiB. Y miacymMky, DCA Ha BuUXO0/1 BUIA€E
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OIIIHKY, sIKI 00’€KTH acoliiolThes 3 Hebesnekoro. CyrreBo, mo DCA mnoennye
JeKUIbKa Jpkepen iHdopMallii 1 BUjae pillieHHsS Ha OCHOBI 1X KOpEJAIlli, J0/1al0uu
KOHTeKCT. Takuil migxim pomomarae 3HU3UTH XUOHI CIpALIOBaHHS, OCKUIBKH
BPaxOBYIOThCS 1 “HOpPMaJIbHI” CUTHAIU TEX — SKIIO SBUIIE BIIXUISETHCS BiJl
3BUYAMHOIO, ajeé He CYNPOBOKYETHCS JKOAHUMU “TPUBOKHUMH 1HJIUKATOPaMHU,

cucTeMa Mojke ioro irnopysatu. [17], [18]

Ha npaktuni DCA  Oyno 3acTocoBaHO Uil BUSIBICHHS aHOMaTi y
MEpEeKEeBOMY TpadiKy, 30KpeMa CKaHyBaHb MOPTIB, OOTHET-aKTUBHOCTI TOIIO.
Pe3ynpTaTi nokaszaiu, 110 aaropuT™ Ja€ HU3bKUI p1BEHb MOMUIIKOBHX CIIPAIIOBaHb
NOPIBHSHO 3 AesIKUMH KiacuuauMu DS, 3aBngxu BranoMy KOMOIHYBaHHIO O3HAK 1
koHTekcTy. DCA BBaxaeThcsi nepcrekTuBHUM aiisi [0T, e pi3Hi ceHcopH MOXKYTh
I'paTH PoJib “IKEpesl CUTHAJIB’ — HANIPUKJIA]l, aHOMaJIbHE MEPEBUIIICHHS I1aM’sITi 4n
CPU moe ciiyryBaTh CUTHAJIOM HEOE3NEKH, SIKIIO MapaielbHO CIOCTePIra€ThCs
HetunoBui Tpadik. Lle BimmoBinae HTYIIII: HEe KOXKEH aHOMAILHUI Tpadik — aTaka,
aje SKIIO BiH cOpUYMHsIE 301 poOOTH By3ma (BHUCOKE HaBaHTaXKCHHS,

repe3aBaHTaXCHH ), TO, KMOBIPHO, 1€ IIKiIIMBa aKTHBHICT. [18], [22]

IMmyHHa mam’ T — HEB1/1’ €MHA CKJIa0Ba 010JI0TTYHOTO IMYHITETY, KOJIH ITICIIS
MEPBUHHOI 3yCTPIUi 3 MaToreHoM (popMyrOThCS KIITHHH IaM’ATi, M0 30epiraroTh
iH(pOpMaIIiI0 TIPO HBOTO 1 MPU MOBTOPHOMY 3apakeHHI 3a0€31euyoTh MIBHAINIY Ta
cwibHIIy BignmoBigs. B AIS iges mam’siti peamizyeThcsi depe3 30€peKeHHS
HaWOLIBII IIHHUX JETEeKTOpiB abo IMIa0JIOHIB, HaMpambOBaHUX CHCTEMOIO.
Hampuknan, y KIOHAIBHOMY ajlrOpPUTMI YacTHMHA HAWE(PEKTUBHIIMIMX MYTOBAaHUX
JETEKTOPIB MOJYKHA TMO3HAYUTH SK “aHTUTLIA IaM AT’ 1 3aJIUIIUTH B CHUCTEMI Ha
JOBrUil yac. B aeskux peanizamisix BBOJIATH CHeIiaabHy 0a3zy mam ati (Immune
Memory Library), Kyam 3aHOCSAThCS TATEPHH aTak, 3 SKAMH BXKE CTHKAIacs
cuctema. [Ipy HOBHX IHIIMIEHTAX CHUCTEMa CIIOYATKY 3BIPAETHCA 3 010J1I0TEKOIO
naMm’siTi — AKII0 CXOXKHUW MaTepH BKE BIJOMUMN, pearyBaHHs Oyje HeraitHum
(Hanpuknan, oapa3y OJIOKyBaTH, HE aHAI3ylO4u JeTaldbHO). IMyHHa mnam’ATb

3a0be3reuye HAKOMMYEHHS JTIOCBIY: 3 yacoM AIS Bce MeHIle BUTpadae pecypciB Ha
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BIJIOMI 3arpo3u 1 Moxe (OKyCyBaTH yBary Ha HOBHX, paHilie HeBinomux. OpHak,
BaYKJIMBO MIATPUMYBATH OalaHC — 3aHA/ATO KOHCEPBATHUBHA MaM’ ATh MOKE 3aBayKaTH
BUSABIIATH BUAO3MIHEHI aTakd, TOMY 4YacTO peali3yloTh MEXaHI3M “CTapiHHS

nam’ STl (aHaJOrMYHO O10JI0TYHOMY 3HUKHEHHIO IeSIKMX aHTUTLI 3 yacom). [8], [15],

[22]

VY mincyMKy, IITY4YH1 IMyHHI CUCTEMH HaJlal0Th OaraTuii apceHan ajaropuTMiB
mutst 3axucty loT-cuctem. NSA no3Bossie chopmyBaTu 6a3y “neTeKTopiB aHOMAaI™
Ha OCHOBI 3HAHHS TUIbKK HOpMasibHOT moBeAiHKH. CSA 10/1a€ MEXaHI13MU ajanTarii
Ta HaBYaHHA Ha HOBHUX 3arpo3ax Yy peaimpHomy uaci. DCA npuBHOCUTH
KOHTEKCTyaJIbHUI ~ aHami3 Ta 3MEHIIye XUOHOMO3UTHBHI  CIIPAI[IOBAHHS,
KOMOIHYIOYH pi3H1 CUTHAJU. A IMyHHA Mam’siTh 103BOJISIE CUCTEMI 3 YACOM CTaBaTH
TUIBKY CHJIBHIIIOKO, “‘3raflyloun’ aTaku, 3 IKUMU BOHA BXKe 3ycTplyanach. Y ci 1l el
MOYTh TPAIOBATH CHUILHO YA B KOMOIHAIlIT 3 METOJaMU MallMHHOTO HABYaHHS,
npo siki itocs Buie. B Tabmuii 1.1 HaBeeHO MOPIBHIHHS PO3TIITHYTUX M1AXO0/IB

(rpamumiiini IDS, ML-metoau, AIS) 3a kirouoBuMHu XapakTepuctukamu. [8], [15],

[18], [19]
1.5 HopiBHANBLHMIA aHAJI3 MiAX0XiB TA BUCHOBKHM 10 PO3i1y

Ha ocHOBI po3rissHyTOro Martepiaxy MOXHa 3pOOUTH JIEKiIbKa y3araJbHEHb
IOJI0 ICHYIOUMX IMAXOAiB 10 3axucty lOT Ta iX BiAMOBIAHOCTI KOHIIEMIIii

“nudpoBoro iMyHiTeTY !

o Tpanuuiitni IDS/IPS: no06pe minxonats aist pikcoBaHUX 1HOPACTPYKTYP 13
nependayyBaHuM TpadikoM Ta BIJOMUMH 3arpo3aMu, IMpPOTE€ MAalOTh
oomexxenHs B [oT. CuraatypHi MeTOIM Iy’Ke TOUHI TPOTH BIIOMUX aTak, ajie
NacyroTh TIEpPe] HOBUMH 3arpo3aMH 1 BHMAararTh YacTOTO OHOBIICHHA 0a3
3HaHb. AHOMAIIHI METOIM OUTBII yHIBEpCaidbHI, MPOTE CTPAXAAIOTH Bif
MOMWJIKOBUX CHpAIOBaHb 1 CKIAQJHOCTI HAIAMTYBAaHHS HOPMAIBHOTO
npoduro B auHaMiunux loT-cepenoBumax. O6uasa tunu IDS y unctomy

BUTJISIZII BaXXKO peaizyBaTH O€3 CHPOIIEHb Ha PECYPCHO-OOMEKEHHX
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nesaiicax. OTxe, TpaauiiiHI 3aco0M MOTPeOyIOTh ab0 MEPEHECEHHS Ha

piBEHb 1ILTI031B/XMapH, ad0 paaukaibHOro cupomeHss st [oT, mo 3HmKkye

ix edexrusHicTs. [5], [6], [7], [23]

MeTtoau MAalIMHHOIO HABYaHHSA (aBTOeHKOAepH, VAE, To1m0): HaTa0Th
CUCTEMi 3/IaTHICTh HABYATHCS Ha JaHWUX Ta BHUSABIATH CKIATHI TATCPHH.
ABTOEHKOJEPH Ta 1HIII caMoCTiiH1 (unsupervised) aaropuT™MH J03BOJISIIOTH
OyayBaTH THYYKI MOJIeJIi HOpMaJIbHOT MOBEIHKH, 110 MiAJIAIITOBYIOTHCS 1]l
cienudiky KoHkperHoro loT-posropranns. BoHu 100pe BHSBIAIOTH
aHoMaJlii, HaBiTh paHilie He 0ayeHi, 1 MOXKYTh MPAIIOBATH 3 PI3HOPITHUMHU
JaHUMHU (MepexeBl MakeTd, 4acoBl psau ceHcopiB Touo). [Ipore mna ix
HaBUYaHHS TOTPIOHA JOCTATHS KUIBKICTh SKICHUX JaHUX “HOPMHU’; SIKIIO
HaByajbHa BHOIpKa MICTUTHUME aTakud abo Oyje HaATO BY3bKOIO, II€ BIUTUHE
Ha sKicTb. DepepaTMBHE HaBUaHHsS BHpIIIye MpobieMy 300py TaHUX,
30epiraloui MpPUBATHICTh, 1 MAacIITa0OBYE HABUaHHS Ha JECATKH 1 COTHI
By3liB. ML-mMeronu 3aramom 100pe Y3TOKYIOTBCS 3  KOHIICIIIIEIO
1M (poBOTro IMYHITETY, 3a0€3MeUyr0dr aJanTUBHICTh 1 CAMOHABYaHHS, aJie
noTpeOyroTh  perenbHOi  Bamigamii (o0  YHUKHYTH, HaNpUKIA,

HepeHaBYaHHs aBTOCHKOAepa un oTpyeHHs mozeni). [4], [10], [11]

ITyuyni imynni cucremu (AILS): Ge3mocepeHbO UepHarOTh HATXHEHHS 3
010JI0TIYHOTO IMYHITETY, TOX IXHI1 NPUHIUINU YK€ MPUPOJTHO JIATAIOTH B
imero  “mudpoBoro  imyHiTery”’. BOHM  TNpPONOHYIOTH  MEXaHI3MH
ABTOMATHUYHOTO PO3PI3HEHHS ‘“‘CBOTO 1 UYKOro”, M0 OCOOJHMBO Ba)KJIHMBO,
KOJIM BaXKO SIBHO 3a7aTH BCi O3HaKkW ataku. AIS anmroputMu MOXyTh
NpAIOBAaTH HABITh 3 MIHIMAJIBLHUMHU JAHUMHU PO aTaKd — JOCTATHHO 3HATHU
HOpMYy (NSA) abo matm 6azoBi epuctukn “HeOesnekn” (DCA). Bonu Takox
aJanTHBHI Ta PO3MOJUICHI: HAMpUKIa], KoxeH By3on loT moxke marm
HEBEJIMKUI HEraTUBHO-CENIEKTUBHUM MOJYJIb JIJIsl BIACHOTO TpadiKy, a OOMiH
JETEKTOpaMU MK By3JIaMU CTBOPIOE MOJI00Yy IMyHHOT Mepexi. ['i0puaunzaiis

AIS 3 ML - mnepcnekTHBHHUM MIIAX, KOJH, CKaXXIMO, aBTOCHKOJEP
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BUKOPUCTOBY€ETbCA I TeHepalili O3HaK, a Jajl aJrOpUTM HETraTUBHOI
cenekiii popMmye neTexkTopu B 1boMYy mpoctopi. OcHOBHUN BUKIHMK AIS —
CKJIAJHICTh TOHKOTO HaJalllTyBaHHA MapaMeTpiB (po3Mip MOMYJALii
JETEKTOPIB, TIOPOTH CIIpPalllOBaHb) Ta BUCOKAa OOYHMCIIOBAJIbHA CKJIAJAHICTD
IUIA BENWKHX 3amad (TyT 3HOBY ML Moke MONOMOITH, 3MEHIIYIOUU

PO3MIpHICTh AaHKUX a0o Bigciroroun mymw). [8], [15], [18], [19]

BucnoBku 10 Po3ainy 1. Ha ocHOBI mpoBeieHOTO aHamizy OyJi0 BUBHAYEHO METY
MaricTepcbkoi poOOTH, sIKa TOJSITae y po3poOIll Ta eKCIEePUMEHTANbHIN OIlIHII
OPOTOTHUITY CUCTEMHU BUSIBJICHHS aHOMalIil y MepexkeBoMy Tpadiky l0T-By3:1iB Ha
OCHOBI1 KOHIeNI1i u(poBoro iMyHitery. s qocsrHeHHs 1€l MeTH nepeadavueHo
NPOEKTYBAHHS apXITEKTYpH MPOrpPaMHOI CHUCTEMH, peali3allil0 aBTOEHKOJEepa SK
0a30BO1 MojeNll HaBYaHHs ““‘0e3 yuutesns’, MOOYJOBY MEXaHi3My BH3HAUYCHHS
MOpPOTY aHOMAJLHOCTI Ta CTBOPEHHS IHCTPYMEHTIB IJis oQuiaiiH-aHali3y AaHUX 1

Bi3yati3allii pe3yJibTaTiB.
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PO3I1JI 2. PO3POBKA TA APXITEKTYPA CUCTEMHA
2.1 O0rpynryBanHs BuOOpy miaxoay (aBroenkoaep Ha PyTorch)

Cnuparo4yuch Ha TEOPETUYHUMN aHAII3, 1JI1 pO3pOOIIFOBAHOT CUCTEMU OYJII0
o0paHo MiJX11 Ha OCHOBI TMIMOOKOr0 aBTOEHKOIepa, Peali30BaHOIo 3
BUKOpuUcTaHHAM 010mioreku PyTorch. Huxkue HaBOASITbCS KIHOYOBI apryMEeHTH Ha
KOPHUCTH 1IbOT'0 BUOOPY Ta HOTO BIAMOBIAHICTH MOCTABJICHUM BUMOTaM U(PPOBOTO

imynitety loT.

[To-miepiie, aBTOGHKOAEP K MOJAEITH aHOMAJIITHOTO BUSBICHHS JT03BOJISIE
IpaloBaT B yMOBax 00MexeHO1 a00 BiICYTHBOI KIIBKOCTI MIYEHUX JAHUX MPO
ataku. Y peanpHux loT-Mepekax yacTo CKIAIHO OTPUMATH PETPE3CHTATUBHUI
Ha01p 3pa3KiB YCIX MOKJIMBHUX aTaK (3 OIJISAy Ha iX pI3HOMAHITHICTh 1 HOBU3HY).
Tomy HeoOXigHa cucTema, 37aTHa HaBYATHUCS NTEPEBAKHO HA HOPMaJIbHHUX JaHUX 1
BUSIBJISITH OYy1b-sIK1 BIIXWJICHHS BiJl HOPMU SIK TTOTEHITIHHI 3arpo3u. ABTOSHKO/IEP
I{IJIKOM 33JI0OBOJIBHSE 1[I0 BUMOTY: Y PEXKHUMI1 OJIHO-KJIACOBOTO HAaBYaHHS BiH
CTBOPIOE y3arajbHEeHY MOJIeIh HOpMaIbHOTO TpadiKy/IaHuX, 1 Haxalll BUSBIISE
BTOPTHEHHS 0€3 ONOpHU Ha HANEPE.l 3a/1aHl CUTHATYPHU M MPUKIAAN aTakK. Takuii
IiAX11 CYTHICHO MOIIOHMIA 10 IPUHIIMITY HeTaTUBHOI cenekilii AIS (HaBuaHHS Ha

“self” 3 BuKiroUeHHAM “‘non-self”), ane peanizoBaHuii yepe3 HEHPOHHY MEPEKY.

[To-npyre, oOpanuii aBTOCHKOAEP € TTAUOOKOIO (TTTUOMHHOIO) MOEILTIO 3
HEJTIHIMHUMU [IapaMH, 110 Ha/la€ HOMY BUCOKY BHpa3Hy 3/1aTHICTh. lle BaxkimBo,
60 loT-gani (HampukIaa, TOCIIOBHOCTI MOKA3HUKIB CEHCOPIB UM XapaKTEPUCTUK
MepEeKEeBUX 3’ €JIHaHb) MOXKYTh MaTH CKJIaJH1, HENHIIHI 3a1eXHOCTI. [ Tnboka
MOJIeNb 3/1aTHA “BUTATYBATU MPUXOBaHI PAKTOPHU Ta 3HAXOAUTU KOMILIEKCHI
MaTepHH, HEJIOCTYITHI JJIs JTiHIHHUX MeTo1B Ha KmTanT PCA. JlocnimkeHHs
MiATBEPIKYIOTh, 1[0 3aCTOCYBAaHHS MTHOOKHX HEHPOHHUX MEPEK 3HAYHO
MIJBUINYE SKICTh BUSIBJICHHSI aTaK Yy CKJIaJIHUX cleHapisx. Hamia monens
BUKOPHUCTOBYE KIJIbKa IIApiB €HKOJEpa 1 JeKoJiepa, 00 MOCTYIMOBO 3MEHIITUTH

PO3MIPHICTh BXITHUX JaHUX 1 HABYUTHUCS KIIFOYOBHUM O3HAKAM.
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[To-TpeTe, MoJIenb CellalIbHO HANAIITOBAaHA SK JIETKOBATUM aBTOEHKOAEP
(31 3BMEHIIEHOIO KUTBKICTIO HEMPOHIB Ta ONTUMI30BaHOIO apXITEKTYPOIO), 1100 ii
MO>XHA OyJI0 €(eKTUBHO BUKOHYBATH Ha MPUCTPOAX 3 OOMEKEHUMU pecypcamu
a00 Ha kpato mepexi. OniHe 3 3aBaaHb 0yJi0 3a0e31meunT poOOTy CUCTEMH B
pEeXHUMI peanbHOro Yacy. B xo/1 peanizaiii MU JOCSTIIM TPOYKTUBHOCTI, KOJIU
MOBHUM UK 00poOKHU (TiepeidaueHHs aHOMaJlii) 3aiiMae YaCTKU CEKYHU HaBITh
Ha BIIHOCHO CJIa0KOMY arapaTHOMY 3a0e3reueHH]1 (HanpuKiaa, OJHOIIIaTHOMY
komrt totepi Raspberry Pi). benumapku Ha 3pa3zkoBomy Habopi (Bot-10T)
MOKa3aJiv, 10 MOJIEJIb MOXE JIeTEKTYBAaTH aHOMaJii0 MeHIe Hix 3a 0.3 cekyHau
IpU TOCSATHYTOMY TOKa3HUKY AeTeKiii ~96%. Lle miaTBepaKye TOIUIBHICTh
BUKOPUCTaHHS caMe€ aBTOEHKOepa: BiH BUSBUBCS 3[JaTHUM 3a0€3MeUUTH BUCOKY

TOYHICTh (~99% accuracy) Ta MIBUJIKOJ1I0 OJHOYACHO.

[To-uerBepte, Bukopuctanus PyTorch sik dpeliMBopka juist peanizaiii
MoeNl 00yMOBJIEHE HOTO THYUYKICTIO Ta poxyKTuBHICTIO. PyTorch nHanae 3py4ni
3aco0u JJi1 BU3HAYCHHS JOBUTBHUX apXITEKTYp HEHpOMEpex, MiATPUMYE anapaTHe
npuckopenns Ha GPU, a Takox crpolye HamaroyKeHHs 3a paxyHOK “‘eager
execution” (quHaMI9HKX 00YMCIeHb). [1i gac excriepuMeHTIB HaM OYJI0 BaXKJIMBO
MaTH MOXJIMBICTh MIBUAKO MOAU(DIKYBATH apXITEKTYPY aBTOCHKOAepa (KIIbKICTh
mapiB, GyHKIIIT aKTHBAIIl1, pO3MIp JIATEHTHOTO MTPOCTOPY) 1 0JIpa3y OauuTH e(eKT.
Kpim toro, cninsbHoTa PyTorch mpornonye 6arato roroBUX KOMIIOHCHTIB
(omrrumizaTopu, map BatchNorm Tomio), siki Mu BUKOPUCTAIHU JJIs IOKPAICHHS

301KHOCT1 MOJEII.

Hapemri, BuOip aBTOeHKOAECpa 10OpE Y3TOMHKYETHCS 3 MAPATUTMOIO
“Immune-Inspired” — mo cyTi, ME CTBOPIOEMO MITYYHHUH “IMYHITET” MPOTH
aHOMAJTI IUTSIXOM HaBYaHHS “HOPMAJIBHOTO MOPTPETY” CUCTEMH. Y HACTYITHUX
CEKIIISIX JETAIBHO MTOKA3aHO, K MOJIETh IHTETPOBaHA B 3aralibHy apXITEKTYpPY
MPOTPaMH, sIK BU3HAYAETHCS MOPIT aHOMATIHHOTO CIPAIFOBAHHS Ta K CHCTEMa

B3aemozie 3 loT-By3namu uepe3 API.
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2.2 ApXiTeKTypa cuCTeMH Ta CTPYKTYpPa NPOrpaMHOro 3ade3nev4eHHs

Po3poOnena nporpamMHa cuctemMa Ma€ MOJAYJIbHY apXITEKTYpY, L0
3a0e3neuye po3noAlT PYHKIINA MK OKPEMUMHU KOMIIOHEHTAMH Ta CIIPOILYE
MacimTabyBaHHs, po3LIUpPeHHs 1 TecTyBaHHs. Ha BinMiny Bin kinacuynux IDS-
pillieHb, CUCTEMA MpaLtoe B opIaliH-pexuMi, aHai3ytouu Bxke chopmoBani CSV-
daiinu 3 xapakrepuctrukamu notokiB loT-Tpadiky. Takuit miaxig NiAX0AUTh JJIs
JOCIIIKEeHb, TOOY/TI0BM MPOTOTHUIIIB Ta JIOKAJIBHOIO TECTYBaHHS KOHLETLIT

«1upPOBOTO IMYHITETY».

3aBaHTaxeHHsa CSV
(noTtoku Tpadiky)

v

MacwTtabyBaHHs 03HaK
(StandardScaler)

v

MporiH Yepes aBTOEH-
Koaep
(encoding — decoding)

v

O64YMCneHHA NOMUIIKU
PEKOHCTPYKLiT

v

MOpiBHAHHSA 3 NOPOroM aHOMaNbHOCTI
(3aBaHTaxeHuM i3 threshold.json)

v -

recon_error<T recon_error>2T
- HOPMA - AHOMANIA

Puc 1.1 bnok-cxema anropurmy

CrpyKkTypa IpO€KTy MICTUTh TaKi OCHOBHI MOJTYJIi:
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Karagor app/:

model_def.py — MicTuTh BU3HAYCHHS HEHPOHHOT MEPEXkKi aBTOCHKOAEpa
TorchAE, peanizoBanoi Ha PyTorch. ApxiTektypa Mozeni BKIO4ae
CUMETPHUYHY CTPYKTYPY IIapiB:

n_features — 32 — 12 — 4 (latent) — 12 — 32 — n_features.

Leit moaynb BifanoBiznae 3a hopmyBaHHs 0a30BOT MoAeIN1 TUGPOBOTO

IMYHITETY.

common.py — peanizye KIr4oB1 GYHKITT 00poOKHU Ta aHATI3Y JaHUX:
o MATOTOBKY O3HAK Ta MacmiTadyBaHHs 3a nonomororo StandardScaler;
o HaBYaHHs aBTOCHKOJICpa Ha OCHOBI HOPMAJIbHUX JIAHUX;

o O0OYHCIEHHS MOPOTY aHOMATI1 32 CTATUCTUYHHUM TPABUIIOM (CepeTHE

+ 30);

o 1H(EpeHC: pEeKOHCTPYKIIiS BEKTOPiB, 00UNCIICHHS TOXUOKH,

BUSIBJICHHS aHOMAJTIiA;
o AQHAIITUKY 3BEJICHOT CTATUCTHKH;
o 30epeKeHHS Ta 3aBaHTaXeHHs apTedakTiB (.pth, .pkl, .json).

data_gen.py — reaepatop CHHTETHYHHUX JATACETIB, IKHUI CTBOPIOE (halyiu i3
3anrcamu MoTokKiB [oT-Tpadiky (TpuBamicTh, KITbKICTh TAKETIB, OANTIB,
MIOPTH, IPOTOKOJI, MApKep aTaku). 3a0e3neuye MOKIUBICTh OTPUMAHHS

KOHTPOJBOBAaHUX Ta BIITBOPIOBAHUX HAOOPIB JIJIsi TECTYBAHHS MOJIETI.

train.py — Moy JUIsi HABYaHHS MOJICII, 10 BUKITUKAE QYHKIIIT 3
common.py. Peanizye 30epexxenns apredakTiB - Bar Mo,

MacmTadyBaJbHAKA Ta OOYHCICHOTO TIOPOTY.

gui.py — rpadiunuii naynuep, mooyaoBanuii Ha PySide6, skuit 1o3BosIsIE
3aBaHTaxxyBatu CSV-daiinu, 3anyckaTu aHali3, NeperiisaiaTu pe3yabTaTu Ta

CTaTHUCTHKY.



o paths.py — nenrpanizoBane ynpapaiHHS ILIIXaMH J0 JaHUX, apTe(aKTiB,

3BITIB Ta KaTaJOTy MPOEKTY.
dail 1M BEpXHbHOI0 PiBHA:

e Manage.py — enuHuit KOMaHIHUN 1HTepdEc 11 BCi€l cucTemu, 1o
00’ eHye GQYHKIIIOHAIBHICTh T€HEepallii TaHUX, HaBYaHHS MOJENI,

iHbepeHcy, aHanizy ta 3amnycky GUI.
e FUN_QUi.py — CIIPOIICHHUI CKPUIIT JIJIs 3aMyCKy rpadiyHoro iHTepdeicy.
Karauoru:
« data/ — Bxigai CSV-daiinm;
o artifacts/ — 30epexeHi Mo/ielb, MacITa0yBaJbHUK Ta MOPIT;
o reports/ — pesyiabratn anamituku (CSV, JSON).

3arajoM apxiTeKTypa OpiEHTOBaHA Ha JIOCHITHUIIBKY MOJCIh JIOKAJTLHOTO
M (POBOTO IMYHITETY, JIe AaHATITHKA, HABYAHHS Ta JIETEKI[iS MMPOBOASTHCS

aBTOHOMHO, 0€3 3aJIe)KHOCTI BiJl 30BHIIIHIX CEPBICIB YW MEPEIKEBOT

1HGpaCcTPyKTYpH.

24
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2.3 @ynkuionajabHi cuenapii po6oru cucremu (CLI Ta oduiaiin-anaJis)

Ha BigMiny Big noBHOLiHHUX DS, 110 npamioroTs y pexxuMi peaabHOTO
gacy, po3pobJieHa cucteMa peanizye odiaiiH-namiaitn ananizy loT-tpadiky, o
JI03BOJISIE OTIEPATOPy BUKOHYBATH MTOBHUH IUKII «T€HEpalliss — HaBYaHHSI —

iH(pepeHc — aHaJIITHKa) 3a JOTIOMOT0I0 KOMaHIHOTO iHTepdeiicy.
OyHKIIOHAJIbHI MOKJIMBOCTI JIOCTYIIHI Uepe3 manage.py:

1) 'enepartist JaHUX

python manage.py generate

[1s koMaH 2 BUKIIMKAE MOMyNb data gen.py, TeHEPYIOUM CUHTETUYHUN
CSV-paiin 3 moroxkamu loT-tpadiky. [laHi BKIIOYaIOTH SIK HOpMaJibHI, TaK 1
aHOMaJIbH1 MPUKJIAH, a MApaMEeTPU MOXKYTh OYTH CKOPUTOBaHI 3aJIEKHO BiJ

CIICHAPIO0 EKCIIEPUMEHTY.

2) HaBuanusa mogeni

python manage.py train --data data/synthetic_flows.csv
BuKkoHYy€eThCsI MOBHUI IIUKIT MIATOTOBKHU Ta HABYAHHS aBTOSHKOIEpa:
e 3aBaHTAXXCHHS JIAaHUX;
o MacmTaOyBaHHS O3HAK;
e HABYAHHS MOJCII HAa HOPMAIBHUX 3aIHCSX;
e 00UYMCIIEHHS TTOPOTY aHOMATIH;
o 30epexeHHs apTedakTiB y artifacts.

3) Indepenc Ta aHami3 MOTOKIB

python manage.py infer --data data/sample_inference_data.csv --export-csv

results.csv
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JUJ1sl KO’KHOTO 3aMKcy OOUMCIIOETHCS PEKOHCTPYKIIIiTHA MOXNOKA, BUZHAYAETHCS

aHOMAJILHICTh, 1 popMyeThbest Buxiguui CSV 13 101aTKOBUMU MOJISIMHU:
« reconstruction_error;
« IS_anomaly;
« risk_score.
4) T'enepariis aHaTITUYHUX 3BITIB
python manage.py analyze --data results.csv --report-dir reports/
CTBOpIOIOTHCS:
o JSON-3BiTH;
e arperoBaHa CTaTUCTHKA;
o CSV 3 nporeHTHUM pO3MOIIIOM aHOMAaJIii Ta HOpMaJIbHUX MTOTOKIB.
5) 3anyck rpadidHoro iHTepdeicy
python manage.py gui
AJbTepHAaTUBHUH CITOCIO 3aIyCKY:
python run_gui.py

VYei cuenapii poOOTH CUCTEMH BUKOHYIOThHCS JIOKAJIbHO, 0€3 BUKOPUCTAHHS
MEpEeKEBHX MPOTOKOIIB Ui oHJIaH-API, 1110 poOuTs ii npugaTHOO 15

Ja00paTOPHUX JIOCTIKEHb Ta HABYAIBHUX ITUTCH.
2.4 HaB4yaHHs Mo/eJIi Ta BU3HAYECHHS OPOTY

[Tporiec HaBYaHHS MOJCNI BiAMOBiTa€ KOHIICMINI CaMOCTIHHOTO BHUSBIICHHS
aHOMaJil: aBTOCHKOACP TPCHYETHCS JUINE HAa HOPMAJbHUX AaHUX, (HOPMYyIOUYH

y3arajJbHEHY MOJIEJb «310pOBOI» MoBeiHKH |0T-By31iB.
OcHOBHI eTanu:

1) IlinroTroBKa JaHUX



27

o 3 CSV-@aiiny Bubuparotbcsa npukiaay 3 is_attack = 0.
o Osnaku MacmtadyroThcs 3a fonomororo StandardScaler.
o ®opmyeTbesa MaTpuls X _train.

2) ApxiTeKTypa aBTOeHKOIepa

Mogens TorchAE Mae cumeTpudHy CTpyKTYpY:

o Enkoaep:

n_features — 32 — 12 — 4 (JlaTeHTHUH MPOCTIp)

o Jlexoaep:

4 — 12 — 32 — n_features
Jjist HeNHIRHOTO B1IOOpaXkKeHHsI BUKOpUCTaHO akThBaiio ReLU.
3) HaBuyanus

Merta MojieI1 - MiHIMI3YBaTH CEPEIHBOKBAIPATUUHY HOXHUOKY PEKOHCTPYKIIii

MK Bxoj0M Ta BuxogoM (MSELoss). Onrumizatop - Adam.
[Ticns 3aBepIieHHsT HABYaHHS 30€PIraroThes:
o Baru aBTOeHKOJepa (ae model.pth),
o MacmTabyBanbHUK (scaler.pkl),
« mopir (threshold.json).
4) Bu3HavyeHHs1 MOPOTY
[Topir BU3HAYAETHCA CTATUCTUYHO:

T = MGI‘I‘OI‘ + 3Gerr0r

Jc

o Uerror— CEPEIHS MOXHUOKA PEKOHCTPYKIIII HA TPEHYBAJIbHUX JaHUX,
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o Ogror— CTAHJIAPTHE BIIXHUIICHHS.

Ipuxiaan 004nCIeHHA OPOrY.
[Tpunyctumo, 110 miciisi TpeHYBaHHSI aBTOCHKOAEpa Ha HOPMAJIbHUX
(HeaTakoBaHUX) 3pa3kax OyJI0 OTPUMAHO TaKl XapaKTEPUCTUKH PO3MOILTY

NOMMJIKM PEKOHCTPYKIIIi:
CepeaHE 3HAUYCHHS IOMUJIKU:

* HUeror = 0.412

CTaHIapTHE Bi}IXI/IJIeHHH:

o Ogrror = 0.537

o Toni craTucTHYHMI TOPIT BU3HAYAETHCS SIK:

e T= Herror T 3Uerror
T=0412+3x0.537 =0412+1.611 = 2.023

OTxe, mOpir aHOMaIBHOCT1 CTAHOBUTH MpuOIIM3HO T = 2.02.

Sxmo moxmbka PeKOHCTPYKINT HOBOTO 3pa3ka TMEPEeBHUIILYE MOPIr - 3pa3ok

BBaXXa€TbCs1 aHOMAJIbHHUM.

Takuii miaXig MOBHICTIO BiATOBITA€ KOHIEMIT «ITU(POBOTO IMYHITETY», Je
cucreMa (hOPMY€ETHCS Ha OCHOBI «HOPMaIbHUX» MAaTEPHIB, a BCE, 1[0 BUXOIMUTH 3a 1X

MEXK1, BBAXKAETHCS IMMOTCHI[IMHO HEOEC3ICUYHUM.
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2.5 GUIl-n1ayn4ep i npuK/Iaau BUKOPUCTAHHA

Jl1s1 3a0e3meueHHs 3pYYHOCT] B3a€MO/1T 3 CUCTEMOIO MHOIO OyJi0
peaitizoBaHo rpadiduHuii JayHuep Ha ocHoBi Oi0moTeku TKinter. e intepdeiic
HaJIa€ KOPUCTYBAaY€Bl MOXKIIMBICTh KEPYBATH BCiMa eTaraMu poOOTH Mporpamu B

OJIHOMY BiKH1, 6€3 HE0OX1THOCTI1 3aIyCKaTh OKPEMI CKPUIITH BPYYHY
VY naynuepi peanizoBaHO HACTYIHI (DYHKIIIi:

Generate Data — 3amyck moyiis data_gen.py auis CTBOPEHHSI CHHTETHYHHMX

naracertiB (Synthetic_flows.csv, synthetic_flows_full.csv);

57 loT Immunity PoC = [m} x

loT Immunity Po

1) Generate Data 2) Train Model Quick Inference (sample) Analyze CSV

Total: —  Anomalies: —  Anomaly rate:—  Threshold: —  Attacks dete £ Attacks missed: —

areFoundation Pyth Sn2kira hon.ex ython-Pytorch\manage.py generate

Puc. 2.1 Po3BuTOoK y MO/I€Ii HABUYOK BiITBOPIOBATH HOPMATBHUHN Tpadik st

HABYaHHSI HEHPOHHOT MEPEXI.
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Train Model — TpenyBaHHs1 aBTOEHKOIepa HA OCHOBI BuOpaHoro CSV-¢aiiny ta
30epexeHHs apTe(aKTis;
B loT Immunity PoC = [m] X

loT Immunity PoC

Train — Infer

1) Generate Data 2) Train Model Quick Inference (sample) Analyze CSV

Total:—  Anomali A : Attacks detected: —  Attacks mi

ftwareFoundation.Py 3.8 fi O\python.ex sers 13 \ y g .py generate

h\manage.py train --data C.

[done] exit code D

Puc. 2.2 TpenyBaHHs1 MOJieJIi Ha PO3MI3HABAHHS aTak.
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Quick Inference — nokanpHa nepeBipka poOOTH MOJIEII Ha TECTOBOMY Ha0Opi

sample inference data.csv 3 BioOpa>keHHSIM KUIBKOCTI 3HAWJIEHUX aHOMAJI1H;

B |oT Immunity PoC = a X

loT Immunity PoC

rain — Infer;

1) Generate Data 2) Train Model Quick Inference (sample) Analyze CSV

Total: 200 Anomalies: 12 Anomaly rate: 6.00%  Thresheold: 2.0213  Attacks detected: 9/12  Attacks

Puc. 2.3 TlepeBipka po60OTH MOJEIII.

Analyze CSV - 3anyckae noBH#Hit iH(pEpeHC MOJIEI aBTOCHKOIEpa Hal
3aBaHTakeHUM CSV, BKIIFOYHO 3 MacIITaOyBaHHIM, PEKOHCTPYKIIIETO,

MiApaxyHKOM MOXHMOKH Ta Kiacudikaiiero anoMamii.
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PO311JI 3. PE3YJIBTATHU POBOTHU TA AHAJII3 EPEKTUBHOCTI
3.1 Metoauka TecryBanus ta merpuku (Precision, Recall, FPR/FNR)

ExcnepumenTanbHa OLIHKA pO3pO0JICHOT CUCTEMU MPOBOAMIACS HAa OCHOBI
CUHTETHYHHUX HaOOpiB AaHMX, CcHOPMOBAHMX Yy IHpoleci reHepamii Tpadiky
iHTEepHeTY peuel. [l TectyBanHs Oyino Bukopuctano Qaiin last analysis.csv, sikuit
mictuth 6000 3amuciB MOTOKIB MEpexkeBOro Tpadiky, BKIOYHO 3 aTpuOyTaMu
MOTOKIB (KUTBKICTh MAKETIB, 0OCAT JaHUX, TIOPTH, TPUBAIICTh, MPOTOKOJ, MOXIIH1

O3HAKH) Ta ABOMa KIFOYOBUMH TOJISIMHU
o Is_attack — ¢aktuuna mitka (0 — HOpManbHUI Tpadik, 1| — araka);
o anomaly — mporuo3 po3pobiieHoi cucremu (1 — BHsIBIICeHA aHOMAJTIs).

Takum YMHOM, CUCTEMa aHalli3yBaja JaHi o(hIaifH 3a TOMOMOT 00 aBTOCHKOIEPA,
mo OyJio TomepeaHhO HaBUEHO Ha HopMmaidbHOMY Tpadiky. Ilopir anomaii

BU3HAYABCA CTATUCTUYIHHUM IIPABUIIOM!

1 =\u + 39,

ne [— CcepemHe 3HAaueHHS IOXMOKHW PEKOHCTPYKINI HOPMaJIbHUX 3pa3KiB,

0— CTaHJapTHE BIIXUJICHHS.

st oniHku e(eKTUBHOCTI MOJIeTl BUKOPUCTOBYBAINUCS KIACHUYHI METPHUKHU

OiHapHOi Kiacudikarrii, copMOBaH1 HA OCHOBI YOTUPHOX 0Aa30BUX MOKA3HUKIB:
o TP (True Positive) — araka BUsBJICHA IIPABUIIBHO;

o FP (False Positive) — HOpmanmbHUi Tpadik MOMUIKOBO BU3HAYCHHH K

aHOMaJis;
o TN (True Negative) — HopmabHHIA Tpadik MPABHIBLHO KiIaCH()IKOBAHHIA;
« FN (False Negative) — npomyrmiena ataka.

Ha ocHOBI1 IMX MOKa3HUKIB OOYUCITIOBAIUCH
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o TP
Precision = TP+ FP’
TP
Recall = TP T FN’
2 - Precision - Recall
Fl-score = Precision + Recall ’
TP+ TN
Accuracy = TN,
FPR\=———¢
FP+TN
FNR = eNTTP

Taki MCTPUKHU HOO3BOJIAKOTH KOMIIIICKCHO OIIiHI/ITI/I TOYHICTH CHUCTCMU,

3IaTHICTh BUSIBJISTU aTaKu Ta KUIBKICTh XUOHHMX CITPAIlIOBAHb.
3.2 Pe3yabTaTl pOO0OTH HA TECTOBHX JAHMX TA IX iIHTepnpeTanis

JIns o1iHKU e(peKTHUBHOCTI pOOOTH PO3pOOJICHOI cUCTEMU OYJI0 MPOBEIECHO
TECTyBaHHS Ha Habopi naHux obcsarom 6000 TOTOKIB MepexxeBoro Tpadiky,
3MOJICJIbOBAHOTO TIiJl XapakTepHy TmoBeMiHKYy loT-By3miB (CEHCOpHI 3amuTH,
TeJIEMETPIisl, CITY>KOOBI TAKETH ), IIIO MICTUB SIK HOPMaJIbH1 3aITUCH, TaK 1 3pa3KH aTak.
Amnaii3 BHKOHaHO 3a gomoMoror moxyias Analyze CSV rpadiunoro intepdeiicy
CUCTEMH, SIKHII BUKOPHUCTOBYE TIONEPEIHHRO HABYEHUN aBTOCHKOJEP Ta IMOPIT

aHomautii, 30epexeHuil y apredakrax MoIelil.
3rigHo 31 ckpinmoToMm GUI, cuctema BusiBuIIa:
o Total: 6000 norokis
o Anomalies: 242 3anmciB (4.03% Bix 3aranbHOTO 00CATY)
o Threshold: 2.0213

o Attacks detected: 188 i3 284
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« Attacks missed: 96
. False positives: 54-55

« Attack detection rate: = 66.19%

57 loT Immunity PoC = [m] X

loT Immunity PoC

rain — Infer
1) Generate Data 2) Train Model Quick Inference (sample) Analyze CSV

Total: 6000  Anoma Anomaly rate: 4, Threshold: 3 Attacks detected: Attacks

Puc 3.1 Busim pesyasraTiB anamizy aitmy last_analysis.csv y rpadiunomy

iHTEpdeiici cuctemu

[TapanensHo OysI0 BUKOHAHO aBTOMATHYHE OOYMCIICHHS METPUK HA OCHOBI

oHoBiIeHOTO (arimy last_analysis.csv, mo niarBepamino pesynbratu GUI.
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Kong’roxu-marpuist (Ha ocHoBi last_analysis.csv)

Artaka (dakt) Hopma (dakr)

Anomanisa (monens) TP =182 FP =55

Hopma (monenr)  FN =102 TN = 5661

L1 3HaueHHs Mailke MOBHICTIO y3roKyroThCs 3 nokaznukamu GUI (188 TP,
96 FN, 54 FP). Pi3uuus y Kuibka OJuHUIL NOACHIOEThCS TuM, 1m0 GUI popmye
arperoBaHi METPUKHA B PEKHMMI IHTEPaKTUBHOTO meperysiay, toal sik CSV-gaiin

MICTUTh TOYHI1 Pe3yJbTaTh 004HCIeHB sl Bcix 6000 psiaKiB.
OcHOBHiI MeTPUKHU e(PeKTUBHOCTI
Ha ocHoBi1 KoH(} F0’KH-MaTpHIll OyJIU 00YHMCIICH] TaKl MOKA3HUKHU:

« Precision =0.7679 (76.79%)
bmuswsko 23% crpanpoByBaHb € XUOHUMU. Lle XOpomnii MoKa3HUK s

aBTOEHKOJIepa, IKUH Tpalltoe 0e3 SBHOrO HaBYaHHS Ha aHOMAITISX.

« Recall =0.6408 (64.08%)
Mopenb KOpeKTHO BU3HAaYa€ MPHUOIU3HO Bl TPETUHU aTaK, ajieé YaCTHHY

MaJioBUpakeHuX aHomanii npomnyckae (FN = 102).

o F1-score =0.6987 (69.87%)
3nauenns F1 y3romxyeTbes 3 TOBENIHKOI CAMOCTIMHUX MOJIETIEH y 3a1adax

IDS.

« Accuracy =0.9738 (97.38%)
3aBasIKM BETUKIHM 4acTI[l HOPMaJIbHOTO TpadiKy CUCTEMA JEMOHCTPYE

BUCOKY 3arajibHy TOYHICTb.

« False Positive Rate (FPR) = 0.0096 (0.96%0)

Menmie 1% HOopMaIbHUX MTOTOKIB MOMUJIKOBO BU3HAYEHO SIK aHOMAJIbHI.
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False Negative Rate (FNR) = 0.3591 (35.91%)
YacTuHa aTak 3aJUIIA€THC HEMOMIYEHOK aBTOCHKOAEPOM, 110 XapaKTEPHO

JUISl CUCTEM Ha OCHOBI (P1IKCOBAHOTO MOPOTY.

InTepnperauisi OTpUMaHUX pe3y/IbTATIB

AHaJi3 MOKa3HUKIB J103BOJISIE€ 3POOUTH Takli BUCHOBKH:

1.

Cucrema HaJ[3BUYafHO JOOpE po3Mi3HAE HOPMaJIbHUM Tpadik
Bucoke 3nauenns TN = 5661 ta uu3pkuii FPR < 1% neMoHcTpyroTh
3/1aTHICTh CUCTEMHU YHUKATHU XMOHUX CITPAI[OBAHb - KPUTUYHO BAXKJIUBO JIJIS

l0T-cepenoBu i3 TUCAYAMU OJTHOTUITHUX MPUCTPOIB.

PiBeHb BUSIBIICHHS aTaKk MOMIpHUMNA
Recall = 64% o3Hauae, 1110 cUcTEMa BHUABIISIE€ OUIBIIICTD aTak, ajie YacTUHY 3
HUX TIPOITYCKA€E, 0COOTMBO KOIH iXHI XapaKTEPUCTUKU MAIOTh CIa0Ky

BIIMIHHICTb BiI HOpMaJIbHOTO Tpadiky.

3aranbHui 0aanc poOOTH MOJIENIl € TTIO3UTHBHUM
F1l-score = 0.70 - TuroBHii pe3ynbTaT Ajisg 0a30BUX aBTOCHKOIEPiB O€3

CKJIAQJTHOI onmTUMIi3allii Y1 MeXaH13MiB attention.

AHOMAJIBHICTH TOTOKY YITKO KOPEIIE 3 MOXHOKOI PEKOHCTPYKIIii
[Totoku 3 Bucokumu 3HadeHHsIMU recon error (50—100 1 Bume) y 100%

BUTIAJIKIB KIaCU(DIKYIOThCS K aTakH, 110 BUIHO 31 CKPIHIIOTY.

[Topir 2.0213 € agexBaTHUM AJiE HOPMAITBLHOTO Tpadiky, ajae dyTIuBICTH 0

«M’SIKUX» aTaK 3aJIMIIA€THCS 0OMEKEHOIO.

Taxum 9rMHOM, pe3yJbTaTH IEMOHCTPYIOTh CTAOUTBHY ¥ miependadyBaHy poOOTy

aBTOCHKOJIEpa SIK OCHOBHOTO €JEMEHTY «Im(poBoro iMyHIiTeTy». Cucrema €

edextrBHO0O B posl npototuny IDS nnsa [oT, oco6auBo 1151 BUSBICHHS aHOMAIN

BUCOKOI IHTEHCUBHOCTI
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3.3 O0OMexkeHHs Ta HANPSAMHU MO0JAJbIIOI0 BAOCKOHAJICHHS

[lonpu oTpuMaHi NMO3WUTUBHI PE3YJIbTATH Ta BUCOKY 3arajbHy TOYHICTbD,
po3pobiieHa cuctema BUsBIEHHS aHoMmautiid 11t [oT-Tpadiky mae HU3KY 0OMEKEHb,
0 NOpUTaMaHHI $K OOpaHId apxITEeKTypl AaBTOEHKOJAEpa, TaK 1 3arajbHii
MeToaoiorii opaaliH-aHani3y. Y 1IbOMY HIANYHKTI HaBEJAEHO OCHOBHI HENONIKU
MOTOYHOI peanizalii Ta OOIPYHTOBAHO pEKOMEHJalli MI0J0 iX YCYHEHHS Ta

NiABUIICHHS €()EeKTUBHOCTI.

1. CtaTu4yHuUii IOPIir AHOMAJIBHOCTI

Y cucteminiopir T = pu + 30 00UUCTIOETHCS M1 YaC HABYAHHSI 1 3aJTUIIIAETHCS

HE3MIHHHUM.
Oo0me:keHHs:
e HE BPaXxOBY€ CE30HHICTh Tpadiky;
e HE pearye Ha 3MiHU MOBEIHKH MIPUCTPOIB 3 4aCOM;

e MOXe OyTH HEBIAJIUM JJIA JICSIKUX MPHUCTPOIB (11€aJIbHO MIXOAUTH OJTHUM,

ajic 3aBUIIICHUIN/3aHU3bKUM JIUIS 1HIINX);
o cnpuse miasumeHao FN (mponyieHux aTak).
Hanpsim ya1ocKoHaJIeHHS:
e BHOPOBaKEHHS aganTuBHOrO nopory (sliding window threshold),

o moOymoBa JMHAMIYHUX TOPOTIB I KOXHOTO MpHCTporo (per-device

baseline),

e BHUKOPHCTAHHS METOMIB Kiactepusarii moxubok pekonctpykmii (OPTICS,

DBSCAN),

o Bayesian Thresholding a6o quantile-based thresholding (90th—99th

percentile).
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2. BigcyTHicTh 4acoB0i KOMIIOHEHTH (sequence modeling)

Mogenb mpaiftoe 130Jb0BaHO 3 OKpeMUMH MHoTokamu: duration, pkt count,

byte count To1r0.
Oo0mexeHHs:
e ITHOPYETHCS MOCIIIOBHICTH MMOBEIHKOBUX 3MIiH MPUCTPOIO;

o cximangHi araku (low-and-slow) 4acTto HEe MEPEBUIIYIOTH MOPIT MOXUOKHU Y

KOPOTKHX BIKHAX;
e HEMOXXJTMBICTb BUSBIISTH IMATCPHU CIUIECKIB 200 TOCTYIOBUX BiIXUJICHb.
Hanpsim ya1ocKoHaJIeHHS:
« iaTerpaiis moaeneir LSTM/GRU, Temporal Convolutional Networks (TCN),
o Bukopuctanas AE-LSTM, CNN-AE a6o VAE-LSTM',

e 3aCTOCYBaHHsI CTPYKTYp Ha OCHOBI attention.

3. IIpocToTa o3Hak (feature engineering)

HaGip o3Hak 3BoamThCcs 10 Oa3zoBoro Habopy (pkt count, byte count,

src_port...), mo hopmyroTbes 3 CSV.
OoOmexeHHs:

e HE BUKOPHCTOBYIOTHCS CTATUCTHUYHI XapaKTEPUCTUKH (CHTPOIIsS TMOPTIB,

JTUCIIEPCis ),

e BIJACYTHI IIOBEIIHKOBI KOHTEKCTHI O3HAaKH (4ac J00M, THI TPHUCTPOIO,

YaCTOTHICTD MOiH),

e BIJICYTHI KpPOC-TIOTOKOBI Ta arperoBani o3Haku (per-device profile, moving

average).
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Hanpsam yaockoHa/IeHHS:

o pospaxyHok 40—100 po3mmpenux o3Hak (sk y cyqacHux IDS: CIC-IDS, NF-
ToN 1oT),

« 1iHTerpauis device profiles,

« mnepexin no flow-based + packet-based o3Hak.

4. O0MexkeHHS aBTOEHKO/Aepa sik 02a30BOr0 MeTOLy
ABTOGHKOEP 100pe BIATBOPIOE HOpMAAbHI TAOJIOHH, ajle:
Oo0me:keHHs:

noraHo po3pizuse eeki anomanii (FN = 102 y TBoemy Tecri),

MO’K€ PEKOHCTPYIOBATH «aTaKyBaJIbH1» MPUKIAAN HAATO A00pE,

JyTIMBHUH J0 PIBHSA HOpMaTi3aIlii if MacuitrabyBaHHS,

JaTeHTHUH mpocTip (4-d) Moxke OyTH HAJITO TTPOCTHUM.

HanpsM y10cKOHAIeHHS:

o mepexia 10 VAE (Variational Autoencoder), skuii MOACITIOE PO3MOILI, a HE

JIUIIE BITHOBIIIOE BEKTOP;
« Bukopuctanus Beta-VAE, mo kpaiie cTpykTypye aHOMAaIii,
« 3actocyBaHHsA Denoising Autoencoder, Sparse AE, Deep AE;

« komOinyBanus AE 13 knactepuzatopamu (Deep Clustering).

5. BigcyTHicTh Kiacudikanii TunisB arak

CucreMa BHU3Ha4vae CTaH «HOpMa/ aHOMaJIiH», aJIC HC BU3HA4Ya€ THUII aTaKH.
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OomeskeHHs:
e HE Jla€ 3MOTH ONEPaToOpy MIBUJIKO pearyBaTH BiJIMIOBIIHO A0 TUIY 1HIIUICHTY;
e HEMOXJIMBA MPIOPUTHU3AILIS.
Hanpsam yaockoHa/IeHHS:
o noaatkoBa supervised-monenb: RandomForest, XGBoost, LightGBM;
o Mojensb apyroro piBas: AE — classifier;

« krnacudikamis tumnis ataku: DoS, DDoS, Scan, MITM.

6. Odaaiin-pexxum podoTH

Cucrema mnpamroe BukiouHo 3 CSV-daiinamu, He HIATPUMYE OHIIAWH-

TIOTOKH.
OomeikeHHs:

e HEMOXJIMBO IHTErpyBaTH B peanbHi loT-mmro3u 6e3 moaudikarii;

e HEMOJXJIMBO pearyBaTH B peaIbHOMY Yaci;

e HEJOCTYIHI omepaiii Tuny rate limiting, blocking, throttling.
Hanpsim ya1ocKoHaJIeHHS:

o ctBopeHHS REST API a6o MQTT API nns onnaita-indepeHcy,

o migkIroueHHS 10 Opokepa (Mosquitto) abo UDP capture,

o moOynoBa lightweight-ciryx06u mist edge-ipuctpois (Raspberry Pi, ESP32).

7. BincytHicts Explainability (mosicHroBaHOCTI pilieHb)

ABTOEHKOIEp HE Hajae iHpopMaIlii:
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o SIKMU caMe IapameTp CIPUYMHHUB aHOMAJIIIO?
e YoMy NoxuOKa BuUcoka?
Hanpsam yaockoHa/IeHHS:
« Bukopuctands SHAP (SHapley values),
o LIME (Locally Interpretable Models),

e aHaJI3 BAXIIMUBOCTI O3HAK y latent space.

8. BincyTHicTh 3axucTy MoaeJi Bil oTpyeHHs (poisoning attacks)

Autoencoder BUMTBCS Ha “HOPMANBHUX JAHUX - SIKIIO ATaKyBaJbHUK

MiAMIINIAE MIKITMBI MPUKIAAN, MOJIC]Ib MOXKE «BUBUNTHY HEMIPABWIbHY MOBEIIHKY.

HanpsaM y1ocKOHaJIeHHSI:

anomaly filtering nepea TpeHyBaHHsM,

robust scaling,

differential privacy npu HaB4YaHHI,

nepeBipKa JTaHUX nepes 30epekeHHIAM MOJIEII.

9. Hemae po3nogisienocti (federated learning)
Cucrema nokanbHa - TPEHYBaHHS BUKOHAHO IIEHTPAII30BaHO.
Oo0mexeHHs:
e HE BpaxoBy€ KOH(DIMCHIIMHICTh TaHUX IPHUCTPOIB,

e HE MacIITa0yeThCsl HA MEPEK1 3 COTHSIMU BY3IIIB.
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Hanpsam yaockoHa/IeHHS:
o inrterpauis 13 FL (Federated Averaging, FedProx),
« JIOKaJIbHE TpeHyBaHHs lightweight-moneneii Ha By3nax,

o 301p OHOBIJICHB Y LICHTPAILHOMY CEpBEpI.

OT1xe, po3po0iieHa cucTeMa € IPOTOTUIIOM KOHIIETIIiT U POBOro IMYHITETY
s 1oT 1 gemoncTpye rimHi pesynbratu (Precision = 76.8%, Recall = 64.1%,
Accuracy = 97.4%). TlpoTe iCHye HHM3KAa TEXHIYHUX 1 apXITEKTYpPHUX OOMEKEHb,
NpUTaMaHHUX AaBTOCHKOAepy Ta oduaiH-minxomy. Iloganbiie BIOCKOHAJICHHS

CUCTCMHU MOKCE 6YTI/I CIIpAMOBAHC HaA:

IMOKpalICHHA SIKOCTI O3HaKkK,

e BBEIICHHS 9aCOBOTO KOHTEKCTY,
e JIMHAMIYHI ITOPOTH,

e CKJIQJHIIII ABTOCHKOACPHI apXITEKTYpH,

o Kjacu(iKaIlito TUITIB aTak,

« explainability,

e OHJIANH-00pPOOKY Ta (efepaTHBHE HABUAHHSI,

PO3MOMIUICHY apXITEKTYPY.

TakuM gyrHOM, 3aTIPOIIOHOBAHA CUCTEMa CTBOPIOE 0A30BY OCHOBY JUISI TIEPEXOY
Bi naboparoproro PoC 10 peanbHOTO MPOTOTUIY, 3aTHOTO TMPAIIOBATH Y

JENEHTpali30BaHuX, OararonpuctpoeBux loT-cepenoBuriax.



43

BUCHOBKH

VY marictepchbkiid poO0TI MHOIO OyJ0 MPOBEACHO AOCHIIKEHHS MIAXOAIB /10

3a0e3nedeHHs KIOepCTIMKOCTI BY3IIiB IHTEPHETY peueld Ta peasli3oBaHO MPOTOTHI

CUCTEMU BUSBJICHHS aHOMAaJil, MoOyJoBaHMN HA KOHUEMNUIi IM(PPOBOro IMyHITETY

Ta CAMOCTITHOMY aBTOEHKOEPI.

OCHOBHI HAyKOBI PE3yJIbTATHU:

1.

VY aockonaneno miaxia Ao ¢opMmyBaHHsa IudpoBoro iMyHitery loT-By3miB
HUIIXOM BUKOPHUCTAHHS CTATUCTUYHOI'O MTOPOTY aHOMAJIbHOCT1, BU3HAYEHOT'O

3a W+ 36 HAa OCHOBI MOMUJIKU PEKOHCTPYKIIT aBTOCHKOIEPa.

Po3po6iieH0 Ta peani3oBaHO NMPOTOTHI JIEFKOBAaroBOI CUCTEMU BHSIBICHHS
aHOMaJliid, ajanToBaHW 10 oOMexeHux pecypciB loT, 3 MmiATPUMKOIO

odaitH-aHaII3y Ta MOJIYJIBHOIO apXiTEKTYPOIO.

ExcnepuMeHTanbpHO JOBENEHO €PEeKTUBHICTh MOJIE1 Ha CHHTeTUYHOMY [0T -
Tpadiky, IO TMIATBEPKYE MOMIMBICTh MPAKTHUYHOTO 3aCTOCYBaHHSI
KOHIIETIIiT HU(POBOTO IMYHITETY JIJIs TIABUILEHHS KIOEPCTIHKOCTI MPUCTPOIB

THTEPHETY pPeUCH.
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