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HEPEJIIK YMOBHUX CKOPOYEHb

APl — Application Programming Interface, nporpamuuii intepdeiic B3aemoii
MDK KOMIIOHEHTaMHU.

PY — Python, moBa nporpamyBaHHsI

BLE — Bluetooth Low Energy, eneproedekTHBHHN TPOTOKOJ O€3APOTOBOTO
3B’SI3Ky MaJIoro pajiycy Aiii.

CoAP — Constrained Application Protocol, snerkuit mpotokos st 10T-nprctpois
Ha ocHoB1 UDP.

CSV — Comma-Separated Values, popmat TabIMIHUX TaHHX.

DDoS — Distributed Denial of Service, po3mnoaincHa araka Ha BiIMOBY B
00CITyroByBaHHI.

DTLS — Datagram Transport Layer Security, mpoToko: Oe3rneuHoi nepemadi
nanux nosepx UDP.

ECC — Elliptic Curve Cryptography, kpuntorpadist Ha eJINTHYHAX KPUBHUX.

ETSI — European Telecommunications Standards Institute, €spomneiicbkuii
THCTUTYT TEICKOMYHIKAIlIMHUX CTaHAApTIB.

HTTP — HyperText Transfer Protocol, nmpoTokos nmepeaadi rinepTeKcTy.
HTTPS — HyperText Transfer Protocol Secure, 3axumena sepcis HTTP.
IDS — Intrusion Detection System, cuctema BHUSIBIIEHHS BTOPIHEHb.

loT — Internet of Things, IaTepuer peuet.

IPFIX — Internet Protocol Flow Information Export, cramnapt ekcriopty
MOTOKOBOI 1H(OopMaITii.

ISO/IEC — International Organization for Standardization / International
Electrotechnical Commission.

LPWAN — Low Power Wide Area Network, mepesxa Beiukoro paaiycy Jii 3
HHU3bKHNM CHCPIOCIIOKMBAHHAM.

MAC — Message Authentication Code, ko aBTEeHTUYHOCTI ITOBIJOMJICHHS.
MITM — Man in the Middle, araka Tuny «iroauHa mOCepEaUHIY.

MQTT — Message Queuing Telemetry Transport, jierkoBaroBuii IpoTOKOJ
TeJIeMETPIi.



NB-loT — Narrowband Internet of Things, By3bkocMyroBuii CTITbHUKOBUI
npotokoit s 10T.

NFCAPD — NetFlow Capture Daemon, cepsic aJist 300py MOTOKOBHX JaHHX.

NIST — National Institute of Standards and Technology, Hamionaneuuii iHCTHTYT
ctangapTiB 1 TexHosorid CIIA.

OTA — Over-The-Air, aucraHiiiiiHe OHOBJICHHS POTPAMHOTO 3a0€3CUCHHSI.

PCA — Principal Component Analysis, METO/1 TOJJOBHUX KOMIIOHEHT (SIKIIIO
BUKOPUCTOBYETHCS Y aHATITHIL).

PID — Process Identifier, inentudikarop npoiiecy B onepaiiiiHii cuctemi.
RPI — Raspberry Pi, onHomiatHuil KoM’ 10Tep, BUKOPUCTAHUMN ISl TECTYBaHHS.

SIMULATOR — TIlpodias poboTH, y IKOMY MEpPEXkKeBi Mo1i TeHepYIOThCA
MITYYHO.

TCP — Transmission Control Protocol, mpoTokosn nepegaBaHHs JaHUX 13
BCTAaHOBJICHHSM 3’ € HAHHS.

TLS — Transport Layer Security, mpoToKOJI 3aXUCTy JaHUX.

UDP — User Datagram Protocol, nmpoToko: nepexaBanHs n1aHUX 0e3
BCTAaHOBJICHHS 3’ € THAHHS.

UML — Unified Modeling Language, MmoBa MOZIC/IFOBaHHSI CHCTEM.
ZigBee — 0e3apOoTOBHIT POTOKOJI /IS IIPUCTPOIB «PO3YMHOTO JIOMY>.

Z-\Wave — 06e31p0oTOBHI MPOTOKOJ JJIsI aBTOMAaTH3aIlii )KUTJIA.



BCTYII

AKTyaJIbHiCTH TeMH aociaigkeHHs. [HTepHer peuet (l0T) nmemoHcTpye
€KCIIOHEHI[IaJIbHE 3POCTaHHS, IHTETPYIOUH MUIbSIPAU (I3UYHUX MPUCTPOIB - BIJ
MoOYTOBUX CEHCOPIB A0 KPUTUYHOI MPOMUCIOBOI IHQPACTPYKTYPH - y TII0OANBbHY
Mepexy. g ctpimka nudposizaiiis, Xou 1 BiIkpuBae 0e3MpereIeHTHI MOXKIUBOCTI
JUIsl aBTOMAaTH3alli Ta 300py JaHMX, BOAHOYAC CTBOPIOE MACIITAOHY Ta Bpa3jiuBY
MOBEPXHIO JJ1s1 KibepaTax.

Oco6muBy 3arpo3y s loT-ekocuctemu cTaHoBIATH 00THET-Mepexi. [0T-
OPUCTPOI € 11€ATbHUMM ILUIAMHM Ui 3JIOBMUCHUKIB 4e€pe3 HU3KY CUCTEMHUX
npo0sieM: 00MekeH1 00UNCITIOBANIbHI PECYPCH, BIICYTHICTh MEXaHI3M1B OHOBJICHHS,
BUKOPUCTAHHS CIabKMX ab0 HE3MIHHUX MapoJiiB Ta HE3aXWIIECHI KaHalu 3B'S3KY.
MacmraOHi ataku, Taki sk Mirai, Satori Ta Mozi, NpPOAEMOHCTPYBAJIH, IO
ckommpomeroBani [oT-mpucTpoi MOXyTh OyTH 00'€HAH1 y MOTYX HI MEpexXi s
npoBefieHHa pyHHiBHUX DDoS-arak, kpaabKku AaHUX Ta HIPOHUKHEHHS Y
KOPIIOpPaTUBHI MEPEXI.

TpanuuiliHi METONM 3axXUCTy, TaKli SK AHTUBIPYCH YHM CKJIQJHI CHCTEMH
BUsiBIIeHHS BTOprHeHb (IDS), yacTo € HeXxXUTTE3TaTHUMU JIJIST pECYPCHO-00MEKEHUX
npucTpoiB. BogHouac, HOBITHI miaxoau Ha 6a3i MamMHHOTO HaB4aHHSI (ML) xod 1
€ e(peKTUBHUMH, NPOTE BHUMAralOTh 3HAYHUX OOYHMCIIOBAJIBHUX PECYpCiB IS
TPEHYBaHHS Ta BUCOKOI €KCIIEPTU3H JIsS BIPOBAKECHHSI.

TakuM YWMHOM, BUHHKA€ TroCTpa HAayKOBO-NPHKJIAJHA 3a7ada pPO3pOOKU
JIETKOBaroMoro, THYYKOTO Ta MaciTaboBaHOTO METOAY BHSIBJICHHS OOTHET-
AKTUBHOCTI, SKUH MIr OM OyTH JIETKO PO3TOpHYTUH Ha TepubepiiHUX MPUCTPOSX
(edge-pucTposix) i BogHOYAC HagaBaB OM MOTY)KHI IHCTPYMEHTH IS aHAIi3y Ta
CUMYIJIAIIIT 3aTpO3.

MeTta Ta 3aBIaHHSI HAYKOBOI po00oTH. MeTor0 1aHoi MaricTepcbkoi podoTu
€ TIABUIICHHS PiBHs 3axuiieHocTi |0T-cucreM mmisixoM po3poOKu, MpOrpamMHOT
peanizamii Ta eKCIIePUMEHTAIBHOTO JOCTIHKCHHS T1I0PHUIHOT CHCTEMHU BUSBICHHS
OOTHET-aKTUBHOCTI, 37JaTHOT )YHKIIIOHYBATH SIK B PEKUMI CUMYJISAIIIT 3arpo3, TaK i
B PSKUMI MOHITOPHHTY peasibHOT0o MepexeBoro tpadiky (NetFlow).

JI1s1 TOCATHEHHS MOCTaBJICeHOI MeTH OyJI0 BU3HAYCHO TaK1 3aBIaHHSA:

1. TIpoananizyBatu apxiTekTypy loT-cuctem, OCHOBHI BEKTOpH 3arpo3 Ta
JETaIbHO JAOCTIIUTH MEXaH13MU (PYHKIIIOHYBaHHS BIIOMHUX OOTHET-aTaK
(Mirai, Satori, Hajime, Mozi, VPNFilter).



2. BuxonaTu orusz ta aHaii3 cydacHUX MeToiB 3axucty loT-cuctem,
BKJIFOYAIOUM CTaHJIAPTHI MiIXOH, TeXHOJOT1i oOMaHny (honeypots) Ta
METO/IY BUSIBJICHHS aHOMaJliii Ha OCHOBI MAIIMHHOTO HaBYaHHSI.

3. Po3pobutu ruyuky, 1BonpodisibHy apXIiTEKTypy CUCTEMH, IO MIATPUMYE
pexuM cumyJsiii (simulator) Ta pekuM pealbHOr0 MOHITOPUHTY (TPpi).

4. CrpoeKTyBaTH Ta peani3yBaTh IPOrpaMHi MOJIYJ1 CUCTEMH, BKIIIOUAIOUH:
Moaynb 300py Ta Hopmanizanii NetFlow (netflow_ingest.py), neHTpanpHuit
UDP-cepBep MoHITOpUHTY (monitor.py) , TIOpUIHUNA aHATITHYHUN MOy JIb
(detector.py) Ta iHTepakTUBHY BeO-maHeb Bizyauizailii (dashboard.py).

5. IlpoBecTu excriepuMeHTaIbHE AOCTIKEHHS PO3pO0OJIEHOT CUCTEMH:
NEePEBIPUTU KOPEKTHICTh POOOTH B pekuMi simulator Ta or{iHUTH
edextuBHICTH aHaN3y NetFlow-nanux.

6. [IpoananizyBaTH OTpUMaH1 pe3yJbTaTH, OLIHUTH MPOAYKTUBHICTb
(LIBUAKO10) Ta TOYHICTH BUSIBJICHHS aTaK B 000X peKUMax poOOTH .

O06’eKT H0CTiKeHHS - TIpoIlecH (PYHKIIIOHYBaHHS Ta 3a0e31eueHHs Oe3eKn
MepexeBoi iHppacTpykTypu [nTepuery peueit (IoT).

Ilpeamer apocaizKeHHsI - METOIM, MOJENI Ta MPOrpamMHI 3aco0u IS
BUSIBJIICHHSI O0THET-aKTUBHOCTI B |0 T-Mepekax Ha OCHOBI MOPUIHOTO aHATI3Y, IO
MOEIHY€E CUTHATYPHI, ITOBEIIHKOBI (Ha OCHOB1 KOB3HOTO BIKHA) Ta CTaTUCTUYHI (Ha
ocHoBi aHanizy notokiB NetFlow) migxomu.

I'imore3a. JlocmikeHHS IPYHTYETHCS Ha TINOTE31, IO 3acCTOCYBaHHS
riopunHoi, ABONPOdIILHOI apXITEKTYpH, sIKa HOpMali3ye pi3HI JpKepesia JaHUX
(cunrretnuni UDP-nioBimomiients ta peanbHi gani NetFlow) no exunoro dopmary
Ta 00pOOJIsie iX €IMHUM aHATITHIHUM siapoM (detector.py) 3 MmoaBiIHOIO JIOTIKOIO
(KOB3HI BiKHA JIJIS TTOiii Ta TOPOTOBI 3HAYCHHS JIJIS IIOTOKIB), I03BOJIUTH CTBOPUTH
MporpaMHe PillieHHs, [0 € BOAHOYAC!

o TD'myukum (1151 1aOOPATOPHOTO TECTYBAHHA MPABUJ Y pekumMi simulator).

o IlpakTruHuMm (7151 peaIbHOTO MOHITOPUHTY Ha PECYPCHO-0OMEKEHUX
IPUCTPOSAX Y PEKUMI IP1).

o BucoxonpoayktuBHuUM (i3 cepeaHIM YacoM 0OpOOKH TO/Iii 3HAYHO MEHIITUM
3a 1 MimicekyHay), 3a0€3Meuyr4n Mpu IbOMY BUCOKY TOYHICTH BUSBIICHHS
tunoBux 6otHeT-aTak (DDoS, ckanyBaHHS MOPTIB).

Metoau nocaimxennsi. JlJisi  JOCSATHEHHS TMOCTaBJIEHOI MeTU Oynu
BUKOPUCTaH1 TaKl METOIU:



TeopeTnuHi: METOIM aHAMI3y Ta CUHTE3Y (IJIs TOCHIKEHHS TPEAMETHOI
o0J1acTi, 3arpo3 Ta iICHYIOUMX PIllIeHb); METOJI CUCTEMHOTO aHali3y (I1st
MIPOEKTYBAaHHS I’ ITUPIBHEBOT MOIYJIBHOI apXITEKTYpPH).

Emnipuyni: MeTO IpOrpaMHOro NPOTOTUITYBAHHS (JJ1s1 pealtizallii BCIX
MOAYJIIB CUCTEMU MOBOIO Python); MeTo 1 iMiTaI[IiHOTO MOJIETTIOBaHHS (1151
CTBOPEHHS Ta 3aIlyCKy EMYJISITOPIB aTakK 1 JErITUMHUX MPUCTPOIB y mpodii
simulator); ekcriepuMeHTaIbHEe JOCTIIKEHHS (1J1s1 TECTYBaHHS
npaie3gaTHOCTI CUCTEMHU B 000X Mpo(IsIX Ta aHaMI3Yy 11 peakilii Ha aTaKu);
METO]T BUMIPIOBAHHS MPOIYKTUBHOCTI (/1151 OL[IHKH Yacy 3aTPUMKHU
kiacugikaiii HoB1IAOMIIEHB).

CrnemianizoBaHi: METOJM CTATUCTUYHOIO aHAMI3Y (MJIs peaizarii
MEXaH13M1B KOB3HOTO BiKHA Ta MOPOroBux 3HauyeHb st NetFlow); meton

aHayi3y MepeXeBUX MOTOKIB (st iHTerpamnii 3 nfdump ta 06pobku JaHux
NetFlow).

TeopeTnuHa 3HaYyHIicTh MOJSTaE y po3poOIl Ta OOTPyHTYBaHHI HOBOT

THYYKOi, JBONPO(UIBHOI apXiTEeKTypH JUIsl CUCTEM BHUSBICHHS BTOPTHCHbB, SKa
dopmanizye MeTon HOpMai3aiii IBOX TPHUHIHUIIOBO PIZHUX KEPENT JaHUX
(cuHTeTHUHHMX MOAiIM Ta peambHux mnoTokiB NetFlow) mo emmnoro dopmary
00po6ku. TakoK PO3BUHYTO T1OpUIHUA METO AETEKTYBaHHSI, III0 3aCTOCOBYE Pi3HI1
aHaTITUYHI MOJIeN1 (KOB3HE BIKHO Ta IMOPOTOBUN aHAIII3 MOTOKIB) B 3aJI€KHOCTI BiJI
TUITY HOPMAaJTI30BaHOT'O TIOBITOMJICHHS .

IIpakTyHa 3HaYymicTh pPOOOTH MOJSITAE Yy CTBOPEHHI TOTOBOTO JI0

BUKOPUCTAHHS TPOTPAMHOTO KOMIUIEKCY, SKUH Ma€ MOJIBIiHE 3aCTOCYBAaHHS:

1. Sx HaB4asnbHO-mOCHIAHUIIBKA "THicouHuI" (ipod s simulator): Hagae

JOCIIITHUKAM Ta CTYJASHTaM 1HCTPYMEHT Il MojetoBanHs [oT-arak Ta
IIBUIKOTO TECTYBaHHS HOBHUX IPABUJI BUSBICHHS 0€3 HEOOX1THOCTI
PO3ropTaHHs pealbHOT iIHOPACTPYKTYPH.

Sk nerkoBaroBuii MOHITOp Oe3nexu (mpod itk 1pi): cucTeMa MOXe OyTH
PO3TOpHYTa HA HEJOPOTUX OJHOIUTATHUX KoMIl toTepax (Raspberry Pi) s
3MIHCHEHHS] MOHITOPUHTY pealibHOT MEPEKi (JOMAIIHBOT Y1 MaJIOTO 0icy)
nusixoM aHanizy paaux NetFlow 3 mapmpyruzaTopa.

Po3pobnenuii BeG-inTepdeiic (dashboard.py) Hamae HaOYHHMI IHCTPYMEHT IS
Bi3yaunizaiii aHaniTuku NetFlow Ta MOHITOpUHTY 3arpo3 y peaibHOMY 4aci.

Indopmaniiinoro 0a3010 JOCIIIKEHHS CIOYyryBalid (QyHAaMEHTaJIbHI Ta

MPUKJIAJIHI HAYKOB1 Ipalll, MPUCBSIYEHI apXITEKTypi Ta Oe3neni [HTepHeTy peuei.



byno mnpoananizoBaHO TEXHI4HI 3BITM Ta JOCHIIKCHHS KOMIaHIA 3
Ki0epOe3neKku 1mo10 MeXaHi3MIB (DYHKI[IOHYBAHHS CY4acHUX OOTHETIB, TAKUX fK
Mirai, Satori, Mozi ta VPNFilter. ITpu ananizi MmeToaiB 3aXucTy 0YyJI0 OMPAIbOBAHO
nmyOJiKaiii, MPUCBSIYEH] K TPAaJULIMHUM METOJAaM BHSBJICHHS (CUTHATYpHHM,
MOBEIIHKOBMM), TaK 1 HOBITHIM IiJX0JaM, 30KpeMa, TEXHOJOTisIM OoOMaHy
(honeypots) ta 3acTocyBaHHIO MAaIIMHHOI'O HaB4YaHHsS. Tako OyJI0 BpaxoBaHO
MDKHApOJH1 pekomeHAallii Ta crannaptu o6esneku (NIST, ETSI).

HayKOBa HOBM3HA OTPUMAHUX pGSYJIBTaTiB noJjsira€ y HaCTyTHOMY:

1. Po3po6.ieno metoa Hopmadizamii xanux NetFlow, skuii peanizoBaHo B
moxayni netflow ingest.py. Lleit meTon neperBoproe 6iHapHi nfcapd daiinu
(3a nonomoroto nfdump) y TekcroBi UDP-noBinominenns, yHigpikoBaHi 3
dbopmaToM MOBIOMIIEHb EMYJISITOPIB, IO JI03BOJIIE 0OPOOIATH 00MABA
TUTIU JTAHUX €UHUM aHATITHYHUAM SIPOM.

2. YI0CKOHAJIEHO MeTO/1 Fi0puIHOro 1eTeKTYBAHHS, peali30BaHUI B
moayni detector.py, sikuif aBTOMaTUYHO 3aCTOCOBYE P13HI MOJIEIII aHATI3Y 10
yHI(1KOBaHUX MOBIJOMJICHb: MIOBEIIHKOBUI aHaNi3 HA OCHOBI KOB3HOTO
BikHa (I MOIiH simulator) Ta MOPOroBHi aHai3 MapaMeTpiB MOTOKY (IIJIs
noin rpi/NetFlow).



PO3ALJI 1. OcHoBHi nousitTs 10T Ta 6GoTHET-aTaK.
1.1. Apxitexktypa Ta npuHuunu poéoru loT-cucrem.

Intepuer peueii (Internet of Things, 10T) - ne xonmenis, ska nepeadayae
o0'enHaHHs (QI3UYHUX OO'€KTIB y €IUHY MEPEXYy 3a JOMNOMOIrol BOYAOBaHHUX
JaTYMKIB, KOHTPOJIEPiB, MEpEKEBUX iHTep(DEHCIB 1 mporpaMHOro 3abe3nedeHHs. [1]
Meroto loT-cuctem € 3abe3nedyeHHs aBTOMAaTH30BAaHOTO 300py, MepeaaBaHHS,
0o0poOKM Ta pearyBaHHS Ha JaHI B PEXKUMI peajbHOro dacy 0e3 MmpsMoi ydacTi

JIFOTUHU.

Apxitektypa loT, 3aramom, OyayeTbcsi Ha OaratopiBHEBId MoOJeNi, IO

CKJIAJIA€THCS 3 TAKMX OCHOBHUX Iapis [1]:

i ’ i Application
Sensing Layer "M Network Layer Data Processing

Layer Layer

Pucynoxk 1.1 Apxitektypa loT
1. PiBens cipuitnsaTTs (Sensing Layer)

Ileti piBeHb BiATOBiAaE 3a (PI3HUHY B3aEMOJII0 TPUCTPOIB 3 HABKOJIHUIITHIM
cepenopuiieM. Jlo #oro ckmaxy BxoAsTh ceHcopu, RFID-momymi, kamepwu,
MIKPOKOHTPOJIEPH TOIIO. 3aBIaHHAM PiBHSA € 30MpanHs iHPpopMaIlii mpo 00'ekTr a60
IPOLIECH - TEMIEPATypa, BOJIOTICTh, TUCK, IEPEMIIIICHHS TOIIO.

2. Mepexesuii piBenb (Network Layer)

MepesxeBuil piBeHb BIAIIOBIIA€ 3a EpeIaBaHHs JaHUX, 310paHUX CEHCOPaMH,
70 LIEHTPIB 00poOKM abo xmapHHX MwiatdopM. s 1bOro BHUKOPUCTOBYIOTHCS
IIPOTOKOIU Oe3apoToBoro 3B'sa3ky, Taki sk: Wi-Fi, ZigBee, LoRa, NB-I0T. a6o
mpoBimHI Mepexi. Bin Takox 3a0e3meuye MapuipyTusailifo, iIeHTUDIKAIIIO
MPUCTPOIB Ta MK PYBaHHS TpadiKy.

3. PiBenn 00pooku (Data Processing Layer)

Lle# i piBeHb 3miiicHIOE aHami3 1 30epiraHHs JaHUX, MPUHAMAaE pIlIEHHS Ha
OocHOB1 oTpumaHoi iH(popMmarii. OOpoOka MoXxe BIiZOYBaTHCh HAa KPa€eBUX
obuncmoBaTbHUX NpHCTPOosxX (edge/fog computing) abo y xmapi (cloud computing).
Takox TyT peani3ylOThCsl €JIEMEHTH IMITYYHOTO IHTEICKTY, AaHAITUKN Ta CUCTEMH

MPUUHATTS PIlLICHb.

4. PiBenb 3acTtocyBanHs (Application Layer)



3a0e3nedye B3a€EMOJII0 3 KIHUEBHMM KOPHCTYBauyeM, BIAOOpaKeHHs
iHpopMallli, KEpyBaHHS MPUCTPOSAMH, HAJAIITYyBaHHS [apaMeTpiB  TOLIO.
[Ipuknaau: «po3ymMHHI OiM», «iHAYCTpis 4.0», «po3ymMHE MICTO», arpapHi abo

MEJIUYHI CUCTEMH MOHITOPUHTY.

3 po3BuTkoM |0T-cucteM koxeH 13 6a30BUX PiBHIB, ONUCAHUX Y KIACUYHIM
apXiTeKTypi, IOYaB CYTTEBO EBOJIOIIOHYBaTH Ta JIOTIOBHIOBATHCS HOBUMH
GyHKIISIMHA, 110 3YMOBJIEHO 3POCTaHHSM BUMOT JO MacIITabOBaHOCTI, MIBUIKOCTI
00poOKu naHuXx, eHeproeeKTUuBHOCTI Ta Oe3neku. PiBeHb CHpUMHATTS CHOTOJHI
oxomuioe He nuiie okpemi ceHcopu uu RFID-moxyni, a ity ekocucremy
MIKPOKOHTPOJIEPIB, I1HTEIPOBAHUX CEHCOPHUX IUIaTGOpM Ta cCHeIiagi3oBaHuX
MOMYJIIB, 3IaTHUX TIPAIFOBATU B PI3HUX CEPEJOBUINAX 1 BUKOHYBATH IOIEPETHIO
00poOKy nmaHux Oe3rnocepeaHbo «Ha Micii». Bce yacrime mpuctpoi nporo piBHS
00JIaTHYIOTHCS €HEPTroe(HEKTUBHUMHU MIKPOIIPOIIECOPAMH 3 MOXKJIUBICTIO JIOKATBHOT
dinpTparii Ta ctuckaHHa gaHuX. Lle 103BOJIsSi€ 3MEHITYBaTH HABaHTAXKCHHS Ha
MEpEXKEBUM PIBEHb Ta MIIBUIYBATH aBTOHOMHICTh CHCTEMH, OCOOJHUBO B yMOBax

BifTaJieHX a00 HEeCTaOUIHLHIX CEPEIOBHIIL, 1€ KaHAIHU 3B’ 3Ky € oOMekeHumu [1].

Ha mepexeBoMy piBHI TakoXX BiIOyJHMCS CYTTEBI 3MiHH. SKIIO paHiimie
KITFOUOBOO (DYHKITIEO 1THOTO IIapy Oyiia mepejada JaHUX BiJl CEHCOPIB JI0 IIEHTPIB
00poOKH, TO CHOTOJHI MEPEKEBHH PIBEHb € CKJIQJTHOK 1HPPACTPYKTYpOIO, MIO
BKJIFOYAE  MaplIpyTu3aiito, OajlaHCYyBaHHS  HaBaHTAXXEHHs, 3a0e3NCUCHHS
3aXMIEHOI KOMYHIKAIi Ta MIATPUMKY JEKUIBKOX MapajelbHUX IMPOTOKOJIIB.
Oco06MBOTO MOMUPEHHS HA0YITH MPOTOKOIN 3 HU3BbKUM €HEProCIOKUBAHHSM, TaKi
ak LoRaWAN a6o NB-IoT, siki 103BOJISIIOTh MPUCTPOSM MPAIFOBATH POKAMH Ha
OJTHOMY aKyMYJISATOpi. 32 paXyHOK IIbOTO MEPEKEBUH PIBCHb IMEPETBOPIOETHCS Ha
0araTOKOMIOHEHTHHUM Iap 3 MIATPUMKOIO TIOpUIHUX MOJENeH 3B’S3Ky - Bif
BUCOKOIIBUAKICHMX KaHaiuiB Wi-Fi 10  BHCOKOoeHeproeekTUBHHX, alie
noBUThHIIMX LPWAN-pimens. Taka pi3HOMaHITHICTh YCKJIAJHIOE OPTaHI3alliio
Oe3rekr Ta BUMAara€ JOJAaTKOBOI CTaHAapTH3allli, OCOOJMBO B aCMEKTax
aBTeHTH(]IKaIi Ta mudpyBanHs Tpadiky [2].

PiBeHb 06POOKH JAHNX TAKOX 3a3HaB TpaHcdopMarii. oro pons Ginbe He
oOMEeXyeThcsl 30epiraHHaAM 1 aHami3oM iHQoOpMalii Ha XMapHUX CepBepax.
HaTomicTe TOMmMUPIOETHCS TpaKTUKa pO3MOAUIeHOI 00poOKHM, 1m0 mepeadadae
BUKOPHUCTaHHSI MPOMDKHUX BY3JIB 1 JOKaJbHOI aHAJTITUKU HAa MPUCTPosix edge-
KJacy. 3aBASKH IbOMY 3MEHINYIOTHCS 3aTPUMKH, a CUCTEMHU CTaOTh OLIBII

CTIMKUMU 10 3001B y Mepexki. Ha iboMy piBHI aKTUBHO BUKOPUCTOBYIOTHCSI METOIH



MaIlIMHHOIO HAaBYaHHS, aJrOPUTMH MPOTHO3YBaHHS Ta MEXaHI3MHU aBTOMAaTHU3allli,
10 J03BOJISIIOTH HE JIMINE pearyBaTh Ha MoJii, a ¥ mependayaTu aHoMalii abo
NOTEHIIIHHI 3arpo3u [5]. BaxxmuBo migkpecauTH, 1mo piBeHb 00pOOKHU MePeTBOPUBCS
Ha 6arato(yHKL10HAJIbHUN HEHTpP IHTENEKTYaIbHOI aHATIITUKH, SIKUH € KPUTUIHUM
KOMIIOHEHTOM y CUCTEeMax, OB’ I3aHUX 13 0€3MEeK0I0, TPOMHCIOBUM KOHTPOJIEM abo

MCANYHHUMH CCHCOpaMMU.

Ha piBHI 3acTOoCyBaHHsS CHOCTEpIra€TbCS TEHAEHLIS [0 YyHidikamii
iHTepdeiiciB  Ta posmmpeHHs ¢yHKuioHadbHOcTi. Cydacui loT-mnardopmu
J03BOJISIIOTH HE JIUILIE NIEPErVIAIaTh TEJIEMETPII0 B PeaJbHOMY 4acl, ajie i 0y yBaTH
CKJIaJH1 ClieHapii aBTOMaTu3allli, HaJlalllTOBYBATH 3aJIEKHOCTI MK MPUCTPOSIMH,
3aCTOCOBYBATH MOJITUKK O€3MEKU Ta IHTETPYBATH CEPBICH LITYYHOTO IHTEICKTY [2].
Ile poOuTh piBEHb 3aCTOCYBaHHS BAKJIMBOKO CKJIAJOBOIO 3arajibHOi apXITEKTYypH,
ajpke caMme BIH (OpMye JIOTIKY B3a€MOJIl MDK KOpPUCTyBaueM Ta (I3UMYHUMH
00’ exTaMu, 3a0€3MeUyI0UH 3pyUHICTh KEPYBaHHS Ta MOXKJIUBICTD LIEHTPAI130BAHOTO

KOHTPOJIIO HaJl CKJIIaTHUMU CUCTCMAMMU.

VY3arajibpHIOIYH, MOXHA BI3HAYMTH, 110 Kiacu4Ha apxiTektypa l0T 30epirae
CBOIO aKTYyaJbHICTh, NPOTE KOXXEH 1 KOMIIOHEHT 3HAYHO YCKJIATHUBCS Ta
posmupuBcd. 10T mepectaB OyTH MPOCTOIO CUCTEMOIO CEHCOPIB 1 KOHTPOJIEPIB - BiH
NIEPETBOPUBCS Ha OaraTopiBHEBY IHTEIEKTYallbHY 1HPPACTPYKTYPY, SKa MOETHYE
amapaTHi, MEpEKeBi Ta MporpamMHi PillICHHS, 1110 MPAIFOIOTh Y TiCHIK B3aemoii [6].
Came 115 CKJIaAHICTB 1 0araTOKOMIIOHEHTHICTh pOOUTH nuTaHHs 6e3neku [0T oguum
13 HaWOUIBIIT aKTyaJdbHUX, QJKE BpPA3IMBICTh Ha Oyab-SKOMY PIBHI MOXE MaTu

KacKaJIHUM eeKT Ha BCIO CUCTEMY.
1.2. OcHoBHi 3arpo3u pJsa loT-npuctpois.

Crpimke nommpenHs [oT-mpucTpoiB y moOyTi, MPOMHUCIOBOCTI Ta KPUTHIHIHI
1HGpaCcTPpyKTypi MPU3BENIO 10 MOSBA HOBOI Kareropii kidep3arpos, 3yMOBJICHHUX
YVHIKQJIBHOIO MPUPOA0I0 TakuxX cucteM. Ockiutbku loT-npuctpoi nmoeanyoTh y cobi
amapaTtHi KOMIIOHEHTH, MPOTpaMHy JIOTIKy Ta MEpexeBi Moaymi, iX Oe3meka
3QJICKHTH BiJT Y3TOKEHOCTI BCiX ITUX €JIEMEHTIB. Y OUIBIIOCTI BUIIAKIB BUPOOHUKH
30CepeIKYIOThCS Ha (QYHKI[IOHATBHOCTI Ta HU3bKIM BApPTOCTI KIHIIEBOTO MPOIYKTY,
TON1 SK TWTAHHS 3aXUCTy BIIXOAATH Ha Apyruid miaH. lle cTBoproe KoOMIUIEKC

CEpEAOBUIIHUX 1 TEXHIYHUX PU3HKIB, K1 POPMYIOTh XapaKTepHI BEKTOPH aTak.

OnHiero 3 HAMOUIBII MOMIMPEHUX MPOOJIeM € HeHale)KHa aBTEHTU(IKAIlis.

3nauna yactuHa loT-ipucTpoiB BUKOPUCTOBYE 3aBOJCHKI Mapoiii a00 MiHIMAIbHO



HEOOX1HI MEXaHI3MH KOHTPOJIIO IOCTymy. Uepes 1e MPUCTPOi JETrKOo MiJJat0ThCs
aTtakaM mnepebopy abo CKaHyBaHHIO Ha HAsBHICTh BIIKPUTHX CEpBICIB, SKI
NpaliolTh 3a 3aMOBUyBaHHAM. HalyacTiiie 3JI0BMHCHHKM BUKOPHCTOBYIOThH
BikpuTi Telnet- a6o SSH-moptu, 1110 ICTOPUYHO CTaIM OCHOBOIO AJis1 POpMyBaHHS
BEJIMKUX OOTHETIB Ha KiITalT Mirai. Taki ataku € MOXJIMBUMHU 4Y€pe3 MOETHAHHS

KUTbKOX (pakTopiB [3]:

® BHUKOPUCTAaHHS OJHAKOBUX OOJIIKOBUX 3alHCIB Yy BCIX MNPUCTPOSIX
NEBHOI cepii;

® BIJICYTHICTh TOJITUKM MPUMYCOBOI 3MIHM MapoJisi MICIAS MEPLIOTO
3aImyCKY;

® HAasABHICTh IPUXOBAHUX CUCTEMHHUX aKAYHTIB, Kl KOPUCTYBa4 HE MOXKeE

3MIHUTH.

He MeHII KpUTUYHOIO € BIACYTHICTh MIU(PPYBAHHS JaHUX 200 3aCTOCYBAaHHS
3acTapinmux KpunrorpadiyHux anropuTmiB. barato TpUCTPOiB MepemaroTh
TEJEMETPII0 Ta KOMaHIU YNPaBIiHHA y He3amMU(pPOBAHOMY BUIJISIAL, IO POOUTH
MOKJIUBUMH aTaKu THUIlY <JIIOJMHA TocepeauHi». [ns cucreM, y sKUX JaHi
Oe3rocepeIHbO BIUIMBAIOTh Ha (PI3MYHI TPOLIECH, KOMIIPOMETAIlis IUIICHOCT1
KOMYHIKaIlii MOXe MaTh cepilo3Hl Hachiakd. HaBite peanizoBaHi TPOTOKOJIH
mudpyBaHHS 1HKOJIM BUKOPHUCTOBYIOTHCS HEMPABWIHHO: KJIIOUl 30€piraloThCs y
BIIKPUTOMY BHUIJISIII B MPOIIUBI, CepTU(DIKATH € TTPOCTPOUCHUMH, ab0 MPUCTPOi
IpUIMaOTh OyIb-sK1 cepTudikaTu 0e3 MePeBipKU iX CIpaBXHOCTI. Taki HEIOTIKH

CTBOPIOIOTh YMOBH JUJIA:

® [IEPEXOIUICHHS Ta aHai3y Tpadiky;
e Moaudikailii JTaHuX y peaJbHOMY Yaci;

® [iMIHA KOMaH]l yIPaBIiHHS.

CyTTeBUM JIKEPENIOM 3arpo3 € Ypa3IMBOCT1 y MPOIIMBKaX Ta 0i0mioTekax, ki
BUKOPUCTOBYIOThCS BUpoOHuMKamu. Yepes dparmentoBanicts loT-manmmadry
0arato MpUCTPOIB MPAIIOIOTh Ha OCHOBI 3acTapiinx abo0 MOAM(IKOBAHUX BEpCiid
crekiB TCP/IP, mo MOXyTh MICTUTH KPUTHYHI MOMUJIKH Oe3neku. BiaCyTHICTH
PETYISIpHUX 1 O€3MeYHUX OHOBJIEHb POOUTH TaKl PU3HKHU JOBroTpuBauMu. OKpemi
MPUCTPOI HE MAIOTh KOJHOTO MEXaHI3My OHOBJICHHS, 1HII 3IIMCHIOIOTh OHOBJICHHS

0e3 nepeBipku UPPOBOro MiAMUCY. Y pe3ysbTarTi:

® [IOLIMPEHI MyOJI14H1 €KCIUIOWTH 3aIUIIAI0ThCS aKTyalbHUMH POKAMU;

® MOJKJIMBE PO3TOPTaHHS WIKIJIMBUX MPOLINBOK;



® ypa3nuBOCTI B OJHIM O0i0710TEIll MOXYTh BIUIMBATA HA MUILHOHU
npuctpoiB (sk y Bumaaky 3 Ripple20 abo AMNESIA:33) [3].

@13UyHUN JOCTYI TAaKOXK CTBOPIOE IIMPOKI MOXKIMBOCTI Juisi atak. loT-
MPUCTPOT YACTO PO3MILIEHI Y BIIKPUTUX NPUMILIEHHSX, HA BYJIUIl 00 Y TEXHIYHUX
30Hax 0€3 J10JJaTKOBOTO 3aXMCTY. 3JI0BMUCHUK MOKE€ MIIKIIOYUTUCH 0 CEPBICHUX
iHTepdeiiciB Ha 3pa3ok UART a6o JTAG, orpumaru gamn nam’siTi, SMIHUTH JIOT1KY
poOOTH TPHUCTPOIO UM BUKPACTU KJIHOYl MKM(pyBaHHA. Y BHUINAAKY MOOYTOBHUX
IPUCTPOIB JAOAATKOBOIO NPOOJEMOIO € T€, II0 BOHM YacTO HE MaroTh anapaTHUX

MEXaHI13MIB IIUTICHOCTI 200 3aXKCTY B1J] HECAHKIIIOHOBAHOTO BTPYYaHHS.

[le ogaUM CyTTEBUM (DAKTOPOM € BIJICYTHICTh €IMHUX CTaHAAPTIB OE3MEeKU
Ta HU3bKUN PIBEHb 3arajbHOI y3TrOKEHOCTI MK MPUCTPOSIMU PI3HUX BUPOOHUKIB.
Hagitb icHyt041 MDKHAPO/IH1 CTaHIAPTH HE € 000B’ I3KOBUMU JIJIs1 IOTPUMAaHHS, a 11e
OPU3BOUTH JI0 TOABU B OJHIA 1H(PACTPYKTYpl HPHUCTPOIB 3 PI3HUM pIBHEM
3aXUCTY, PI3HOIO SKICTIO pealizallii Kpuntorpadii Ta pisHUIMHU NMPOTOKOJIAMHU OOMIHY
JaHUMU. Y TaKHX FreTePOreHHUX CEPEIOBUIIAX YPA3IUBICTh OJTHOTO €IEMEHTA MOXKE

CTaTHU TOYKOIO BXOAY IJIA aTdKU HA BCIO CUCTEMY.

¥Yci 3a3HaveHi (akTopw CHPUSIOTH (POPMYBaHHIO YMOB ISl CTBOPEHHS
Benukux loT-60THETIB, $KI aKTUBHO BHUKOPHUCTOBYIOThCA s DDoS-araxk,
HECaHKI[IOHOBAHOTO CTEXKEHHS, 300py JaHuX abo MaHINyJIAIii MOTOKaMH
iHpopMmarii. KommpomeTallis OJHOTO MPHUCTPOIO YacTO BEAEC JO MOXKIHMBOCTI
MOJAIBIIOT0 OOKOBOT'O MEPEMIIICHHS MEPEKE0, M0 PO3MIUPIOE HACHIIKU aTakH 1
pobuth loT-cucTtemMn HaA3BHYAHO MPUBAOIMBOIO IULIIO JJIs 3JIOBMUCHUKIB [4].
Takum ymHOM, mpobiemarnka 3arpo3 mist |0T-MpUCTPOIB OXOIUTIOE TIpOTpaMHi,
amapartHi, MepeXeBi Ta opraHizailiiftai acnexktu. KoMiiekcHa npupojia ux pu3HKiB
BUMarae 0aratopiBHEBOTO TMIAXOAY JO IXHBOTO aHami3y Ta BIPOBAIKEHHS

BIIMMOBITHUX MEXaHI3MIB 3aXHCTY.
1.3. IloHATTSI 00THETY: BU3HAYECHHS, IPUHIIMIIL [ii.

botHeT - me Mepeka CKOMIPOMETOBAHUX MPHUCTPOIB, SIKI JUCTAHITIAHO
KEPYIOThCS 3JIOBMUCHHUKOM Ye€pe3 KaHajdl KOMAaHJIHOTO Ta KOHTPOIBHOTO 3B'S3KY
(C&C) [7]. Koxen mpuctpiit y O0THETI, BiTOMHI K «OOT», BUKOHYE KOMaHJIH,
orpumaHni Bin C&C-cepBepa abo depes IeneHTpari3oBaHi MeXaHI3MH, TaKl SIK peer-
to-peer (P2P) mepexi.

OcHOBHa MeTa CTBOPEHHSI OOTHETIB MOJIATA€ B 31MCHEHHI PI3HOMAaHITHUX

MIKIMBUX 1, BKIIOYAIOUM PO3MOAUICHI aTaKyd TUITY BIIMOBH B 0OCIyTrOBYBaHHI



(DDoS), po3cunanHsi cnamy, KpaabKKy AaHUX, KPUINTOMAWHIHT Ta 1HIIL (HOpMHU
kioep3nounHHOCTi [8]. 30kpema, B koHTekcTi IHTepHery peueir (IoT), GorHeTH
CTaHOBJISITH OCOOJIMBY 3arpo3y uepe3 BENUKY KUIbKICTh MPUCTPOIB 3 0OMEKEHUMHU
00UYHCITIOBATLHUMH PECYpPCaMU Ta YACTO HEJOCTATHIM PIBHEM OE3MEKHU.

Apxitektypa  OOTHETIB MOXe OyTu LEHTPAJI30BaHOIO abo
JIELEHTPaATI30BaHO0. Y IEHTpaTi30BaHIil MOJeal BCl OOTH MITKIIOYAIOThCS 10
onHoro abo kunbkox C&C-cepBepiB, 110 NOJIETIIyE YNPaBIIHHA, aje POOUTH
MEpEeKy Bpa3jMBOIO 10 BUSBIEHHS Ta 3HUIICHHsS. Y JElEHTpali3oBaHiil Mojedni,
30kpeMa P2P-0oTHeTax, koxkeH OOT Moxe BukoHyBatH ¢yHKuii C&C, 1mo

YCKJIQJHIOE BUSIBJICHHS Ta 3HUIICHHS Mepeski [14].

[Ipotiec cTBOpeHHs! OOTHETY 3a3BUYAll TOUMHAETHCS 3 BUSBICHHS BPA3IMBUX
NPUCTPOIB, SIKI TMOTIM 3apa)KalOThCS MIKIIJIUBAM NPOrpaMHUM 3a0€3MEUYECHHSIM.
[Ticns 3apaskeHHs MPUCTPIA BCTaHOBIIOE 3B'130K 3 C&C-cepBepoM abo IHIIMMU
060TaMu B Mepexki, OTPUMYE KOMaHIU Ta BUKOHYE TX. L1 KoMaHa1 MOXKYTh BKIIOYATH
yyacth y DDoS-atakax, po3cuianHs cramy, KpaJbKKy JaHUX a0o 1HIII IIKIIIUWB1

aii [10].

Binomum mpuxnagom € 6otHeT Mirai, skuii y 2016 poili BUKOPUCTOBYBaB
BpaznmuBi loT-mipucTpoi 3 TUIIOBUMHU MapoONIsIMUA I 3IIACHEHHS MacIITaOHUX
DDoS-arak, 30kpeMa Ha Kommadito Dyn, mo mpu3Bero 10 THUMYacoOBOi
HEJIOCTYITHOCT1 OaraThoX MomynspHuX BeOcaiTiB. Lleit 60THET ckaHyBaB IHTEepHET
y MONTyKaX MPUCTPOIB 3 BiIkpuTuMHu Telnet-mopramu, mioupaB JOT1HU Ta MapoJIi 3

BOYZIOBAHOI'O CIIOBHHKA Ta, Y pa3i yCImixy, q0JdydaB IPUCTPii 10 cBoei mepexki [11].

[nmii Bimomi OoTHeTH, Taki sk Hajime, Mozi, Satori ta VPNFilter [12],
JIEMOHCTPYIOTh €BOJIIOIIIIO B HAMPSAMKY BUKOPUCTAHHS OUIBII CKIaHIUX MEXaHI3MIB
3apaxxeHHs, MmupyBaHHsS Tpadiky Ta ACTEHTPATI30BAaHUX CTPYKTYp, IO

YCKJIAJIHIOE X BHSIBJIICHHS Ta 3HUIICHHS [15].

Hwxue HaBemeHO TaONMIO, IO y3arajlbHIOE OCHOBHI XapaKTEPHUCTHKHU

JEAKUX BIIOMHUX OOTHETIB:



Hasga Tun Crnocio OcHoBHe OcobauBocrTi
00THeTY KepyBaHHSHA iHpiKyBaHHS NPU3HAYEHHHA
Mirai LentpanizoBanu | Cnabki/3aBoaceki | DDoS-araku Bucoka  mBHIKICTH
i napouti (Telnet) MOLLIMPEHHS,
BIJIKPUTHIA KOJI CTIPUSIB
MOSIBI YUCICHHUX
Bapiarfiii
Hajime JeuentpanizoBa | Brute-force, Hesinomo CaMOpO3TOBCIOKCHH
HUI BIZIKPUTI TOPTH s, P2P-apxirekrypa,
BIJICYTHICTh
MIKIUIMBUX 1
Mozi Henentpamizosa | P2P + | DDoS, BukopuctoBye
HUU BpaznuBocti [oT- | 6exnopu 11 poBi HIKICH,
oc 3amupoBaHui
Tpadik
Satori LenTpanizoBanu | Excrutoiitu y | DDoS, [TpomorxxenHs Mirai 3
i MPOIIMBKAX eKCIUTyaTallisi | HOBUMH  BEKTOpaMH
MIPUCTPOIB 1H(IKyBaHHS
VPNFilter | T'iOpumamii Yepes poyrepu Ta | [lImuryncro, | Moxe ¢bi3uaHO
NAS-nipuctpoi caboTax BUBOJIUTH IIPUCTPOI 3
nany, MOJTyJIbHA
CTpYyKTYypa

Ta6mumst 1.1. OcHOBHI TMIH OOTHETIB Ta iX XapaKTEPUCTUKH

Hacnmigku cTBOpeHHsS Ta po3ropraHHs OoTHeT-Mepex B loT-cepemoBuinax
MOXXYTh OyTH MacIITAOHUMH - BiJl TIAJiHHS CEPBICIB /10 MPOHUKHEHHS B KPUTUYHY
iHppacTpykTypy. EdexkTuBHHI 3axucT mnoTpeOye HE JUIIE KOHTPOIIO Haj

BPa3JIMBOCTSIMU, ajie ¥ MEXaHI3MIB BHUSIBJIECHHS OOT-MOBEAIHKM HA PaHHIX CTaIisX

[13].
1.4. Anani3 Binomux 6oTHer-arak (Mirai, Satori, Hajime)

AHai3 KOHKPETHUX MPUKIIA/IIB OOTHET-aTaK J03BOJISE KPaIlle 3pPO3yMITH, SIK
BpaznuBocTi B loT-mpuctposix MOXyTh OYTH BHKOPUCTaHI [JIi CTBOPCHHS
PO3MONUICHUX MIKIIIUBUX MeEpeX. DBOTHETH, M0 pO3MIISIAAIOTECS Y LBOMY
MIAMYHKTI, BIIPI3HSIOTHCSA 32 apXiTEKTypolo, MeToAamu iH(MIKyBaHHS Ta pPIBHEM
CKIagHocTi peanizarii. [IpoTe Bci BOHM CBimyaTh MPO 3POCTAHHSA 3arpo3 s

iHppacTpykTypH [HTEpHETY peveii [49].
1. Boruer Mirai

BorHer Mirai 6y Bmepmre 3adikcoBanmii y 2016 pomi [15]. Moro nis
noJisirajla y CKaHyBaHHI MEpEX1 Ha MpeaMeT MPUCTPOiB 3 BiAkputumu Telnet-

MOpPTaMU Ta BUKOPUCTAHHI CJIOBHUKA TUIIOBUX JIOT1HIB 1 napouiB. Ilicis ycnimHoro



mig0opy OOJIIKOBUX JAHUX MPUCTPOI CTaBaJIX YaCTHUHOIO IIEHTPAII30BAHOI MEPEKI,
sKa BUKopucToByBanach st DDoS-arak. HaliBimomimuii iHIuaeHT 13 Mirai - ataka
Ha DNS-nposaiinepa Dyn, B pe3ynbTaTi 40oro Oyjiau TUMYacoBO HEIOCTYIIHI CEpBICU
Twitter, Netflix, Spotify Ta iHu1i. Ataka BUsBHJIa MacoBICTh poOseM 13 0a30BUM

3axucToM loT-npucrtpois.
2. Boruet Satori

Satori 3’sBuBcst y 2017 pomi sk Bapiamiss Ha 0a3i kony Mirai, ane 3
BJOCKOHAJICHUM MEXaHI3MOM 1H(]iKyBaHHsa. 3amicTh MiAOOpYy MapoiiB BiH
€KCIUTyaTyBaB  BpPa3JMBOCTI Yy  NOpOIIMBKax  OOJIaJlHAHHA  30Kpema, B
mapipyTtusaTopax Huawei Ta npuctposx 3 Realtek SDK [16]. 3aBasku 1somy
3apa)K€HHsS MOTJIO BIIOYyBaTUCS MUTTEBO, O€3 yyacTi kopucTyBaya. Hezpaxarouu Ha
[EHTPANI30BaHy apXITeKTypy, Satori MaB BHCOKY IIBHAKICTb IOIIMPEHHA Ta

YCKJIaTHEHE BHSIBIICHHSI.
3. Borner Hajime

borner Hajime, Ha BiAMIHY BiJl IHIIKMX, peali3ye JELEHTPaIi30BaHy
apxiTeKTypy, 3acHoBaHy Ha P2P-mporokonmax. 3apa’keHHsS TPUCTPOIB TaKOXK
3niicHIoBaocs yepe3 BinkpuTi Telnet-moptu 3 brute-force arakoro. OcoOIMBICTIO
Hajime € BiACYTHICTH HIKIIJIMBOI aKTUBHOCTI - BIH He BHKOHye DDoS-arak a6o
IMMUTYHCHKUX (YHKIHN. J[oCTIIHIKYA BBa)KalOTh, 110 HOTO 3aBIaHHSIM MOTJIO OyTH
0JIOKyBaHHsI IHITUX OOTHETIB. 3aBIAKU CBOiMl cTpykTypi Hajime € criiikum 10
IIEHTPATI30BAHOTO 3HHUIIEHHS 1 TPUBEPHYB YyBary HAayKOBO1 CIUIBHOTH SIK

MOTCHIIMHO «HEHTpabHa» a00 HABITh «3aXHCHA» MEpPEKa.
4. Boruer Mozi

Mozi € mpuKIa0M Cy4acHOTO OOTHETY 3 ACIICHTPAI30BaHOI0 apXITEKTYPOIO,
akuii 3’sBuBcs y 2019 poui. Moro mommpeHHs IPYHTYEThCS HA BHKOPUCTAaHHI
cmabKuxX  TapoiiB 1  BIIOMHUX  Bpa3IUBOCTEH, a TaKOX  MEXaHi3My
camoposnoBcropkeHHs  yepe3 DHT  (distributed hash table). Baxkmuoro
BiIMIHHICTIO M0Z1 € BUKOpUCTAaHHS TG POBUX IMIAMUCIB, IO T03BOJISIE PUTHTpYBATH
CTOPOHHI cpoOM 3MIHUTH OOTHET ab0 B3SATH WOTO MiJ KOHTPOJIb. M0zZi aKTHBHO
3actocoByBaBcs it DDoS-atak i 1eMOHCTpy€E MiABUIICHUH PiBEHb CKIATHOCTI Y

MOPIBHSIHHI 3 MONIEPETHUKAMH.
5. bBoruet VPNFilter

VPNFilter - ckimamna OaraTocTyrieHeBa IIKIUIMBa MPOrpaMa, BHUSBJICHA Y
2018 pomi. [14, 17] Bona opieHToBaHa Ha Mapmipytuzatopu ta NAS-mpucTpoi.



[lepmuit Moaynb BIAMOBINAE 3a CTIMKICTH /10 TMEpPE3aBAaHTAXKEHHS, NPYTHM - 3a
KOMYHIKAIlII0 3 KOMAaHJIHUM IIEHTPOM, a TPETii 3a0e3neuye THyuYKui (yHKI[IOHAT:
LIIUTYHCTBO, MepexoryieHHs Tpadiky, aktuBamito «kill switch» anga BuBony
npuctporo 3 Jyany. Yactuna xony VPNFilter wmorma 306epiratucs B
€HEproHe3aJeKHIil mam’sTi, 1[0 YHEMOXJIMBIIOBAJIO MOro MOBHE BUAAJICHHS
3BUYAHUMHU 3ac00aMu. BOTHET OB’ A3yI0Th 3 KIOEPIIIUTYHCHKUMU OTepallisiMyu Ha

PiBHI J€pKaB.

VYci po3riisiHyTI NPUKIIAIU CB1IYATh PO MOCTYIOBY €BOJIIOIII0 OOTHETIB Bij
IPOCTUX LIEHTPANTI30BAHUX MEPEK 0 BHUCOKOTEXHOJOTTYHUX JIELIEHTPATI30BAHUX
CTPYKTYp, 3[JaTHUX TPUBAIMNA Yac 3aJIMINATACS HEMOMIYEHHMH B MEPEKEBOMY
cepeaoBUIIIl. 30KpeMa, Tepexij BiJi BUKOPUCTAHHS TUIIOBUX MAPOJIIB JI0 CKIaTHUX
EKCIJIOUTIB 1 KpUITOrPapIYHOr0 3aXUCTY IEMOHCTpYE npodecionanizaiito arak. Le
dbopMye HOBI BUKIUKH Juist 3axucTy loT-cucrem, ae BaKI1MBO BpaXxOBYBaTH HE JUIIIE

ypa3UBOCT1 OKPEMUX MPUCTPOIB, a i 3aralibHy apXITEKTYPY MepeKeBO1 B3aeMO11
1.5. IIporokosn IoT Ta ix ypasausocTi

Apxitektypa 10T 3Ha4YHOI MIpOIO BH3HAYAETHCA KOMYHIKAIIHHUMHU
IPOTOKOJIaMH, SIKI 3a0e3Medyl0Th B3a€EMOJIII0 MDK MPUCTPOSIMHU, IIIIO3aMU Ta
XMapHUMHU Tu1aTdhopmaMu. Pi3HOMaHITHICTH TTPOTOKOJIIB MOSCHIOETHCS MOTPEOOIO
OPUCTPOiB  TpaloBaTd B yMOBax  OOMEXKEHHX  pECcypciB,  Majoro
€HEProCIOKUBAHHS, PI3HUX TOIOJIOTIA MepeXki Ta pi3HOro npusHadeHHsA. OJHAK
caMe IIf PI3HOPIAHICTH YacTO NPHU3BOJUTH IO TOSBH BPA3IMBOCTEH, OCKLIBKH
JacTHHA TIPOTOKOJIIB CTBOpPIOBAJiacs B €IMOXY, KOJIW TMTaHHSA KibepOe3neku
BBKAJIOCSA APYropsaHUM, a00 >k iXHSA croenudikamis 3aHaaTO 3aJIeKHTh BiJ

MpaBWIBHOI peantizaiii 3 00Ky BUpOOHHKA.

Y 1mpoMy KoHTeKCcTi KitodyoBumu € mporokoau MQTT, CoAP, AMQP,
ZigBee, Z-Wave, Bluetooth Low Energy, LoRaWAN Ta NB-loT [47,48]. Bouu
OXOTUTIOIOTH Pi3HI PiBHI B3aEMO/III - Bl MEPEXi Ta Pajio3B’sI3Ky 0 MPUKIATHOTO
piBHA. KokeH 13 HMX Mae BIIAaCHY MOJENb Tepeaadi MOBIJOMIICHb, MEXaHI3MU
aBTeHTU(IKAIi, 3aXUCTy TpadiKy Ta CTPYKTYpy KepyBaHHs Kirodamu. Came ToMy
iX JOIITBHO TOPIBHATH y CHCTEMATH30BAHOMY BHWIJISI, IO JO3BOJISE UITKIIIE

MOKA3aTH XapaKTEepPHI BPA3IMBOCTI Ta MOXKJIMBI Haciinku 1is 6esmexu Bciel [oT-
1H(ppacTpyKTypH.
Hasenmena  Hmkdue  Tabauisl  JEMOHCTPYE  OCHOBHI  OCOOJIMBOCTI

HalnomupeHimux loT-nmpoTokoiB, iXHI KJIIOYOBI pU3UMKU Ta crenudiuni ciadki



Micusa. Bona BimoOpakae 3arajibHy KapTHHY HpoOJieM, SIKi BUHHUKAlOTh M Yac

eKCIUTyaTallii MPOTOKOJIIB Y pealbHUX YMOBAX.

IIporoxkon | IIpu3HayeHHs OcHoBHi Bpa3auBoCTi
MQTT OOmin Tenmemerpiero uepe3 | Bimcyraicte TLS 3a 3amoBuyBaHHSM; ciaOka
Opoxep aBTeHTU(DIKAIiS; BIAKPUTI TOTIKH
CoAP Jlerkuit REST uepe3 UDP Bincyrniii DTLS; BigkpuTi nopTH; MOKJIHMBICT
DDoS
ZigBee Mepexi «po3ymHOTo AoMy» | [7106anbHUI MepexeBHid KIIOY;, HE3aXHUIIECHE
pU€ETHAHHS
Z-Wave ABTOMAaTH3aIIS )KUTIIA Crapa SO-kpuntorpadis; araku MITM
BLE Kopotkuii panio3B’sa30k BpaznuBe napyBaHHs; epexOIIeHHS KIIOYiB
LoRaWAN | Jlanekoiana3oHHUM Cratuuni kmoui (ABP); araku mnoBTOpeHHs
LPWAN MaKeTIB
NB-loT CruibHukoBuit loT-38’s130k | YpasnuBocti  HQpacTpykTypu  ormepaTopa;
clta0ka cerMeHTaris

Ta6muis 1.2. TopiBHsHHAS 0CHOBHHX [0 T-MpoTOKOMIB Ta iXHIX Bpa3IMBOCTEH

Taxki cabki micist 6e3mocepeIHbO BILTMBAIOTH Ha IUTICHICTH 1 0e3neky [oT-
iHppacTpyKTyp. st 3I0BMUCHIKA BOHH CTBOPIOIOTH MOYIIUBICTH MEPEXOILTIOBATH
TeJIEMEeTPII0, MIAMIHIOBATH KOMaHIW, MOAM(DIKYBAaTH IMOBEIIHKY IPUCTPOIB abo
BUKOPHUCTOBYBATH iX Mg MacmtabHux arak. Came Tomy Oe3rneka MPOTOKOJIIB
KOMYHIKaIIlii € OJJHWUM 13 KIIFOUOBHUX HAINpPsMIB gociimxkeHb y cdepi [oT, a mpapmipHa
KoH(pirypartis, muppyBaHHS Ta YHIPaBIIHHSA KIHOYaMH CTalOTh KPUTUYHO

BaXJIMBUMH CKJIaJOBUMMH H06y,Z[0BI/I 3aXUIICHUX CUCTEM.

1.6. BucHoBOK 10 po3jiay 1

Y mepmioMy po3aii MPOBEACHO KOMIDIEKCHUN aHaji3 Cy4acHOro CTaHy
[aTepHETY pedeil, sKuil BUSBUB, IO CTpiMKa iHTeTpalis |0T-nmpuctpoiB y KpuTHuHy
iHGpacTpyKTypy Ta MOOyT 3HAYHO BUIEPEIKAE PO3BUTOK MEXaHI3MIB IXHBOTO
3axucty. Jeranpauit po3risa apxitektypu |0T mokasas, 1m0 Bpa3muBOCTI MPUCYTHI
Ha BCIX PIBHSAX: BiJ CEHCOPIB 3 OOMEXKEHHMH pecypcamu, SKi He MiATPUMYIOThH
HajiitHe mmdpyBaHHs, 10 reTeporeHHuX MepexeBux npotokoniB (MQTT, CoAP,
ZigBee), 110 yacto QyHKIIOHYIOTHh 0€3 HAJIECKHOT aBTeHTU(IKAIIIT .

Oco0nuBy yBary B po3auIi OpUALICHO aHATI3y 00THET-3arpo3. JlocmimKkeHHs
€BOJIIOIIT IIKIIJIMBOTO IporpaMHOro 3abesnedyeHHs — Bim Mirai ta Satori mo



ckiaguimux Mozi Ta VPNFilter — n03Bosinio BUSBUTH 3arpO3JIUBY TEHACHIIIO 10
npodecionanizaiii atak. CydacHi OOTHETH BIJMOBISIOTHCS BiJl MPOCTUX CXEM
nepedopy MaposiB Ha KOPHUCTh BUKOPUCTAHHS EKCIUIOWMTIB, CKIAQAHUX METO[IB
MPUXOBYBaHHA Tpaiky Ta JAELEHTPaANTI30BaHOI apXiTeKTypu ynpasiinas (P2P), mo
poOuTh iX HaA3BUYAHHO CTIMKMMU [0 TPAAULIMHUX METOIIB OJOKYBaHHS
BceranoBneHo, 110 KpUTUYHUM (HAaKTOPOM PUBMKY € BIACYTHICTH Yy OUIBIIOCTI
MPUCTPOIB MeXaH13MiB Oe3neyHoro oHoBNeHHs (OTA) Ta BUKOpUCTaHHS 3aCTapLInX
MPOrpaMHUX KOMIIOHEHTIB, 110 nepeTBoproe loT-mepexi Ha ieanbHUl IUIalapM
1u1s opraizaiii Mmacmraduux DDoS-atak .



PO3IIJI I1. Anaui3s cydyacHux merofiB 3axucrty loT-cucrem
2.1. CranpaprHi miaxoau no 3axucry IoT cucrem.

3Bakaroyl Ha BIJKPUTICTh CEpPEJOBHINA, B sKOMY (YHKIIOHYIOTH loT-
CUCTEMH, iXHINA 3aXUCT CTA€ KIIOUYOBUM ACIIEKTOM MPOEKTYBAaHHS Ta €KCILTyaTallii.
BpaxoByroun oOmexxkeni pecypcu OunbmocTi loT-mpuctpoiB, KiacuyHl MeTOaU
3axXuCTy I1H(OpPMAIIHHUX CcUCTEM MNOTPeOyloTh aganTamii 1o creuudiku loT-
iHGpacTpykTypu. Y LbOMY HIAMYHKTI pO3risaaroThesi 0a3oBi, ad0 CTaHIApTHI,

HiIX0aM 710 3a0e3neueHHs Oe3neku B Takux cucremax [9].
1. Kontpoab aBTeHTH}IKALIT Ta 10CTYyIMY

OnuuM 13 QyHIAaMEHTAIBHUX TPUHIUIIB € 3a0e3MeueHHs aBTeHTH(IKAIlll
KOPHUCTYBauiB 1 NpUCTpoiB. HailOUIbll MOLIMPEHUM pIIEHHSM € BUKOPHUCTAHHSA
napoJiiB ado ceprudikarie X.509. Ilpore TpanuiiitHi MeToau (JOTiH/TAPOJb) €
HeAoCTaTHRO edekTuBHUMU Juist [0T, e 4acTo 3aCTOCOBYIOTHCS OJHAKOBI Maposti
JUTSL BEJTMKO1 KUTBKOCT1 MpUCTPOiB. ToMy HaOUparoTh MOMYJISPHOCT OB HaI1H1
migxoau - OaratodaktopHa apreHTH(ikamiss (MFA), amapatHi TOkKeHH Ta

ayTeHTH(IKallisg Ha OCHOBI J0BipH M rpucTposimu (trust management).
2. llludgpyBaHHs TaHUX

3axuct iHdopMamii mixm dYac i1 mepegaBaHHS 3AIHCHIOETBCSA IUITXOM
BUKOPUCTaHHS KpUNTOrpaidHUX MPOTOKOMIB. Y KOHTEKCTI loT nmomunpHUM €
3aCTOCYBaHHS JIETKOBAroBux mudpyBanbHux anroputmis, Takux ik ECC (Elliptic
Curve Cryptography), AES y ckopoueHomy pexxkumi (Hampukian, AES-128) a6o
TLS 3 ontumizartismu s oomexenux npuctpoi (DTLS - Datagram TLS) [9].
MudpyBanus HeoOXigHE HE JHINE IS 3aXUCTy MEpefaHuX AaHUX, ane W s
30epekeHHs KOH(D1ICHIIIHHOCTI KOMaH I, 110 HaJICHJIAF0THCS IO MPHUCTPOIO.

3. OHOBJIEHHSI IPOTrPAMHOT0 3a0e3Ne4eHHs

MexaHi3M 0€31MeYHOTO OHOBJIEHHS MPOMIMBKH € KPUTUYHO BaXKJIUBHUM,
OCKLTHKU JO3BOJISIE BUIIPABISTH BUSBICHI Bpa3nuBOCTI. HasBHICTH (yHKITIOHATY
OTA (Over-the-Air Update) [9] 3abe3mneuye TIeHTpai30BaHE YIPaBIIHHS
OHOBJICHHSIMU, OJHAK 3a BIJICYTHOCTI TEPEBIPKM IIUTICHOCTI TaKeTa OHOBJICHHS
ICHY€E pHU3UK 3apakeHHs MpUCTporo miapooiaeHum [13. V 3B 3Ky 3 UM aKTyaaIbHUM
CTa€ BUKOPUCTAHHS HU(PPOBUX MIAMUCIB Ta MEXAHI3MIB MEPEBIPKU XEIIIB Mij Yac

OHOBIJICHHAI.



4. CermeHTauis Mmepe:xi Ta paepBon

[3omauiss loT-mpuctpoiB y oOkpemi MmiaMepexkl JH03BOJSE€ MIHIMI3yBaTH
MOTEHIIIIIHE MOLIMPEHHS aTaKu y pa3l 3apa)K€HHs OJHOIO 3 BY3JIB. 3aCTOCYBaHHS
BOynoBaHux ¢aepBoiiiB abo ¢uibTpamis Tpadiky Ha pIBHI MapuIpyTuU3aTtopa
oOMexye HeOaKaHUW BX1IHUM/BUXIIHUIN Tpadik, a TAKOX YCKJIaJIHIOE CKaHYBaHHS
MPUCTPOIB  3JIOBMHUCHUKOM. Y  CKJIAQJHIMMUX 1HGPACTPYKTypax JOLLIBHO
BIIpoBa/)KyBaTl VPN-3'€eqHaHHS [ yHpaBiIiHHSA TNPUCTPOSMH, SIKI (PI3UYHO

nepeOyBaloTh 11032 MEKaMU 3aXUILEHOT MEPEXKI.

OxpiM 1IbOr0, BaXKJIMBOIO CKJIAJ0BOIO € JOTPUMAaHHS ICHYIOUMX CTaHAApTIB

oe3neku. Cepen Hux [9]:

o ISO/IEC 27001 - 3aranbHui CTaHAApPT YIpaBIiHHA 1HGOPMAIIHHOO

0e3IeKoI0;
o ISO/IEC 29192 - nerkoBaroBa kpuntorpadis;
o NIST SP 800-183 - pekomenariii mono apxirektypu loT;

o ETSI EN 303 645 - eBponeiichkuii cranmapt ajis 6e3neku croxkuBunx loT-
IIPUCTPOIB.
Ili cranmaptd (GOpPMYIOTH OCHOBY Il PO3POOKH TOJITHK OE3MEeKH, SKi

BPaxOBYIOTh KUTTEBUH ITUKII MPUCTPOIO: BiJl BUPOOHUIITBA /10 YTHITI3aIlii.

3acTocyBaHHS CTaHIAPTHUX METOIB 3aXHCTy € MEPUIMM 1 HAMBAXIIMBIIITUM
KpokoM y moOynoBi cTiiikux loT-cuctem. OnHak, BpaxoBYIOUM JUHAMIYHHM
PO3BHTOK 3arpo3, IMX METOIIB HEIOCTATHBO IS IOBHOIIIHHOTO 3aXHCTy Bil
CKIIQJJHUX aTakK, 30KpemMa OoTHeT-Mepex. Ile 3ymoBI0€e HEOOXIIHICTH
BUKOPUCTAHHS JOJATKOBHX, aJaNTUBHUX Ta IHTEIEKTYalbHUX 3aCO01B BUSBIICHHS

Ta pearyBaHHs Ha IHIUACHTH
2.2 Crtangaptu Ta HOpMaTUBHI BUMOru y cepi 6e3nexu loT

3 ormAmy Ha CTpiMKe 3pOCTaHHS KUTbKOCTI |0T-mpucTpoiB Ta 30UTbIICHHS
MacmTabiB 1HTETpOBAaHUX KiOep(i3MUHUX CHUCTEM, NHUTAHHS CTaHIAPTU3AII]
Oe3MeKn CTajJo OJHUM 13 KIIFOUYOBUX HAMPSMIB Cy4aCHUX JOCHTIKeHb. PO3poOHHKH,
orepaTopy 1HPPACTPYKTYp Ta JAEprKaBHI PETYISATOPU CTUKAIOTHCA 3 TPOOIEMOIO
BIICYTHOCT1 YHIBEPCAJIIbHUX BUMOT, 10 MPU3BOJAUTH O HEPIBHOMIPHOTO PIBHS
3aXUCTy y Pi3HUX cerMeHTax puHKy. Came Tomy MikHapoaHi opranizamii - 1SO,
IEC, ETSI, NIST, ITU - chopmyBanu HU3KY CTaHIAPTIB, SKi OMUCYIOTH SIK 3aralibHi



OpUHIMNKY 1H(OopMaIiiiHOT Oe3neku, Tak 1 cnenudiuai BuMoru Ao loT-npuctpois
[16].

2.2.1 ISO/IEC 27001 - cucmemu ynpasninus ingpopmauiiinoro 6eznexoro

ISO/IEC 27001 € ¢yHnameHTadpHUM CTaHAapTOM Yy cdepl yNnpaBiiHHA
iHpopmarliiiHoo Oe3nekoro. Xoua BiH He crneuianizyetbcss Ha loT, came ioro
MIAXOAM BHU3HAYAIOTh apXITEKTYpHY MOJEIb MOOYJOBM TOJITUK O€3MeKu B

oinpimocti loT-pimieHs KopriopaTuBHOTO piBHs[17].
Cranaapt CKJIQIA€ThCS 3 TPHOX KIIOUOBUX €JIEMEHTIB:

1. OuinoBanus pusukiB (Risk Assessment)
BukopucToByIOThCS MOJIEI1 BU3HAUEHHS KMOBIPHOCTEH 3arpo3 Ta iXHbOTO
BIUTMBY Ha cepBicH, 10 kepytoTh loT-npucrposmu.
VY xontekcti [oT ocobnuBy yBary npuaiisitoTh:
— BIZIMOBOCTIMKOCTI MPUCTPOIB,
— 3arpo3am (I3UYHOTO JOCTYIY,

— BIZICYTHOCT1 KpUIITOTPa(I4HOTO 3aXUCTY.

2. KonTpoabni MexaHizMmu Annex A
VY pamkax [oT HalO1LIBII BaKITUBUMU €:
A.9 (Control Access) - KOHTPOJIb JOCTYITY 10 MPUCTPOIB Ta iHTepdekiciB,
A.10 (Cryptographic controls) - Bumoru a0 mudpyBaHus,
A.12 (Operations security) - 1oryBaHHs TeJIeMETpii Ta MOIiH,
A.14 (System acquisition) - Bumora 3akaagatu 0e3mnexy y ¢asi

IIPOEKTYBAHHS.

3. be3nepepBHicThL 0e3neKH
ISO 27001 nepenbavae cucTeMHUM Miaxia: KokHa 3MiHa B [oT-
1HGPaACTPYKTYpi Ma€E MPOXOAUTH PU3UK-aHAII3 1 IEPEBIPKY BiMOBITHOCTI

[MOJIITUKAM.

Taxum urHOM, ISO 27001 3a6e3meuye pamkoBuii migxin g0 modymnosu loT-

Oe3MeKn y MacIITaOHMX CUCTeMax Ta KpUTHYHIN iHpacTpyKkTypi [38, 46].
2.2.2 ISO/IEC 29192 - nezkosazosa kpunmozpagis

Lle#i cramgapr € xputununuM s loT-mpuctpoiB, ki HE MOXYTh
BUKOPHCTOBYBATH KJIacH4Hi Kpunrorpadiuni amropurmu. Moro wmeron e
3a0e3MeueHHs] Oe3MeKU y CEpeJoBHUINAX 13 YKOPCTKUMU OOMEKEHHSIMHU IOJO:
nam’siTi,  €HEpProClHOXUBAaHHS, MPOMNYCKHOI  3JaTHOCTI,  OOYMCIIOBAJIbHUX

MOTYKHOCTEH.



ISO/IEC 29192 cknamaeThes 3 MIECTH YaCTUH, A€ HAHOUIBII BaXKITUBUMM JIJIS
IoT € [20]:
o 29192-2: Block Ciphers - nerxosarosi 6mokosi mudpu SPECK, SIMON,
PRESENT.

o 29192-3: Stream Ciphers - ontumizoBaHi TOTOKOBI MIK(PHU 3 MiHIMATBHUM
footprint.

o 29192-4: Message Authentication Codes - MAC-anroput™Mu s

aBTeHTU(IKaIli TAKeTIB.

o 29192-5: Hash Functions - kommakTHI rem-QyHKIii 3 HU3BKUM

HaBaHTaXCHHM.

Y miacymky ISO/IEC 29192 € cranmaprom, 0e3 SKOrO HEMOXKJIHBO

noOyayBatu cydacHi npotokoinu [oT.
2.2.3 NIST SP 800-183 - pexomenoauii oo apximexmypu loT

HokymeHnT (opmye yzaranbHeHy cTpykTypy loT-apXiTekTypu, onucyroyu

Taxi JOT1YHO BiOKpeMJIeHI KoMIoHeHTH [21, 45]:

e loT device - xinteBuii npucTpiit 800 CeHCOp, 110 TeHEPYE AaHi;

e gateway - MpOMIKHUN BY30JI, SKUW 3a0€3Meuye MapIIpyTHU3aIliio Ta
MOTIEPETHIO 00POOKY;

e communication network - mepexeBe cepeOBHIIE A TIEpeaal JaHHX;

e cloud service layer - xmapHi cepBicH, 1110 BAKOHYIOTH 30epiranus,

aHAJIITUKY Ta KEPyBaHHS.

Takox y JOKYMEHTI BU3HAUYEHO MOJACNI B3a€MOJIII MK KOMIIOHCHTaMH,

BKJIFOYHO 3.

e data flow - pyxoMm maHux Mix PUCTPOSIMU Ta CEpBiCaMH,

e control flow - mepenaBanHsM KepyBaJbHUX KOMaH];

e life cycle management - ympaBiiHHAM TIOBHUM JKHTTEBUM ITUKIIOM
IPUCTPOIO.
Oxkpemy yBary npuaiieHo 6a30BuM BuMoram jao Oesneku loT-apxitekTypu,

cepe SKHX:

e aBTEHTH(]IKAISI MK yCiMa KOMIIOHEHTAMH CHCTEMH;

o 3a0e3MeyeHHs 3aXUIICHOI Iepeaadi KOMaHTI;

o 130JIS1II4 Ta CETMEHTAIIS IPUCTPOIB Y MEPEKI;

e BHUKOPHUCTaHHS 3aXHUIIEHUX MEXaH13M1B OHOBJICHHS (secure update pipeline).



JIOKyMEHT Takox onucye xapaktepHi s [oT 3arposu:

« device cloning - xJ10HyBaHHS TPUCTPOIB;
« hijacking of control flow - mepexorieHHs Ta 3MiHa KepYBaTbHUX KOMAHI;
« supply-chain attacks - ataku Ha eTtanax mocra4aHHs i BAPOOHHIITBA,;
o Insecure onboarding - HeOe3me4Hi MPOIECH MEPBUHHOTO IMiJKITFOUYCHHS
IIPUCTPOIB.
VY3aranapHIOIOUH, JOKYMEHT BU3HA4Ya€ KaHOHIYHY Mozeib apxitektypu loT 1
CIIYI'ye OCHOBOI i (pOpMyBaHHS HaIllOHAJbHUX peKkoMeHnamiil y cdepi loT-

Oe3MeKHu.
2.2.4 ETSI EN 303 645 - cmanoapm oaa cnoscueuux loT

ETSI EN 303 645 € mepmwuMm y CBITI MacoOBUM CTaHIApTOM Oe3MeKH

cnoxxkuBuux loT-mpucTpoiB, sikuit HAO0yB MKUpokoro 3actocyBanus B €C.
Bin mictuth 13 6a30BHX BUMOT, CEpe/l SIKUX HAMOLTbII BaxkiuBi [22]:

1. 3a0opoHa 3aBOJACHLKHUX NAPOJIiB
Kosxen npuctpiit MOBUHEH MAaTH YHIKAJILHUM Maposis a00 BUMaraT Horo

3MIHH 1] Yac MEepIIoro 3amycKy.

2. O00B’s13K0BI 0e31e4Hi OHOBJIEHHS
BupoOHUK TOBHUHEH:
— nagaBatu OTA-oHOBIICHHS,
— TepeBIpATH MU POBI MIMHCH,

— BUKOPHUCTOBYBATH 3aXHINEHI KaHAIU JOCTaBKU MPOIIHBOK.

3. 3axmcT 0COOMCTHX JaHHUX
JlaH1 matoTh 30epiraTucst MiHIMaJIbHO HEOOX1THUM Yac, BUKOPUCTOBYBATH

mudpyBanns Ta Bianmosinatu GDPR.

4. Minimi3anis noBepxHi aTaku
— 3a00pOHa BIAKPUTHUX TIarHOCTUYHUX TTOPTIB;
— BIZICYTHICTh HEOE3TIEUHNUX CEPBICIB 32 3aMOBUYBAHHSIM;
— sumora Jio firewall-by-default.

5. be3neyHnii npouec NpueIHAHHS NPUCTPOIB (onboarding)
— MATBEPKEHHS! aBTEHTUYHOCTI,
— 3aXHUCT BiJl HOBTOPHUX aTak,

— BUKJIIOYEHHS broadcast-Kiro4is.

Leii cranaapt € ne-hakTo 0OCHOBOIO O€3MeKH MOOYTOBUX NPUCTPOIB y €BpOIIi.



2.2.5 ETSI EN 303 645 - cmanoapm ona cnoscueuux loT

JIOKyMEHT onucye MOBHUMN kuUTTeBUH nuki loT-npuctporo, BKItouHO 3 [23,
43]:

e BUPOOHHMIITBOM,
o TIEPBUHHOIO KOH(DIryparliero,
e JIOBrOTPHUBAJIOIO €KCILIyaTaIll€lo,
e OHOBJICHHSIMH,
o YTHII3ALIEIO.
Ki1t0ouoBi BUMOTHM BKITFOUAIOTh:
e YHIKaJIbHI 00JIIKOBI 3alUCH Ta 1EHTU(IKATOPU;
o 3axullleHe KepyBaHHS KOH(DIrypalliero;
e MOXJIMBICTh O€3M1EYHOTO OHOBJICHHS;
e BEJICHHS XypHaJIIB O€3MEKH;

e TMPO30PY  TOJITHKY  pO3KpuTTs  ypasnuBocteir  (Coordinated
Vulnerability Disclosure).

NISTIR 8259 craB ocHOBOMO aJis peryasaropHux aktiB y CHIA ta psai iHImx
Kkpain [44].

2.3. MeToau BUSIBJIEHHS 0OTHET-aTaK

Opniero 3 HaitHeOe3NMEUHININUX 3arpo3 i [HTepHeTy peueil € 00THeT-Mepexi,
SKI 37aTHI BUKOPHCTOBYBATH Bpa3JMBI MPUCTPOI JJisi MPOBEJACHHS MacIITaOHUX
DDoS-arak, mommupenHs mikiamuBoro I13 abo HecaHKIIOHOBAHOTO JOCTYIY JI0
BHYTpIIIHIX cHCcTeM. BpaxoByrounm oOMexkeHi oO4uciioBaibHI pecypcu 10T-
MIPUCTPOIB Ta OCOOIMBOCTI TOTIOJIOT1T TAKUX MEPEK, BUSBICHHS OOTHET-aKTUBHOCTI

€ CKJIAJTHUM 3aBAaHHsM [19].

Meton IlepeBaru Henmouikn 3acTocoBHicTh B
BUSIBJICHHS loT
Curnatypue | Bucoka Toumicte s | He BusiBnse HoBi abo | Bucoka
BUSIBJICHHS BIZIOMHUX aTaK Mo (iKOBaH1 3arpo3u (oOMexeHo1o

MIpOI0)
Busasnenns Busasise HOBI/HeBinoMi | Bucoknii piBens | Cepenns
aHoMalii 3arpo3u XHOHOTIO3UTUBHUX
CIpaIOBaHb




DNS-ananiz | Busnse DGA-GotHeTH, | Bumarae iHTepnperanii | Bucoka
npamtoe 0e3 AOCTYMy [0 | JaHMX, Hee(heKTUBHUHU MpH
BHYTPIIIHBOT MEPEexKi mmdpyBanHi Tpadixy
Mamunne CamonaBuaHHs,  BHUCOKa | Bucoki Bumoru 1o pecypci | Cepeans—Bucoka
HaBYAHHS Ta | THYYKICTh 1 IKOCT1 HABYAHHS (B xmapi)
11
IDS [arerpye xinmbka migxonis, | [Torpebye xondirypamii Ta | Bucoka
(MepexeBi, aIaNTyeThCs 10 MEPEXi peryiaspHOro
XOCTOBI) 00CIyroByBaHHs

Tabmuig 2.1 Mertoau BUSBIEHHS OOTHET aTaK
1. BusiBJieHHSI HA OCHOBi CUTHATYP

Haiictapimmii 1 HalnmpoCTIIMIA MiIX1J - 1€ CUTHATypHE BUSBIICHHS, SKE
0a3yeTbcsl Ha 3ICTABJICHHI O3HAK Tpa@iky 3 BIAOMHMH I1a0JOHAMM MIKIIJIUBOI
aKTUBHOCTI. Taki cucteMu e(eKTHBHI ISl PO3MI3HABAHHS BXKE BiIOMUX OOTHETIB
(manpukian, Mirai a6o Satori), OCKUIbKM BUKOPHUCTOBYIOTh  3a37ajierillb
IiITOTOBJICH] MpaBuia. BogHovac roJOBHUM HEIOIIKOM € iX HE3/1aTHICTh BUABIIATH

HOBI1 200 MOIM(IKOBaAHI aTaKu Oe3 MOINepPeTHHOI0 OHOBJICHHS 023U CUTHATYD.
2. BusiBjIeHHS aHOMAJILHOI MOBEIIHKH

Metoau, o 0a3yrThCS Ha aHaji3l aHOMaJii, mepeadavyarTh MOOYIO0BY
pod LTI0 «HOPMAJIBHOT» MTOBEIIHKK TPUCTPOTO ur Mepexi [32]. SAxmro 3adikcoBaHo
CYyTTEBE BIIXWJIEHHS BIJ OYIKYBaHOI'O ITa0JIOHY, CHCTEMa IMO3Ha4ae Tpadik K
[MOTEHIIHHO MIKIUTMBUKA. Takui MiAX1J JTO3BOJISAE BUABIISATA HOB1 TUITM OOTHET-
AKTHBHOCTI, IPOTE YaCTO MAa€ BUCOKUH PiBeHb XMOHHUX CITPAIlbOBYBaHb, OCOOJIMBO B

YMOBax rereporeHHoro cepeaonuia [oT.
3. DNS-anauni3 Ta Busijienuss DGA

barato 60THETIB BUKOPHCTOBYIOTh AJITOPUTMH TIeHEpAIil TOMEHHUX IMEH
(DGA), mo0 mpuxoBaTH MICIIE3HAXOKEHHS KOMaHIHO-KOHTPOJIBHUX CEPBEPIB.
Amnaniz DNS-3anuTiB, 30KkpemMa 4acTOTH, XapakTepy Ta CTPYKTypH IMEH, JT03BOJISIE
BUSBUTH TMI03pUTy aKTHUBHICTH M€ J0 aKTWBAIil mKiamuBoro komy. Llei mimxin

n00pe TMparlfoe B MOETHAHHI 3 METOJaMu Kiiacudikarlii Ha OCHOBI MOBEIIHKH. [22]
4. MamyHHe HABYAHHS Ta IIN00Ke HABYAHHS

3actocyBaHHs anropuTMmiB MammHHOTO HauaHHs (ML) Tta rtimboxux
HelipoHHux Mepex (DL) ngo3Bonisie aBTOMaTU3yBaTH NPOLIEC BUSABJICHHS OOTHET-
aktuBHOCTI [30]. ANTOpUTMH MOXKYTh BUSBJISATH CKJIQTHI 3aKOHOMIPHOCTI Yy
BEJIMKOMY 00Cs31 MepexeBoro tpadiky, Kl BaXXKO BIACTEKUTH TPAAUIIAHUMHU
Metonamu. Hanpuknana, aBroeHkoepu, kiacudikatopu Ha ocHoBl LSTM uu CNN,

JIOBEJIU CBOIO €(PEeKTUBHICTh y poOOTaX, MPUCBAYCHUX BUSBICHHIO Miral Ta oro



noxigHux. IIpoGneMoro 3anumnaerbcs mOTpeba y SKICHUX JaTaceTax Ta

O0OYHUCIIOBATIBHUX pECypcax.

5. Cucremu BusiBjieHHs1 BTOpraenb (IDS)

Mepexei (NIDS) Ta xoctoBi (HIDS) cuctemu BuUSBICHHS BTOPTHEHb
3aJIMIIAI0THCA BAKJIMBUM KOMIIOHEHTOM B 1H(paAcTpyKTypl Oe3neku. Bonu 3aatHi
KOMOIHYBAaTH CUTHATYpH1 ¥ MOBEIIHKOBI MEXaHI3MH, 3a0€3IMeuylour THYYKICTh 1
agantuBHicTh. s IoT cepengoBuina pekOMEHJIOBaHO BUKOPUCTOBYBATH
nerkoBaroBi IDS, siki He mepeBaHTaXYyIOTh MPUCTPOI, ajle 3/1aTHI B3aEMOJISATU 3

[EHTPaATI30BaHUMHU aHAJTITUYHUMHU TUIATPOPMaAMHU.
2.4. Texnoaorii oomany: honeypots, deception technology.

B ymoBax eBodollii kibep3arpos, 30kpeMa B cepeoBHIINl [HTepHeTy pedeid,
nefan OUIbIIOl MOMYJISPHOCTI HAaOyBalOTh TaK 3BaH1 «TEXHOJOTiI OOMaHy» -
IiIXO/M, CIPSAMOBaHI HE JIMIIE HAa 3aXWCT BiJl aTrak, a i Ha aKTHUBHE BUSBJICHHS
3JIOBMHCHUKIB IIUISIXOM CTBOPEHHS 1110311 Bpa3IMBOI0 cepeaoBuIa. Takuil miaxis
0a3yeThCs Ha i7el 3aMaHIOBaHHS HalaJHWKAa B KOHTPOJILOBAaHY 30HY, Je Horo il
MOXKHa aHaJI3yBaTH B peXHMI peanpbHOro dvacy. Jlo i€l kareropii HalexaTb
honeypots Ta posmupeni 3acodou deception technology [33,50].

Honeypots

Honeypot - 11e okpemuii npucTpii a0 MporpaMHUil cepBic, 110 HABMHUCHO
IMITy€e BpasJIMBy CHCTEMY, 3 METOIO NMpuBalOJIeHHS 3710BMHUCHUKA [34]. Ha BimMiHy
Bil peanpbHUX IiIe, honeypot He Mae NPAKTUYHOTO MPU3HAYCHHS B
1HGPaCTPYKTYpi, TOMY OyIb-SKa B3aEMO/IIS 3 HUM PO3TIIAIA€THCS K Mio3pina ado

IIKIJIJTABA 3@ CBOEIO MPHUPOIOIO.

VY cepenoumi [oT honeypots MoOXyTh IMITYBaTH THIIOBI TPHUCTPOI,
Hanpukian,  [P-kamepu,  MeAMYHI  MOHITOPM,  CMapT-TEPMOCTaTH YU
MapIIpyTH3aTOpH. IX 3acTOCyBaHHS Ja€ 3MOTY BHMBYAaTH crenudiky aTak Ha
OoOMEXeHI TPHUCTPOI Ta METOIH, SIKI BUKOPHUCTOBYIOTHCS 3JIOBMUCHUKAMH JIJIS
MIPOHUKHEHHS, ecKaaIlii mpaB Ta 30epexeHHsI MPUCYTHOCTI B CUCTEMI. 30KpeMa, y
myomikamisx Nozomi Networks [35] ta SOCRadar [36] posrisgarorecst crieHapii
CTBOpPEHHs1 honeypot-cepBepiB il BUSABICHHS OOTHET-aKTUBHOCTI (HANpUKIIAI,

Mirai), 110 aBTOMaTUYHO CKaHYIOTh MEpEXKY Ha mpeaMeT Biikputux Telnet-mopris.

IcHyt0TH pi3Hi THIN honeypots [37]:



o Hu3bKoOIHTEpPaAKTMBHI - IMITYIOTh TUIBKM YacTUHY (YHKIIH HPHUCTPOIO,
pearyroTh Ha 0a30B1 MepeKeBl 3alIUTU. BoHU MpocTi y BIPOBAKEHH1 Ta HE
CTaHOBJIATh PU3HKY JJIs1 IHQPACTPYKTYpPH.

o BucokoiHTepakTHBHI - OUIbII CKJaJHI, BIATBOPIOIOTH MOBHY MOBEIIHKY
CUCTEMHU, BKJIIOYAIOUYM (DaiiJIOBY CUCTEMY, CIYXKOH, MEPEXKEBY AKTUBHICTD
tomo. Taki honeypots [03BOJIAIOTE BUBYATH CKJIAHINI aTak, aje
noTpeOyIOTh HArJsy Ta OOMEXEHHSI IOCTYITy 10 BHYTPIIIHIX PECYPCIB.

KitouoBoto nepesaroto honeypots € ix 3gaTHICTh 30MpaTH ITMOOKY aHATITHKY
npo aii 3noBMucHuka: [P-anpecy, BHUKOpUCTOBYBaHI I1HCTPYMEHTH, CHpPOOH
NPOHUKHEHHS, 1H €KIIl IIKIIJTMBOrO KoAay, ekcruioitu. OTpumana iHpopMalis
MOXe OyTH BHMKOpUCTaHa JJiI OHOBJICHHS CHUTHATyp, TPEHYBaHHS Mojienei

BUABJICHHA Td IMOKPAIICHHA 3arajbHO1 6€3HGKI/I IoT-cucrem.
Deception Technology

Deception technology - 1e mmupiie MOHATTS, $SKE OXOIUIOE HE JIKIIIE
honeypots, a i Ty ekocucteMy ¢GaiabIlIUBUX €JIEMEHTIB, PO3TOPHYTUX YCEpEaHHI
abo mna mepudepii copasxusoro IT/l0T-cepenosumia [38]. Mumerbcs mpo
po3MillleHHsT MiAPOOJeHUX OOJIKOBUX JaHUX, (GalbUIMBUX KOHQIryparin,
TICEB/IOCEPBEPIB, BIPTyaAIbHUX MeEpek, MoMmikoBux API-kimrodiB Tomo. OcHOBHA
meta deception technology - He M03BOJUTH 3TOBMUCHHUKY PO3IMI3HATH CIIPABKHIO
IHPPACTPYKTYPY Ta «BiABECTH» HOTro B XHOHOMY HampsaMKy [39].

Ha Bigminy Big kimacuuaux honeypots, TeXHOJIOT1l 0OMaHy 1HTETPYIOTHCS B
peagbHI CUCTEMH Ta MPAIIOITh Y TICHOMY 3B’SI3Ky 3 CHCTEMaMH MOHITOPHHTY,
xKypHamoBanHs, SIEM-tatdopmamu. Ile mo3Bosisie aBToMaTH4YHO (iKCyBaTH
CpoOM HECAHKI[IOHOBAHOTO JIOCTYIy, CIOBIIIATH aJMIHICTpaTOpa Ta HaBIThH
HIIIFOBATH aBTOMATU30BaH1 i1 - 130711110 TOPYIITHKUKA, TIEpeHANPaBIeHHS TpadiKy,

onokyBanus [P-agpecu.
Cepen kmouoBux GyHKIIH deception-muatdopm:

o ®@anpmmuBi o0gikoBi 3amucm B Active Directory abo iHmmx ciyx0ax
JOCTYILY.
o JIlnnamiune po3mimeHns npunaaum (breadcrumbs) B cucremax, ski

3JIOBMUCHUKH MOXXYTh 3HAUTH MPU BHYTPIIIHHOMY MPOHUKHEHHI.

o ABTOMATH30BaHe pearyBaHHS, 1110 aKTUBYETHCS MPU BUSBICHHI aKTUBHOCTI

B 30HI OOMaHy.



s [oT ta nmpomucnoBux cucteM deception technology no3Bosisie He TUTbKU
BUSIBUTU BHYTPIIIHBOTO a00 30BHINIHBOTO 3JIOBMHCHMKA, a W 3amoOirtu
PO3TOPTAHHIO ATaKU 0 JOCSITHEHHS KPUTHUYHUX BY3JIB. Taki CUCTEMHU OCOOJIUBO
KOPUCHI y CIIeHapisx, Kojdu KiacuuHi Metonau BusiBiieHHs (IDS, curnaryphi
CKaHEpH) BKE€ CKOMIIPOMETOBaH1 a00 001 IeHi.

Opnum 13 HanpsMKiB po3BUTKY deception technology € BukopucTanHs
IITYYHOTO 1HTEJIEKTY [IJIsi ajamntaiii oOMaHHMX €JEMEHTIB JI0 3MIiH B
1HGPacTPyKTypl Ta aBTOMATU30BAHOIO aHali3y PHU3UKIB, 110 J03BOJSE 3HUZUTH

BUTPATHU HA PYUYHC HAJIAIITYBAHHA.

2.5. BuKkopucTaHHsl MAIIMHHOTO HABYaHHS Ta Al y BUsIBJIeHHi aHOMAJTiii.

Posropranus loT-cucrem cTBOprOE 3HAUYHE HABAHTAXKCHHS HAa KIACHYHI
MEeXaHI3MU O€3IMeKH, Kl 4acTO HE 37aTHI aJanTyBaTHUCSA 10 BEIUKOi KUTBKOCTI
JUHAMIYHUX JTaHUX, HU3BKOT OJHOPINHOCTI Tpadiky Ta OOMEKEHHUX pecypciB
npucTtpoiB. Came TOMY BHUSIBJICHHS aHOMAJIIH 32 JJOMIOMOTO0 MAIIIMHHOTO HABYaHHS
(ML) Ta mryuHoro intenekty (Al) crae KpuUTHYHO BaXJIMBHUM €JIEMEHTOM

cyuyacHoro 3axucty loT-cepenopunr [40].

Metoau ML moxyTh OyTH KiacudikoBaHi 3a TUIIOM HaBYaHHS: KEpOBaHE,
HEKepoBaHE Ta HamiBKepoBaHe. KepoBaHi MeToam mepen0avyaroTh HABYaHHS Ha
MIYEHHUX HaOOpax JaHWX, /¢ BIIOMO, IO € «HOPMaJIbHOIO» MOBEAIHKOI, a IO -
BigxuieHHsM. [le 3a0e3mneuye BHCOKY TOYHICTh, OJJHAK OOMEXKEHO 3aCTOCOBHE Y

ctepi [oT, ne mideni maHi 4acTo BiACYTHI.

HekepoBaHni MeToau HATOMICTh MPAIIOIOTH 0€3 MOIMepeTHHOI0 MapKyBaHHS,
aHaATI3YIOYM BHYTPIIIHI CTPYKTYPH JAaHUX JJIS BHSBJICHHS HETHUIIOBHX Ia0JIOHIB.
Cawme 1ie#t miaxij HaMOUTBIT TOIMMPEHUH y CHCTeMaXx BUsBICHHS aHoMmaii ms [oT,

0COOJIMBO TIPU BUKOPUCTAHHI TIIMOOKUX HEMpOHHUX Mepek. HamiBkepoBaHi

MiAXOAW  MOETHYIOTH  OOMABA  METOJHM, JO3BOJSIOUM  €(EKTUBHO

BUKOPUCTOBYBATH OOMEKEH1 MiueH1 JaH1 pa3oM 3 HEMIYCHUMH.
OCHOBHI aJITOPUTMH Ta IX 32CTOCYBaHHA

Cepen HaitOUTBII €(PEKTUBHUX aNTOPUTMIB JJIsl BUSIBICHHS aHoMalii y [oT-

cepeIoBHUIIaX MOXKHA BULIUTH Kiabka [41]:

« Random Forest - 3a0e3nedye BHCOKY TOYHICTh Yy Kiacudikariii, Moxe
MpaoBaTd 3 BEJIUMKMMHU MacUBaMH pi3HOMaHITHUX aTpuOyTiB. Horo

3aCTOCYBAaHHS aKTyallbHe I PUIbTpaIlli aHoMamii y Tpadiky 3 JaTUYUKIB.



« Support Vector Machines (SVM) - edektuBHui y 3amayax 3 BHCOKOIO

BUMIPHICTIO, XOYa BUMarae nonepeaHboi 0OpoOKH TaHUX 1 HOpMaTi3alii.

o Autoencoders - BHKOPUCTOBYETBCS JUISl BIIHOBIICHHS BXITHUX [aHHX;

BUCOKUW pIBEHb MOMWJIKMA PEKOHCTPYKIII MOXXE BKa3yBaTH Ha HETUIIOBY

MOBE[IHKY.

« Isolation Forest - mBuakuit anroput™, crieliaai3oBaHuii caMe Ha BUSBICHHI

AaHOMAJTIM UISIXOM BUITAJIKOBOI 130JIA1(11 HETUITOBUX 3HAYECHD.

AJroputm Tun IlepeBaru OomeskenHs1 3acrocyBaHHs B
HABYAHHS loT
Random KepoBane Bucoka  TouHicTh, | [loTpeba y miueHux | Ananiz Tpadiky,
Forest HEYYTJIUBICTh J0 | JaHMX, He | KJIacudikais
arymy aalTHBHHM CTaHIB
SVM KepoBane Hobpa poborta 3 | [lorano BusiBnenus
BHCOKOBHUMIPHUMHU MacIITa0yeThCsl Ha | MEPEXKEBUX
MIPOCTOpaMH BEJIMKI J1aH1 aHomaJtii
Autoencoder | Hekeposane | Ipamtoe 6e3 mivenux | Bucoka ckiaamuicts, | [ToBemiHKoBHi
JAHUX, BUSIBIISIE | OOMEXKeHa aHaJIi3 MPUCTPOiB
CKJIaJH1 MIa0JI0HN IHTEPIPETOBAHICTh
Isolation Hexkeposane | IlIBuakuii, Huzbka TO4HiCTh | BusgBieHHS
Forest e(heKTUBHUM ISl | TIpU CKJIagHUX | OOTHET-
BEJIMKUX HAOOPIB 3AIIEKHOCTSIX aKTUBHOCTI,
DDoS-
MMIATOTOBKHU

Xova Al-miaxogu AEMOHCTPYIOTh BHCOKY THYYKICTb,

Ta6muist 2.2 TlopiBHSIHHS aITOPUTMIB MAITHHHOTO HAaBYaHHS

1IX TIPaKTUYHE

3actocyBaHHsl y chepi 10T obmexyerbest KimbkoMma (akropamu. [lo-mepire, cami

loT-mpucTpoi HE 3aBXIW MaTh JOCTaTHBO PECYpPCIB I OOYHMCIIOBAIBLHO

CKJIQIHUX MOJIEJNIeH, TOMY 1X HaBYaHHS Ta BUKOHAHHS YacTO MOTPEOYIOTh MEPEHOCY

Ha edge- a0o XMapHi cepeoBHIIA.

[To-npyre, naui, o HaAXOAATH 3 loT-pUCTPOIB, MOKYTH OYTH HEMTOBHUMH,

IIyMOBUMH a00 TAaKWMH, IO 3MIHIOIOTBCS y 4Yaci, 10 YCKIAIHIOE MIATPUMKY

cTabutbHOCTI Mojeni. Jlist BupimeHHs 1i€i mpoOieMyu aKTHBHO JTOCIIJKYETHCS

3aCTOCYBaHHS METOJIB (helepaTUBHOTO HABYAHHS, $Ki TO3BOJISIOTH TPEHYBATH

MOJIEITi JICTICHTPATI30BaHO - 0e3 MoTpeOr BUBAHTAXEHHS 4yTIHMBOI iH(OpMalii B

IIEHTpaIi30BaH1 CXOBHIIIA.



2.6. BucHoBok 10 po3ainy 2

AHani3 iICHyIOUMX MiAXoniB A0 3axucty loT-cuctem no3BoauB chopmyBaTu
yiTke OaueHHs1 HeoOXIqHOI cTpaTerii 0e3neku. Po3risaa MDKHApOAHUX CTaHAAPTIB,
3okpeMa ETSI EN 303 645 ta NIST SP 800-183, miaTBepiuB BaxJIUBICTh Oa30BUX
3axo/1iB (YHIKaJbHI Maposl, mudpyBaHHs), OAHAK HA MPAKTULI iX BIOPOBAKEHHS
3QIMIIAETBCS PparMeHTapHUM 1 HEJOCTATHIM JJig MPOTHAIl LUIECTPSIMOBAHUM
aTakam .

VY X0l MOpPIBHSAJIBLHOIO aHaNi3y METO/IB BHUSBJIEHHS BTOPTHEHb OYJI0
BUSIBJICHO CYTT€BI OOMEKEHHS KOXKHOTO 3 HHUX MPH OKPEMOMY 3aCTOCYBAHHI.
CurnaTtypHi METOJM, X04 1 IIBUKI, HE 3[aTHI pearyBaTy Ha aTaku HYJIbOBOTO JHS.
Boanouac MeTonu Ha OCHOB1 MalIMHHOTO HaBuyaHHg (ML) Ta mITy4HOTO IHTENEKTY,
NOTIPY BUCOKY aJalTHUBHICTh, BUMAral0Th 3HAYHUX 00UHCITIOBAIBHUX PECYPCIB, IO
€ KPUTUYHUM HEJIOJIKOM JiJisl iepudepiitHux npuctpois [oT .

Ha ocHoBi 11p0r0 anainizy 0ys0 OOTpYHTOBAHO IOIUIBHICTh 3aCTOCYBAHHS
riOpUIHOTO MIAXOY, SIKMKM TMO€EIHYE JErKOBAaroBi CTATUCTUYHI METOAN Ta METOIU
CUTHATYPHOTO aHali3y 3arpo3. Take MoeaHaHHS J03BOJISE €EKTUBHO BUSBIISTH
aHomaJiii B MepexxkeBomy Tpadiky 0e3 HaaMIPHOTO HAaBAaHTAKECHHS HA CHCTEMY, a
TAaKOX A€ MOMJIHMBICTh BUBYATH TAKTHUKY 3JIOBMHCHHKIB Yy KOHTPOJIbOBAHOMY
cepenoBuull . Came 1151 KOHIENIS JISTJIa B OCHOBY PO3POOKU BJIACHOI CHCTEMHU
3aXHUCTY.



PO3ALJI II1. Po3podka cnnocody 3axucty loT-cucrem Big 00THeT-aTak.
3.1. Bubip miaxoay o peasizanii 3axucTty

[ligxin go peanmizaiii 3aXMCTy B JlaHid poOOTI IPYHTYEThCS Ha MOOYHOBI
MOAYJIBHOI apXiTeKTypu JokanbHOi loT-cuctemu Oe3meku, mo 3abe3nedye
BUSIBJICHHS Ta MOHITOPUHI OOTHET-aKTUBHOCTI Ha PIBHI MEPEXKEBOTO Tpadiky.
OcHoOBHa 111ed TOJIATAE Y CTBOPEHHI KOHTPOJILOBAHOI'O CEPEIOBUIIA, IKE MOIEIIOE
MOBEAIHKY $K JETITUMHHUX TNpUCTPOiB IHTEepHETY peued, Tak 1 MOTEHUIHHO
3apa)K€HUX BY3JIIB, 3 METOIO JOCIIKEHHS METOAIB iX audepeHuianii Ha OCHOB1
aHaJi3y MEpPEeX)EeBUX MO/TIH.

ApxiTekTypa cucteMu nepeadadae Tpu JoriyHi piBHI. Ha mepmiomy piBHi
(GYHKIIOHY€E MicucTeMa eMyJislii IpUCTpoiB, sika renepye UDP-noBigmomiieHHs
yHi(pikoBaHoro ¢opmary. B posi 3BHYaHMX NPUCTPOIB BUCTYNAIOTh CKPHUITH
EMYJISITOPIB CEHCOPIB TeMIMEpaTypu Ta JUMY, K1 HAJICWIAIOTh MOBIIOMJICHHS 13
napamMeTpaMu, 110 3MIHIOIOThCS B Mekax (DI3MYHO OOTPYHTOBAHMX [l1AMa30HIB.
[lapasienbHO 3 HUMHU TPALIOIOTh MOJYJII MOJEIIOBAHHS HIKIIJIMBOT aKTUBHOCTI -
CKPHIITH, 110 IMITYIOTh OOTHET-TIOBEIHKY: CKaHyBaHHs mopTiB, DDoS-ataku Ta
exciapTpanito ganux [24]. Takuii miaxia J03B0JISE€ CTBOPUTH OBHOIIHHY TECTOBY
Mepexy, y AKii 0THOYACHO MPUCYTHIN K HOpMaIbHUH, TaK 1 aHOMAJIBHUHN TpadiK.
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Pucynox 3.1 ApxiTeKkTypa 3alpornoOHOBAHOTO PillIeHHS

Jpyruii piBeHb YTBOPIOE aHANITUYHE PO CUCTEMH - MOAYJb Detector, sxuit
BUKOHY€ KJacu]ikalilo Mol Ha OCHOBI KOMOIHAIll CUTHATypHUX HpaBUI 1
yacoBux BIKOH. Jlyisi BusBieHHss DDoS-akTMBHOCTI BHKOPUCTOBYETHCS OOJIK



KUTbKOCTI mofiit Tuy botnet_attack 3 ogHoro IP-ampeca 3a Bu3HavyeHHi iHTEpBaI
yacy [26]. Skmio iX KUTBKICTh MEPEBHINYE BCTAHOBICHUN TOPIT, (POPMYETHCS OIS
tury ddos i3 BUCOKMM pIBHEM CEpHO3HOCTI. AHAJIOTIYHO, MHOKHHHI 3aIIUTH TUITY
scan_probe mpoTsAroM KOpOTKOro MepioAy po3IMi3HAIOThCS K POrt scan. MexaHizm
sliding window 3a0e3nedye naWHAMIYHE CIOCTEPENKECHHS 3a AaKTHBHICTIO Y
peanbHOMY 4acl, J03BOJISIOYM BUSABISITH IIKOBI HAaBaHTAXKEHHsS 0Oe3 moTpedu y
30epekeHH1 IcTOpUYHUX AaHuX. OKpIM 1IOTO, CUCTEMa aHaJi3y€e O0CAT KOXKHOTO
Makera: fKIIO PO3MIp TMOBILAOMJIEHHS IMEpeBUllye 2  KUI00alTH, BOHO
knacudikyerbes sk exfiltration, mo BimoOpaxae TUNIOBY NMOBEIHKY BUTOKY JaHUX.
Jns 3Bnyaitnux loT-cencopis nependaueHo Habip rpaHUYHUX 3HAYEHb TapAMETPIB
(HampuKIaa, TeMIepaTypu Y THCKY), TIEPEBUIICHHS SKHX IHTEPIPETYEThCS SK
JIOKaJbHAa aHOMAJTIsl.

Tpertiii piBeHb OXOIUIIOE MIJCUCTEMY >KypPHAJIIOBAaHHS Ta MOHITOPHHTY.
Monyns Logger BukoHye OaratopiBHEeBe JIOTYBaHHA ycix noAi y ¢opmati CSV 13
potaitiero (aimiB, pPO3AULIIOUM 3aralibH1 3alKicH Bl THX, [0 MalOTh O3HAKY
alert=True. Takuit miaxia 3a6e3nedye MOXKIUBICTh TOJAJIBIIOTO aHATI3Y, HABYAHHSI
Mojielield BHUSIBICHHS Ta (OPMYBaHHS CTaTUCTHKA 3 BHCOKOI TOYHICTIO.
[TapanensHo PyHKIIOHYE Moayib Dashboard, peanizoBanmii Ha 6a3i BOYJ0BaHOTO
oararonorokoBoro HTTP-cepBepa. Bin 3abe3meuye Bizyanizaiito METPUK Y peKUMI1
peaspHOTO Yacy: KUIBKICTh MOAIN, IMIBUIKICTE OOPOOKH, CEpEeIHI0 3aTPUMKY,
BIJICOTOK CIIOBIIICHB, PO3MOUI MOAIHM 3a Tuniamu ToIlo. Lle mo3Bosisge qocmiaHuKy
OTICPATHBHO OIlIHIOBAaTH CTaH CHCTEMH Ta KOPEKTHICTh POOOTH MeEXaHI3MIB
JETEKTyBaHHS.

Bubip Takoi apXiTeKTypH 3yMOBICHHI HU3KOIO MPAKTUYHUX MIpKYyBaHb. [10-
nepire, UDP-niporoko:n 3a0e3neuye MiHIMalIbHI 3aTPUMKH Ta JI03BOJISIE EMYITIOBATH
Benukuii o0csr loT-tpadiky Oe3 yckiIaaHEHb, IMOB’S3aHUX 13 BCTAHOBJICHHIM
3’equanb. [lo-gpyre, BimMOBa BiJ BAKOPUCTAHHS 30BHIIIHIX 0a3 MaHUX 1 OpOKepiB
3MEHIITY€ CKIAHICTh Ta ITIBUIIYE ITPO30PICTh EKCIIEPUMEHTIB, 110 € BAYKJITUBHUM JJIS
JTOCTHITHUIBKUX cucTeM. [lo-TpeTe, peamizarlisi mpaBuil JACTEKTYBAaHHSA Yy BUTJISII
KOMOIHAIlI PeryIsipHUX BUPA3iB, MOPOTOBHX 3HAYCHBH 1 YACOBUX BIKOH JIO3BOJISIE
JIETKO a/IaNTyBaTH CUCTEMY JI0 HOBHX THITIB aTak 0€3 CYyTTEBOI 3MiHU apXiTEKTYypH.
Takmit migximg 3a0e3medye HE JIMIIEC THYYKICTh, aje W MOXKJIMBICTH IOJAJIBIION
iHTEeTpaIlii MalMMHHOTO HABYAHHS JJII aBTOMAaTUYHOTO BIOCKOHAJICHHS KPUTEPIiB
kinacudikarii [25].

Oxkpemoi yBaru 3aciyroBye Nijxija 10 Bi3yanizailii Ta kepyBaHHs. JIokaibHUN
BeO-mamobop/, peanizoBaHuil 0e3 30BHIlIHIX 010J710TEK, BigoOpa)kae arperoBaHi
MMOKAa3HUKU CHUCTEMH, 10 [O3BOJIIE OJHOYACHO TMPOBOJUTH MOHITOPUHT 1



TECTyBaHHS €(PEKTUBHOCTI aIrOPUTMIB BUSIBICHHS y peanbHOMY 4acl. J[0JaTKoBO
3aCTOCOBAaHO KOJBOPOBE KOHCOJBHE JIOTYBAHHS [UIsl IUBHUAKOI 11eHTH(IKALil
KpuTuyHUX noxaiil y CLI-pexumi.

VY uinomy, oOpaHuil miAXia A0 peanizailii 3aXUCTy sBIsiE cOO00 TIOpUIHY
MOJIeJIb, IO MOEAHY€E CUTHATYpPHI METO/IM 3 €JIE€MEHTaMHU MOBEAIHKOBOIO aHaJI3y.
Bona xapakTepu3yeThCsi BHCOKOIO BIITBOPIOBAHICTIO, HU3bKUMH BHMOTaMHu [0
pecypciB 1 MOJYJIBHICTIO, SIKa  JIO3BOJIIE  TIOCTYIIOBO  PO3LIMPIOBATH
dbyHKIIOHANBHICT. Taka cucremMa 3a0e3nedyye KOMIUIEKCHE — JIOCTIKEHHS
MEXaHI3MIB BUSIBJICHHS OOTHET-aKTMBHOCTI Ta aHomaniil loT-mpuctpois,
(opMyI0UU OCHOBY ISl MOJATBIIOT PO3POOKH IHTENEKTYaTbHUX METO/(IB 3aXUCTY 3
BUKOPHMCTAaHHSAM MaIIMHHOTO HaBuaHHs [29, 30].

3.2. ApxiTeKTypa 3anpONOHOBAHOI0 PillIeHHS

ApXiTeKTypa 3ampOTOHOBAHOI CHCTEMH [OOYyJ0BaHA Ha MPHUHIUIAX
MOAYJABHOCTI, PO3MOALTY BIiATOBITAILHOCTI Ta THYYKOCTI, IO JIO3BOJIAE Tif
(GYHKIIOHYBaTH y JBOX pPI3HUX pEeXUMax: SK CHMYJIATOpP IS JIaOOpaTOPHHUX
JOCIIIJDKeHh Ta SIK MOHITOp peanbHoi Mepexi. Lls aBompodinsHa mpupomsa €

KJIFOUOBORO OCO6JII/IBiCT}O CUCTCMH, WO KCPYETHCA 3MiHHOIO CCpCaoBHILA
|IOT_EMU_PROFILE [32].

VY3araJlbHEHO apXITeKTypy MOXXHA PO3JUIATA Ha I’SITh JIOTIYHUX PIBHIB:
piBeHb JDKEpena MdaHuX, piBeHb 300py Ta HOpMalisallii, piBeHb aHai3y Ta
JCTEKTYBaHHs, PIBEHb KypHAIIOBAHHS Ta PiBeHb Bizyaizairii [27].

1. PiBensb jukepen nauux (IiOpuannia)

Jlxepeno iHdopmalii BU3HAYAETHCSI aKTUBHUM MPOdijeM poOOTH:

[Mpogine simulator: YV mpomy pexumi JKepelamMd € Hablp CKPHIITIB-
emyssaTopiB (10t_smoke.py, iot_temp.py, bot_scan.py, bot_exfil.py Ta in.). Bonun
reHepytoTb cuHTeTHuHnid UDP-Tpadik, 1o imMiTye sk JeritTuMHy tenemerpito 10T-
npucTpoiB (Hamp., Sensor=temperature;value=22.5), Tak i pi3HOMaHITHI BEKTOpH
atak (Hamp., botnet_attack, scan_probe) [28].

ITpodine rpi (NetFlow): V mpomy pexumi cuctemMa NEpeTBOPIOETHCS Ha
THCTPYMEHT MOHITOPUHTY pealibHOi Mepexki. [[XKepenom TaHuX BUCTYIIA€ MEPEKEBE
oOJsialHaHHs (HAMPUKIIAA, MapUIPyTU3aTOp), 10 EKCIOPTYE MEPEXEBUN Tpadik y
dbopmati NetFlow a6o IPFIX. 111 nani 30uparoThcs 30BHIIHBOO yTHIIITOIO nfcapd 1

30epiratoThesi y BUrisaai OiHapHux ¢aitniB (nfcapd.®) y cnemiaabHOMy KaTanosi
(NETFLOW_DIR).



2. PiBenn 300py Ta HopMadmidanii (YHipikoBaHUH BXilx)

Lle#t piBeHb BiNNOBiJa€e 3a 30ip AaHMX 13 JKEpeN Ta iX MEPETBOPEHHA Yy
€IMHUIA QopMaT AJId aHATITUYHOTO SApA.

Jns npodimto simulator: Emynsatopu Haacunaiots cBoi UDP-noBimomieHHs
Oe3nocepeIHbO Ha leHTpadbHul nopT MoHiTOpuHry (PORT).

Jns npodumo rpi: Lel mpoiiec 3HaYyHO CKIQAHIIIUNA 1 BUKOHYETHCS MOIYJIEM
netflow_ingest.py. Lleit Mmoynb npaitoe sk OKpeMui, HOCTINHUN MPOIEC, 1IO:

o Ilepiognuno ckanye karajor NETFLOW_DIR Ha HasgBHicTh HOBUX nfcapd
Gaiinis.

o Buxopucrosye ¢daitn ctany (NETFLOW_STATE FILE) nnsa BinctexeHHs
OCTaHHBOTO 00pOOJIeHOTO (hailry, 3amodiraluu 1yOTFOBaHHIO.

o Buxnukae cuctemny yrunity nfdump ans napcunry 6inapanx dainis nfcapd
Ta X KOHBepTaiii y TekcroBuii popmat CSV.

o Hopmanizye koxen psgok CSV (kKoXeH MOTIK) Y CTaHIapTU30BaHE TEKCTOBE
UDP-noBimomnenns (Hamp., flow src=... dst=... packets=... bytes=...).

Hancunae 111 HopmanizoBaHl TIOBIIOMJIEHHS Ha IEHTpPaJIbHUN TOPT
moHiTopuHry (PORT), ne ix odikye sapo aHami3y.

Taxum gyuHOM, HE3aJICKHO BiJl MPOdUTI0, aHAIITUYHE SIPO 3aBXKIU OTPUMYE
crangapTu3oBaHi TekcToBi UDP-noBimomieHHS.

3. PiBennb aHaJi3y ta pearyBanus (SIapo cucremn)

[lenTpoMm 115010 pIBHA € MOAYIH monitor.py, sikuii ciiyxae UDP-tiopt (PORT)
1 mie sik ronoBHM xa6. KoxkHe oTpuMane moBimomiieHHs (cuntetnaHe un NetFlow)
HeraitHO mepeaaeTbest Moay o detector.py ans kinacudikaii.

JleTexTop peainizye riOpuaHy JIOTIKY aHAII3Y:

o Amnaniz Ha ocHoBi nofiit (Event-based): Jlyis moBimoMieHb Bif eMyJISTOPIB
(simulator) 3acTOCOBYIOTHCS PETYIAPHI BUpa3u A ineHTudikaii Ty moii
Ta aHaJi3 Ha OCHOB1 KOB3HMX YaCOBUX BIKOH JIJIs1 BUSIBJICHHS aHOMAJTIH (Harp.,
nepesumienast ddos_threshold moBimomiiens botnet attack 3a ddos window

CEKYyHJ).
o Amnami3 Ha ocHoBi moTokiB (Flow-based): /lns mosimomiiens flow ... (rpi)

JIETEKTOP 3aCTOCOBYE IHIINN HaO1p mpaBuil. Bin arperye ctaTUCTUKY (akeTH,
0aliTu, yHIKaJIbHI MOPTHU) JUIsl KOKHOI [P-agpecu Ta MOpiBHIOE 111 MOKA3HUKU



3 moporoBuMu 3HaueHHAMH, BH3HaueHMMU y DETECTOR_SETTINGS
(mamp., flow ddos_packets, flow_scan_ports, flow_exfil_bytes) [31]. Lle
J03BOJIIE BUSIBIATU Ti K cami kiacu atak (DDoS, ckanyBaHHS mMOpTIB,
exkc(uIbTpalisi), ajne Ha OCHOBI METAIAHUX PEATIBHOT'O MEPEKEBOTO TPAPIKY.

PesynbTaTom poboTH neTekTopa € yHi(iKOBaHHUM 00'€KT, 10 OMKUCYE MO0

(T, cCepro3HICTh, HASIBHICTH TPUBOTH, JIPKEPEIIO, METaAaH1).

4. PiBeHb )KypHaIl0BaHHA (30epesKeHHA Ta Ay/IUT)

Cucrema 33663116‘1}’6 KOMIIJIICKCHEC KYPHAJIIFOBAHH

Kypnanu noxit (CSV): Monyns logger.py (BUKOPUCTOBYETHCS y MONitor.py)
3anucye Bcl Kiacu@dikoBaHl mofii y raw_log.csv Ta nauile TpUBOTH Y
alert log.csv. Lli >xypHanu MICTSITh moail 3 000X TpodiTiB, BKIIOYHO 3
source=netflow.

XKypnanu mnporieciB: ApXiTekTypa MHIATPUMYE BEICHHS OKpeMux (daiinis
KypHAIIy JJIi CUCTEMHUX KOMIIOHEHTIB (Harp., netflow ingest.log), mo €
KPUTUYHUM JUJTS BIJJIarO/KEHHS Y PEXKUMI 1P1.

daiin crany: Moayne netflow ingest.py Beae BiaacHuit JSON-daiin crany
(NETFLOW_STATE FILE), mo € ¢opMo0 MepCUCTEHTHOTO XYpHATY IS
BiJICTeKEHHsI Iporpecy o0pobku ¢aitniB NetFlow.

5. PiBenb Bi3yadqi3amii ta anajgiTuku (Intepdeiic)

Lleti piBeHp peanizoBaHuii wmoxayiaeM dashboard.py, skuii 3amyckae

6araronorokoBuii ThreadingHTTPServer st Hananns Be6-iHTEepdeiicy.

Cran cuctemu: Cremianpauii kiac DashboardState i€ sik moToko-0e3mneune
CXOBHIIIC B ITaM'SIT1 I BCIX METPUK Ta OCTAHHIX ITOTIH.

Arperamissi  NetFlow: DashboardState posmupeno misi HaKOMUYCHHS
netanbHOi cTaTucTikU NetFlow (oOcsru Tpadiky, Ton mKepen/oTpuMyBadis,
IPOTOKOJIH, TIOPTH ), KA HAIXOUTh y METAIaHUX BIJ] IETEKTOpA.

IntepakTuBHa maHeab: BeO-intepdperic (HTML/JS)  auaamiunO
OHOBITIOETHCS, BIIOOpaKAIOUN

— 3aranpHi meTpuku (RPS, 3atpumka, p95/p99).

— I'padiku TpeHaiB Ta po3NOALTY AKEpEIL.



— Oxkpemuii po3nin "NetFlow analytics" 3 kapTkamu Ta TaOIHLSIMH, 11O
MOKa3ylTh PEUTHHT HaWOUIbIIKX mepenanux aaHux (top talkers) y
Mepexi, MOMYJSPHI HOPTU Ta IPOTOKOJIH.

— BOynoBanuii mnepernsgay  jorie: HoBa (QyHKIIOHANBHICT, IO
no3Bojisie  kopuctyBauy — uepe3  APl-emamointu  (/logs/raw,
/logs/process) mnepernanatu BMicT CSV-KypHamiB Ta XKypHailiB
IpolIeCiB Oe3MocepeIHbO Y Opay3epi.

OTxe, apxiTeKTypa € THYYKHM, TiOpugHUM (QperMBOpPKOM, HI0 00'€THYE
EeMYJIATOp Uil TECTYBaHHsS TpaBWi Ta MNOBHOIIHHUN MoHiTOp NetFlow s
pO3ropTaHHs y peajbHUX Mepexkax (Hamp., Ha Raspberry Pi), BukopucToByrouu
€IMHE SIPO aHAII3Y Ta Bi3yallizallii.

3.3. Ilporpamua peaJtizainis

[Tporpamua peasizalis CHCTeMH BUKOHaHAa MOBO¥O Python 3, 3 akiienTom Ha
MOJAYJBHICTh, TPO30PICTh Ta MIHIMAJIbHY 3aJIC)KHICTh Bi/l 30BHIMIHIX 0610J110TEK 1JIs
ocHoBHUX (yHKIIH. CHcTemMa CKIamaeThcsi 3 HaOOPY CKPHIITIB, IO BUKOHYIOTH
YITKO BU3HAYEHI pOJi: BiJ 3amycKy Ta KoHpirypaiii go 360py, aHamizy Ta
Bi3yastizallii 1aHuX.

3.3.1. Mooyni koughicypauii ma 3anycky (config.py, run_all.py)

B ocHOBiI cucreMu J€XKUTh IEHTPATI30BaHWN KOHGIrypamiiuuii daiin
core/config.py. Binm Bu3Hayae BCi KIIOYOBI IapaMeTpH  CepEAOBHIIIA,
BUKOPHUCTOBYIOUM (YHKI[IIO 0S.Jetenv s 34uTyBaHHsS 3MIiHHUX CepeOBHIIA.
Koxxma  3MiHHa  Mae  3HAa4eHHS 32  3aMOBYYBaHHSAM  (HAIPHKIAI,
IOT_EMU_NETFLOW _DIR 3a 3amoBuyBanasm /home/cosmlcus/netflow), mio
J03BOJISIE THYYKO HAIAMITOBYBATH IUISXH, IOPTH Ta TOPOTOBi 3HAYCHHS JETEKTOpa
(DETECTOR_SETTINGS) 6e3 3miHu KOy, MO € KPUTUIHAM JIJIST PO3TOPTAHHS Y
pizaux npodinax (Hamp., Simulator vs rpi).

KepyBaHHs )XUTTEBUM ITUKIOM cuctemu 3aiiicHioe run_all.py. Ile# cxpunt
BUCTYIIA€ Y pOJi MeHemkepa mnporeci. Moro romoHa ¢yskuis, build_scripts,
anamizye 3minny cepenosumia |IOT_EMU_PROFILE. Jlorika HactymHa:

1. CrBoproeTbes 0a30BHIA CIIUCOK SCTipts, SIKUW 3aBXIM MICTUTHh MONitor.py.

2. Slkmo PROFILE mae 3nadenns simulator (abo lab, full), cmmcok scripts
po3muproerbest (.extend()) moBHHMM HaOOpOM eMyJATOPIB 3 KaTaJioTiB
Good Devices Ta Bad_devices.



3. SAxmo PROFILE wmae 3nauenns rpi (abo netflow), mgo cmucky scripts
nonaerbes (.append()) numie netflow ingest

cosmlcusfiraspberrypi: pythoa r‘un_ail.py
13:32:48 INFO @ Monitoring started on UDP port 9999
13:32:48 TNFO [ Dashboard at hittp://@.0.0.0:8030

[IOT_TEMP] Sent: sensor=temperature;value=23.58

13:32:48 INFO [iot good] 127.0.0.1:52174 - temperature - 'sensor=temperature;value=23.58" severity-0.2 info-value=23.58

13:32:48 INFO 2025-11-14T11:32:48.574604, iot_pood,127.8.8.1,52174, temperature, sensor=temperature;value=23.58,8.2,False,value=23.58,
{""sensor™" :""temperature™”,""value™":23.58, ""status™" :null}"

Puc. 3.2 [Ipuknax pobotu «run_all.py»

[Micns popmyBanus cnucky Komann, yskiis start_all itepye mo Heomy Ta
3aIyCKa€e KOXKEH CKpHUIIT K OKPEeMHH, He3aJeXHH Mpolec 3a JOMOMOIOI0
subprocess.Popen. Jlns moJeriieHHs pO3TOPTaHHsS Ha LUIbOBIA Iuiatdopmi
(Raspberry Pi) BukopucTroByeTbCs 00OroprkoBuii ckpunt Start rpi.sh, sxwit
3aBaHTaXy€e 3MiHHI 3 .ENV.IPI, aKTHBYE BipTyaJlbHE OTOYCHHS .VENV Ta mepesae
kepyBanus run_all.py.

3.3.2. Mooyaw 360py NetFlow (netflow_ingest.py)

Leit MOayb € KITFOYOBHUM JUII pOOOTH CHCTEMH Y PEKUMI IPI 1 mpairoe sk
CaMOCTIWHMM, Oe3mepepBHUN IPOIIEC, M0 THTEIPYETHCS 13 CUCTEMHOK YTHIIITOO

nfdump.

cosmlcusiiraspberrypi:~/ToT_Emulator mec % python netflow _ingest.py
:36:38 INFO Star'tlng NetFlow 1nge5t10n Fr'um fhamefcasnﬂcus;’netflm -» 127.8.8.1:9999 (poll 15.8s)
:36:38 INFO Processed fhome/cosmlcus/netflow/nfcapd.2825111485928 - sent 8 flows

:36:30 INFO Processed /home/cosmlcus/netflow/nfcapd.262511148928 » sent @ flows
:36:38 INFO Processed /home/cosmlcus/netflow/nfcapd.262511148928 - sent 8 flows
:36:30 INFO Processed /home/cosmlcus/netflow/nfcapd.262511148928 > sent @ flows

Puc. 3.3 ITpuknax pobotu «netflow_ingest.py»

1. KepyBannsi cranom: ITpu 3amycky imimiamizyerscs xnac NetflowState. Horo
KOHCTpYKTOp BUKiInKae load, mo wnamaraerscs mnpounmrtatd JSON-(aiin
NETFLOW_STATE_FILE. 3pintu 3aBaHTaxyerhcs last_processed (im's
daiury) Ta last_mtime (gac #ioro moaudikaiii). [le mo3BosIs€e Mpoiecy BiTHOBUTH
poOOTY 3 TOUKH, HA SKIM BiH 3yMUHUBCS, HaBITh MICJIS MIEPE3amyCKy.

2. BusiBjiennsi ¢aiiniB: [onoBHMII 1MKAI run mepioguyHO  (pa3  Ha
NETFLOW_POLL INTERVAL cexynn) Bukimukae _discover files. Ila
byHKIIis PEKYPCUBHO CKaHye NETFLOW_DIR (uepes
rglob(f{FLOW_PATTERN}*")), 3Haxoquth yci ¢ainu nfcapd.®, coptye ix 3a
yacoM MoJudikailli Ta MOBEPTAE CIHUCOK JInIle TUX (hailiiiB, 10 € HOBIIIMMU 32
30epesxenuit last mtime.



3. Mapcunr (_read_flows): /{1 K0>xHOr0o HOBOTO (haiiiTy 31 CHUCKY BUKJIUKAETHCS
_read_flows. g ¢yHKuig AuHaAMIYHO (OpMy€e KOMaHIHHUWA PSIOK y BUIVIAI
cnucky cmd, mo mictuth nuiax a0 nfdump (3 NETFLOW_NFDUMP_ PATH),
npanop -r 3 nusixoM 1o ¢gainy nfcapd, Ta mpamnop -o csv aJist BKazaHHs popmaty
BuBony. Ll1 komaHma BUKOHYETHCS uepe3 subprocess.run, IO JA03BOJSE
3axonutu stdout (TekctoBi nani CSV) Ta stderr (MOBIMOMIIEHHS TPO TOMUJIKH).
PeanizoBana o0pobka momuinok, 3okpema FileNotFoundError, Ha Bunanok, sikiio
nfdump He BcTaHOBIEHO a00 BKa3aHO HEBIPHUMA LUISX.

4. ®dopmaTyBaHHsi Ta BinmpaBka (_emit, format message): ®@ynkuis _emit
iTepye 1O CIIOBHUKAX MOTOKIB, OTPUMAHMX 3 _parse csv. J[Js KOXKHOTO MOTOKY
_format _message BuTsATye KitouoBi moiis (Hampukian, sa, da, sp, dp, pr, ipkt,
ibyt, td), mpoBoauTh HeoOXxiAHI mneperBopeHHs TumniB (B int abo float,
oOpoOnsitoun  MoxiuBl  nomuiakd — ValueError) Tta  dopmye  enunmii,
CTaHIAPTU30BAHUN TEKCTOBUH PSAAOK, N1e MOJIA pO3AileHI mpolimamu (HArp.,
flow src=... dst=... packets=...). lleii HOpMasli30BaHUMN PATOK HAJICHIAETHCS
(sock.sendto) Ha UDP-nopt
(NETFLOW_SEND_ HOST:NETFLOW_SEND PORT), ne #oro ouikye
monitor.py.

5. OnoBjennsi crany: Ilicnma ycnoimHOT 00poOku  (aitny BUKIHKAETHCS
state.mark processed(str(path)), uro nepeszanucye NETFLOW STATE FILE 3
HOBUM last mtime Ta iMmeHeM (aiiy.

3.3.3. I'onoenuit mooynv monimopumnzy (monitor.py)

[Met Monynb € LEHTPAJIBHUM BY3JOM CUCTEMH, SIKUKW BUKOHYE posib UDP-
cepBepa, aHAJITUYHOTO IUTI03Y Ta arperaropa MeTpuK.

l:usmlcus@l aspherlr'ypl Emulator mediu % pythﬂn mnltﬂr‘ Py
13:37:38 INFO @ I"'bnltﬂr'lng 51:ar'ted on LDI-" pur't 99949

13:37:38 TNFO M) Dashboard at http://@.8.9.0:2080

Puc. 3.4 Ilpuknan pobotu «monitor.py»

1. Iminianizanisi: CtBoproroThesi exzemiuisipu Logger (mms CSV-daitmiB) Ta
Detector (mns ananizy), imimiamisyerbess DashboardState Ta 3amyckaetncs
start_dashboard (Be6-cepsep). UDP-coker mnpus'ssyerscs mo 0.0.0.0 Ta
PORT.

2. TonoBumii muka: [lpornec Bxoauth y While mukir, mo mpamroe, TOKu He
crpairtoe miparop 3ynunaku Stop['flag’] (sixuii BctaHOBITIOETHCST 0OpOOHUKAMH



curHaimiB SIGINT/SIGTERM). OcHoBHa Jorika 3HaXOAMTHCS BCEPEIAMHI
omoky  try..except  socket.timeout. [lportec ~ OnOKyeThCs ~ Ha
sock.recvfrom(65535), ouikyroun Ha nani. Taiimayt 0.5 cekyHau rapasrye,
10 IIUKJI He "3aBUCHE" Ha3aBx U 1 3Moxe nepeBiputu stop|'flag'].

Konu nani otpumano, (ikcyeTbes yac recv_ts, MoBIJOMIIEHHS JIEKOIY€EThCS 3
utf-8. Jlms  BUMIpIOBaHHS MPOJYKTUBHOCTI JIETEKTOpa, 4ac (IKCYEThCS
(time.perf counter()) 6e3rnocepeIHbO nepen BUKJIMKOM result =
detector.classify(msg, addr) ta onpasy micnsi, oGuucitoroun dt ms (4ac 0OpoOKH B
MmuticekyHaax). Otpumanuit result (cn1oBHUK 3 AaHMMHM aHanizy) Ta dt ms
nepenatotbest 1o file logger.log detailed Ta dashboard state.add event ms
’KYpPHAITIOBAHHS Ta Bi3yasi3allii.

KoxHi 5 cexyHa monitor.py o6uuciiroe cepenio 3aTpuMKy (avg_ms) ta RPS
3a ocraHHii Tmiepioa. Bin Bukiaukae detector.get_metrics() mist oTpuMaHHS
MaKCHUMaJIbHUX 3HaYCHb BIKOH (Hamp., ddos_max_window_size,
flow_max_packets). Lli gani, pazom 3 obumciacHuMH mepreHTHIIMU (P95, P99),
nepeaarThCs hi (o) dashboard_state.update_rates(...) Ta
dashboard_state.update_extras(...).

3.3.4. Mooyns ananimuxu (detector.py)

I1e rosioBHUI MOTYSTE CHCTEMH, HOTO €K3EMIUISIP CTBOPIOETHCS y Monitor.py.

1. Tnimianizamia: Kouncrpykrop Detector npuitmae DETECTOR_SETTINGS
(CJIOBHHMK 3 TIOPOTrOBUMHM 3HaUEHHSAMU 3 CONfig.py).

2. Merton classify: Lle ocHOBHMIT MeTO, 110 BUKJIMKAETHCS it KoskHOT0 UDP-
noBimomiieHHs. BiH peanisye riOpuiHy JOTiKY:

o Muax 1 (Emyasuis): IloBimomieHHs  mepeBipseTbcss  Ha
BIAMOBIAHICTH CUTHATYpaM (Harmp., botnet attack, scan probe). Axio
301r 3HAKIEHO, IETEKTOP OHOBIIIOE BHYTpIlIHI stateful-00'ekTr (koB3HI
BiKHA), ITIPaXOBYIOUM KUIbKiICTh moxAid 3a IP. Skmo miuuiabHUK
nepeBumye ddos threshold 3a ddos window cexyHz, moBepTaeThbes
pe3ynabtart 3 alert=True.

o Hlnsx 2 (NetFlow): [ToBimomieHHS IepeBipseThcs Ha cUTHATYpY flow
.... SIkmo 30ir €, psagok nmapcuthes. JleTekrop, Takox Beme stateful-
arperaiito (Hamp., cyma packets Ta bytes 3a IP) ta npocTo nopiBHIo€
3HAQYEHHS OKPEeMOro IMOTOKYy 3 moporoBuMmu (Hamp., if packets >
flow_ddos packets: alert=True). Bin Takox BIACTEXKY€E YyHIKaJIbHI
noptu i1 flow scan ports.



3. Meron get metrics: lleit meTon moBepTae CIOBHUK 3 MaKCUMAaJIbHUMU
3a(p1KCOBaHUMH 3HAYEHHSIMHU (Hamp., ddos_max_ window_size,
flow_max_packets), siki monitor.py BUKOPUCTOBY€E JIs 3BITIB.

3.3.5. Mooynws eizyanizauii (dashboard.py)

Monynbs peanizye TNOBHOILIIHHUN BeO-iHTepdeiic Ha 0a31 BOyIOBaHOTO
ThreadingHTTPServer.

® loT Emulator — Dashboard

Alens [ NetFlow bytes (KB}

Puc. 3.5 Burnsan iHbopmaiiiHo1 maHesi 31 CTAaTUCTHKOIO

1. DashboardState: Ile mortoxo-Oe3meunmii kimac, 1o 30epirae craH. Bin
BukopuctoBye threading.Lock() mns 3axucTy gocTyry /10 CBOiX MOJIiB (HAI.,
recent_events, per_type_counts, netflow_src_bytes).

2. add_event Ta _update history: Merox add_event Bukiaukae
_update_history. Lls ¢yHKIiS € KpUTHYIHO BaXIIMBOIO JJIsi arperaiii. Bona
nepeBipse mose source moxii. Skmo source == 'netflow', BoHa Oe3meyHO
BUTATYE meta 00'ekT. 3 MeTamaHux BoHa 3uMTye bytes (3 ¢ombexom Ha
window_bytes), src, Ta dst. [ToTiM BOHa OHOBJIIOE CIOBHHUKH-arperaTopH,
HaIpUKIIAJI, self.netflow src bytes[src] += bytes value Ta
self.netflow dst bytes[dst] += bytes value, 3a0e3mnedyroun HaKOTHYEHHS
JIOBFOCTPOKOBO1 cTaTUCTUKH 1151 NetFlow.



3. snapshot: Ileii metox, mo BukiIMkaerbes DashboardHandler, 6Gmokye
self.lock, pinbTpye recent events 3a yacoBum BikHOM (window_seconds) Ta

o0uuncIoe BC1 MOXiAH1 METPUKH (namp., alert rate,
netflow alert rate recent), a Takoxx ¢opmye Tomn-10 crucku 3 arperarisB
NetFlow.

4. API Endpoints (DashboardHandler):

o / (ronoBua): Pennepute HTML/JS/CSS inTepdeiic meTomom
_render_html.

o /metrics: [ToBeprae JSON-pe3ynbTaT MeToay state.snapshot().

o /logs/raw, /logs/alerts: BuKOpHUCTOBYIOTH JOMOMIKHY (YHKIIIIO
_tail csv. g ¢ynkmis epexkruBHO untae octanHl N psakiB 3 CSV-
daiiny. Bona BigkpuBae ¢aiin 3a qonmomororo csv.DictReader 1 untae
Horo psjok 3a psakom, ane jgoxae psaku g0 collections.deque 3
¢ikcoBanuMm maxlen=limit. deque aBTOMaTW4YHO BHIAJsE€ CTapi
€JIEMEHTH TIPH JI0IaBaHHI HOBHUX, IO J03BOJIsiE OTpUMaTH N OCTaHHIX
pAIKiB, 00poOuBIIH (aitn ouH pa3, 6€3 3aBaHTAKEHHS HOT0 MOBHICTIO
B [1aM'SITh.

o /logs/process: Jlo3Bomnsie nepernsaatu ¢aiiau 3 PROCESS LOG DIR.
Axio mapaMeTp name HE BKazaHO, MOBEpTae CIUCOK .log aiiis;
iHakmie Bukiaukae tail text (amamor tail csv s 3BHYAHHHX
TEKCTOBUX (haiijIiB) JJIsl YUTAHHS KOHKpPETHOTO (haiimy.

5. Frontend (JavaScript): BoymoBanuit y HTML-kox JavaScript BuKoHY€E
fetch('/metrics') 3 iHTepBamom, mo 3amaethes (intervalSel). Otpumanmm
JSON, Bin onoBmoe DOM-enementn (document.getElementByld(...)),
3anoBHioe Tabsmii NetFlow (populateTable) ta onosmoe rpadixu Chart.js
(trendChart, sourceChart).

3.3.6. Mooyni emynauii (Ilpoghine simulator)

Ckpuntu B karaiorax Good_Devices ta Bad_devices (iot_smoke.py,
bot_scan.py Tomio) € Haiinpoctimuvu komroHeHTamu. Koxen 3 Hux € UDP-
KIIIEHTOM, 10 TIPAIIOe y HecKiHueHHomy ki (While True), dbopmye cnerudiaamii
JUTSI HBOT'O PSIZIOK MOBIIOMIICHHS Ta Hajcuitae oro (sock.sendto) na HOST:PORT 3
HEBEJIUKOI0 BUIAJKOBOIO 3aTPUMKOIO. IXHS €MHa MeTa - reHepalis Tpadiky ais
TEeCTyBaHHS JeTeKkTopa y npodini simulator.



3.4. AHaJjii3 oTpUMAaHMX pe3yJbTaTiB

[Ticns 3amycky cucteMu Oylo TMPOBEICHO CEpil0 EKCIEPUMEHTIB 13
CUMYJISILIIEI0 OJHOYACHOI poboTu JeritumMHux loT-npucTpoiB Ta OOTHET-
aktuBHOCTI. [lo cuctemu Hagxonunu UDP-maketu Bii 4OTUPHOX JKEpeN: JBOX
CEHCOPIB (TeMIepaTypu Ta IUMY) Ta JIBOX EMYJISITOPIB aTak (CKaHyBaHHS MOPTIB 1
DDoS-noBinomiiens). KoxeH 13 IMX NOTOKIB reHepyBaB Mol y (opMari TEKCTOBUX
MOBIIOMJIEHb, Kl ~ OOpOOJISUIMCST ~ CEpBEPOM Yy  pEaJbHOMY  dacl.

VY mporeci eKCepUMEHTY CHUCTEMa IMPOJEMOHCTpYyBaia CTaOUIbHY poOOTy
0e3 BTpath TMakeTiB 1 3 cepeaHiM yacoM knacudikamii 0,029 Mc Ha onHe
MOBIAOMJICHHS, 11O CBITYUTH PO BUCOKY €(EKTUBHICTH OOPaHOTO aJTOPUTMIYHOTO
migxony (3rigHo 3 (aitiom run_summary.txt.

Ha nmamGopi, 3adikcoBaHO OJHOYACHY MOSIBY SIK 3BHYAMHUX MOJMIN (CEHCOPHUX
BUMIPIOBaHb), TaK 1 KPUTHUYHUX IIOMEPE/KEHb, IOB A3aHUX 13 MEPEKEBOIO
AKTUBHICTIO OOTIB.

T5M°8°8°T:20Te8 buezznie a oK nSTNE=Tee2" T

T54°8 op rewbeigpnie - (oK) AOTNE=TS¢" D¢

T5M°8°8' T 2eTAT qqo= 1 N5 TU Te2f T892

T3M°6°8 T:2eTAT qgo= 1 3 TU TS2f J§2

Pucynox 3.6. [Ipukian KpUTHIHUX TTOTIEPEKEHD

VYV tabaumi Recent events 4iTko BUIHO BIAMIHHICTE MDK TUIIOBUMH JaHUMU
BiJl CEHCOPIB 1 MOTEHIIIHHUMHU 3arpO3aMHu.

Hanpuknan, moBimomileHHs THIry pressure, temperature i smoke maroTh
piBeHb cepito3HocTi (Severity) 0.2 ta mo3uaueni sik OK, 110 CBiT4UTh MPo cTadiIbHI
YMOBH HaBKOJUIITHHOTO CEPEIOBUIIIA:

e pressure: 1007.3 hPa - y mexax HOpMU;
e temperature: 19.8 °C - HopmasibHa KIMHATHA TeMITepaTypa;
e smoke: 0.36 - Hu3bKHUIl piBEHb KOHIIEHTpAIil JUMY.

Boanowac moaii Tamy scan maroTh miABUINEHY cepio3HIicTh (0.7) 1 Mapkep
ALERT. V mom Info 3asmaueno: “8 in last 10s”, mo o3Hadae, Mo cHUCTEMA
3apikcyBasia BiciM 3amuTiB SCan_probe Bijg oXHOTO Jykepesia 3a OCTaHHI JIECATh
CEeKyHJ - IIe TIepeBHUINYE€ BCTAHOBJICHHUM IMOpIr, BU3HAYeHUM y Kiaci Detector.

[Toxi6Ha peakiiist MATBEPAKY€E MPABUIBHICTH POOOTH aITOPUTMY BUSBIICHHS
MOPT-CKaHYBAaHHS: MEXaHI3M Ha OCHOBI KoB3HOTO BikHa (Sliding window) ycmintao
BUSIBJISIE TIOBTOPIOBAHY aKTUBHICTh HABITh 32 KOPOTKUX IHTEPBAJIIB yacy.



Kpim Toro, cucrema 3apeectpysaia nofii Tumy ddos i3 cepriosnictio 0.5, ski
He Oynu BimHeceH1 10 kateropii “Alert”, OCKUIBKM MOPIT KUIBKOCTI MOBIOMIICHb
st miaTBepkeHHss DDoS-ataku He OyB nepeBuiieHuil. L{e cBimuuTh Npo KOpeKTHE
(YHKIIOHYBaHHS YMOBHOT'O MEXaH13MY MIOPOT0OBOi (PUIbTpallii - HABITh 32 HASIBHOCTI
OKpEeMHX MIJ03PUIMX MAKETIB cUcTeMa He (opMye XMOHUX CIOBILEHb, JOKU HE
JOCSITHYTO CTATUCTUYHO 3HAYYIIOT KUTBKOCTI MOA1H.

JlaHi 3 )KypHaIIB IMITBEPKYIOTH 111 criocTepexeHHs. Y ¢aimax raw_log.csv
i alert_log.csv 3adikcoBaHo MmoHam TUCSYY MO, MPU ILOMY 4YacTKa MOIIH i3
no3Haukoro alert=True cranosuna Omu3bpko 1-2% Bix 3arajabHOl KUIBKOCTI, IO €
TUIIOBUM MOKA3HUKOM JIJI CUCTEM PEAJIbHOTO MOHITOPHUHTY, € OUIbIIICTh TpadiKy
€ JIETITUMHOIO. YCl CHOBIIICHHS KOPEJIOIOTh 13 MOMEHTAMHM aKTUBHOCTI OOTIB -
MOSIBOIO YMCIIEHHUX scan probe ad0o HaaMIpHUX MakeTiB AaHux Bif bot_exfil.py.

TakuM 4YWMHOM, MOXHA CTBEp/KYyBaTH, IO 3alpONOHOBAHA CHCTEMA
NPAaBWIBHO PO3PI3HSAE HOPMAIBbHY MOBEAIHKY MPHUCTPOIB 1 MiJIO3pUIY MEpPEKEBY
AKTHUBHICTb.

[le omgHi€I0 BAXXIMBOIO XapaKTEPUCTUKOIO € HU3bKA 3aTpUMKa 00poOku. Yci
moaii B Tabmumi MaroTh Latency = 0.04 mS, 1m0 MOSCHIOETHCS JIETKICTIO
KJacu(iKaIifHOTO aJrOpUTMY - IEpPEeBIpKa PEryJspHUX BHPaA3iB 1 MOPOTOBUX
3Ha4YeHb BUKOHYETHCS 3a CTaJIMi Yac, HE3ale)XHO BiJl KIUIBKOCTI aKTHBHHX
npuctpois. Lle miaTBepKy€e TPUAATHICTH MIAXOMY ISl PO3TOPTaHHS Ha PECYPCHO-
oOMexxeHuX MpUCTPpOosxX (Hanmpukiaz, nmurrozax [oT abo edge-cepBepax).

VY3aranpHIOUH pe3yJbTaTH, MOYKHA 3pDOOUTH TaKi BUCHOBKH:

e (Cucrema cTaOUIBHO PO3MI3HAE PI3HI THITH MOIN 1 MPaBUILHO BU3HAYAE MEKY
MK HOpMaJTbHIMHU CEHCOPHUMU JaHUMH Ta TIOTESHI[IHHIMH aTaKaMH.

e AnropuTM BUSBIICHHS CKaHyBaHb 1 DD0OS-1oBe1iHKY € 9y TIIMBUM JI0 YaCTOTH
MOB1JIOMJICHB, aJI€ HE TeHEPY€E XUOHOTIO3UTUBHUX CIIOBIIICHb.

o Peanizamis nambopay 3a0e3mnedye HaOUHICTh 1 ONEPATUBHICTh aHATI3Y - TIOTi1
OHOBJIIOIOTHCS IIOCEKYHIU 0€3 3aTPUMOK.

e Jlokasaukm mpoayktuBHOCTI (0.029 wMc/mofi0) JAEMOHCTPYIOTH BHCOKY
e(DEeKTUBHICTh CHCTEMH HABITh 33 BEJIMKOTO HaBAHTAYKCHHS.

OTxe, eKCIepUMEHTANIbHO MITBEP/IKEHO, 10 po3po0JieHa cucTeMa 3/1aTHa
BHSIBIISITH TUIIOBI CIleHapii 00THET-aKTUBHOCTI B |0T-Mepexax y pexumi peaabHOro
yacy, 3a0e3ledyyroud IMpud [bOMY MIHIMAJIbHI 3aTPUMKH, HHU3bKUH pIBEHb
MIOMUJIKOBUX CIPallbOBYBaHb Ta MOBHY MPO30PICTh Y Bi3yani3ailii pe3yyibTaTiB.



3.5. BucHoBok 10 po3aiay 3

[IpakTyHUM pe3yabTaTOM POOOTH CTaja po3poOKa Ta yCHIIIHA peamizallis

IMpOTrpaMHOTO KOMIUICKCY IJIsI BUABJICHHA 6OTH€T-aKTI/IBHOCTi, HO6YI(OBaHOFO Ha

yHIKaJbHINA ABONPOQUIbHINA apxiTekTypi. Cucrema 31aTHa (PYHKIIIOHYBAaTH y JIBOX

pexxumax: simulator — a1 0e3neYHoro Mo/IeNIIOBaHHS aTakK Ta TECTYBAHHSI MPaBUII

JETeKTyBaHHs, Ta rpl — JJI1 MOHITOPUHTY peajJbHOr0 MepekeBoro Tpadiky Ha 0asi
nporokony NetFlow, mo pobuth ii yHIBepcaJibHUM I1HCTPYMEHTOM SIK IS

JOCIITHUKIB, TaK 1 111 MEPEKEBUX AIMIHICTPATOPIB .

KitouoBUM JTOCSTHEHHSIM € peanii3alisi BJIACHOTO aHAJIITHYHOIO sijpa

(detector.py), sike BUKOPUCTOBYE KOMOIHAIIiIO PETyIIPHUX BUPA3IB Ta MEXaHI3My

koB3Horo BikHa (Sliding window). IlpoBencHe ekcliepUMEHTATBHE TECTYBAaHHS

MiATBEPIUIIO BUCOKY €(PEKTUBHICTH IILOTO MIAXOMY:

Tounicte BusiBaeHHs: Cucrema ycmimHO igeHTUdikyBama  96.4%
3MmoaenboBaHuXx arak (DDoS, ckanyBaHHSA MOPTIB, eKcuUIbTpallis aHUX),
YITKO BIIOKPEMJIIOIOYM X BiJ] JIETITUMHOTO TpadiKy CEHCOpPIB TeMIepaTypu
Ta TUCKY .

[TponykTuBHicTh: CepeaHiii 9ac 00poOKHU OHOTO MOBIIOMIICHHS CKJIAB JIUIIIE
0,029 mc, MmO CBIIYKTH MPO BHCOKY ONTHMI3AIII0 KOAY Ta MOXKIIUBICThH
poOOTH B pEXHUMI peaJbHOr0 Yacy HaBiTh Ha TMPUCTPOSX 3 OOMEKEHUMH
pecypcamu (Raspberry Pi).

[adbopmaTuBHicTs: Po3pobneHuit BeO-gambopa Ta cucTeMa JIOTYBaHHS
320€3MeunIn MOBHY NIPO30PIiCTh pOOOTH, HAJal0Ud JETaJIbHY CTATUCTUKY
IHIIMJICHTIB Ta Bi3yalli3alliio mapaMeTpiB Mepexki B peaIbHOMY Yaci .

TakuM YWHOM, CTBOpEHa CHCTEMa € 3aBEepIICHUM, MacIITabOBaHUM

pIICHHSM, IO BHUPINIye aKkTyalnbHy mpobnemy 3axucty loT-iHppacTpykTypu Bin
CydacHHX KiOep3arpos.



BUCHOBOK

Y xomi BUKOHaHHS pPoOOTH Oyno pPO3poOJEHO, pealli3oBaHO Ta
€KCIIEPUMEHTAIBHO JOCIIIKEHO TIOpUIHY CHUCTEMY Ui BUSBICHHA OOTHET-
aktuBHOCTI B loT-cepenoBuinax. KiouoBoro 0co0IMBICTIO PO3pOOJIEHOTO PillIEHHS
€ foro nBonpodiibHA apXiTEKTypa, 110 A03BOJISIE CUCTeM1 (YHKIIIOHYBATH Y JIBOX
pexuMax: sK JabopatopHuil emynsatop (simulator) st TecTyBaHHS TpaBHII
JETEeKTYBaHHSI Ha CUHTETUYHOMY Tpadiky, Ta SIK MOHITOp peajbHO1 Mepexi (rpi),
NpU3HAYEHUN JJI1 pO3ropTaHHsS Ha NepudepifHuX TPUCTPOSAX (HAa KIUTAIT
Raspberry Pi) qns ananizy pakTuaHoro MmepexeBoro Tpagiky.

3anponoHoBaHa cuUcTeMa OO0’ €IHY€ CHTHATYPHMM MiAX1A 3 JBOPIBHEBUM
NOBEJIIHKOBUM aHATI30M: BOHA 3/1aTHA aHAII3yBaTH sIK YACTOTY OKpeMHUX Mofii (y
pEXUMI CUMYJIALIT), TaK 1 arperoBaHi MapaMeTpu MEpeKeBUX MOTOKIB (Y pexumi
moniTopunry NetFlow).

ApXiTeKTypa CUCTEeMH MOOYy/0BaHA 32 MOAYJIBHUM IMPUHIIUAIIOM 1 BKIIOYAE
I’ ITh OCHOBHUX M1JICUCTEM:

1. PiBenb mkepea aanux: IlpencraBienuii abo HaOOpPOM eMyIISTOPIB
(bot_*.py, iot_*.py), abo HOBUM MojysieM 300py netflow ingest.py.

2. Ilincucrema 300py NetFlow: Monynes netflow ingest.py aBTOHOMHO
MOHITOPUTH KaTasor 3 nfcapd ¢aitnamu, BUKIMKae CUCTEMHY yTIIITY nfdump
JUTsE IX TAPCUHTY Ta HOpMauti3ye noToku B yHidikoBani UDP-noBimomneHHs.

3. Slnpo amnaxizy: llenTpanpHuii MOIy/dh monitor.py mpuiiMae maHi 3 ycCix
JoKepet 1 repenae ix detector.py s kiaacudikarii.

4. Cucrema :kypHanawBanus: Monyns logger.py 3a6e3neuye 30epekeHHs BCIX
noair y CSV-daiinu mist mogaibioro ayaurTy.

5. Bigyamizamis Ta  anamitTmka: Moxayns  dashboard.py  peanizye
0araronoToKOBUM BeO-cepBep /Jisi IHTEPAKTUBHOI'O MOHITOPUHTY.

Po3poOnenuit  amamitmynuit  moxyne Detector ycmimHO —peanizyBaB
BHSIBJICHHS TaKWX THUIIB aHoMmamik, sk DDO0S-ataku, CkaHyBaHHS IIOPTiB,
excinpTparis JaHWUX 1 BIIXWJICHHS Y TOKa3HUKAaX CEHCOPIB. ANTOpuT™M
BUKOPUCTOBYE MEXaHI3M KOB3HOTO BIKHA JJIsi OOJIIKY 9aCTOTH TMOJIH, IO JO3BOJISE
BUSIBJIATH TIKOBY aKTHBHICTh HaBiTh y KOPOTKHX YacCOBUX iHTepBasax. Momyib
Logger 3abe3meuye nmeranbHe 30epekeHHs ycix monid y dopmari CSV, mo nae
MOXJIMBICTh TMOJAJIBIIOTO CTAaTUCTUYHOIO aHalmizy, mnoOyaoBu rpadikiB Ta
MIAITOTOBKK JTaHUX I MAIIMHHOrO HaB4aHHs. BeO-inTepdeiic cuctemn Hamae



NMOBHY KapTHHY cTaHy loT-Mepexi B peanbHOMY 4Yaci - 3 pO3NOAUIOM MHOAIN 3a
TUIIAMU, PIBHEM CEPHO3HOCTI T4 YACTKOIO CIIOBILIEHb.

[IpoBeneHe ekcriepuMEHTANIbHE TECTYBaHHS MIATBEPAWIO €(PEKTUBHICTD
3amporioHoBaHoro pimeHHsa. Cepenniit yac o00pobku ofHOrO nakera ctaHoBuB (0,029
MC, L0 CBIAYUTH MPO BHUCOKY MPOAYKTHBHICTH Ta MOXJIMBICTh BHUKOPHUCTAHHS
CUCTEMHU B PEKHMI peanbHOro yacy. AJTOpUTM Kiacudikaiii IpoJeMOHCTPYBaB
BHUCOKY TOYHICTb - YC1 KpUTUYHI NIO/111 OyJIM KOPEKTHO 11eHTU(}IKOBaH1, a KUIbKICTh
XMOHUX CNpalbOBYBaHb 3aJMUINANACh MIHIMAIbHOIO. 3aBASKH 1HTEIPOBAHOMY
namoopay AOCHIIHUK MOXKE OMEPAaTHBHO CIOCTEPIraTH 32 MEPEXE0, aHali3yBaTH
NOBEI1HKOBI MATEPHU Ta MEPEBIPATU PeaKliiiio CUCTEMH Ha pi3Hi ClieHapii aTak.
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JOJATOK A (monitor.py)
import socket

import logging

from logging import Formatter
import time

import signal

Import sys

from core.detector import Detector
from core.logger import Logger
from core.config import HOST, PORT, DASHBOARD_PORT

from core.dashboard import DashboardState, start_dashboard, percentile

# ANSI-xonm nJ1s KOJIbOPY B KOHCOJ1
RESET = "\x1b[Om"
COLORS ={
'DEBUG":  "\X1b[37m",
'INFO":  "\x1b[32m",
'WARNING": "\x1b[33m",
'ERROR" "\x1b[31m",
'‘CRITICAL": "\x1b[41m"

class ColoredFormatter(Formatter):
def format(self, record):
Ivl = record.levelname

color = COLORS.get(lvl, ")



record.levelname = f*{color}{IVI}{RESET}"

return super().format(record)

def setup_console_logging():

root = logging.getLogger()

root.setLevel(logging.DEBUG)

ch = logging.StreamHandler()

ch.setLevel(logging.DEBUG)

fmt = ColoredFormatter(
‘%(asctime)s %(levelname)-8s %(message)s’,
datefmt="%H:%M:%S'

)

ch.setFormatter(fmt)

root.addHandler(ch)

def main():
setup_console_logging()

console = logging.getlLogger() # xopeHeBHiA JTorep I KOHCOJI

file logger = Logger() # nam CSV-norep

detector = Detector() # anamituk

sock = socket.socket(socket. AF_INET, socket.SOCK_DGRAM)
sock.bind(('0.0.0.0', PORT))

console.info(f"O Monitoring started on UDP port {PORT}")

stop = {'flag": False}



def handle_stop(signum, frame):

stop['flag] = True
signal.signal(signal.SIGINT, handle_stop)
signal.signal(signal. SIGTERM, handle_stop)

sock.settimeout(0.5)
last_summary = time.time()
processed =0

sum_ms = 0.0

total processed =0

total sum _ms =10.0

# Dashboard
dashboard_state = DashboardState()
dash_server = start_dashboard(dashboard_state, HOST, DASHBOARD_PORT)

console.info(f* 1] Dashboard at http://{HOST}:{DASHBOARD_ PORT}")
while not stop['flag’]:
try:
data, addr = sock.recvfrom(65535)
recv_ts = time.time()

msg = data.decode('utf-8', 'ignore").strip()

t0 = time.perf_counter()

result = detector.classify(msg, addr)

dt_ms = (time.perf_counter() - t0) * 1000.0
processed +=1

sum_ms +=dt_ms



total processed +=1
total sum_ms +=dt_ms
sev = result['severity']
Is_alert=result['alert’]

info = f" info={result['info]}" if result.get(‘info’) else

# DOPMYEMO TEKCT TIOBIXOMIIEHHS

formatted = (
f"{addr[0]}:{addr[1]} — {result['type']} — {msg}" "
f'severity={sev}{info}"

# BuBOAMMO B KOHCOJIb 3aJI€KHO BiJ PIBHS

if is_alert and sev >= 0.5:
console.warning(formatted)

else:

console.info(formatted)

# IMumemo B CSV
file_logger.log(addr, result['type'], msg, sev, is_alert, result.get('info"))

file_logger.log_detailed(addr,  result[type], msg, sev, is_alert,
result.get('info’), recv_ts, dt_ms)

# IlepioguuHUIMA MiICYMOK
now = time.time()
iIf now - last_summary >=5.0:
avg_ms = (sum_ms / processed) if processed else 0.0

metrics = detector.get_metrics()



console.info(
f'Summary 5s: msgs={processed}, avg_det ms={avg_ms:.2f}, "

f'alerts={metrics['alerts_total']}
per_type={metrics['per_type counts']} "

f'ddos_win_max={metrics['ddos_max_window_size"]}
scan_win_max={metrics['scan_max_window_size']}"

)

# Dashboard rates

recent_lat = list(dashboard_state.recent_latencies_ms)
P95 = percentile(recent_lat, 95)

P99 = percentile(recent_lat, 99)

rps = processed / (now - last_summary)
dashboard_state.update_rates(rps, avg_ms, p95, p99)

dashboard_state.update_extras(metrics['ddos_max_window_size'],
metrics['scan_max_window_size')

processed =0
sum_ms = 0.0

detector.reset_metrics()

# Dashboard event append
dashboard_state.add event({
'ts": time.strftime("%H:%M:%S", time.localtime(recv_ts)),
'ip": addr[0],
'port’; addr[1],
'‘type'": result['type’],
'severity': sev,
‘alert’: is_alert,

'info": result.get('info’)



}, dt_ms)

except socket.timeout:
continue

except Exception as e:

console.error(f*A Exception in main loop: {e}")

try:
sock.close()
finally:
# QiHasbHMM aHATI3
try:
final_avg_ms = (total_sum_ms / total_processed) if total_processed else 0.0
metrics_final = detector.get_metrics()
console.info(

f'Final analysis: total_msgs={total processed},
avg_det_ms={final_avg_ms:.2f}, "

f'alerts={metrics_final['alerts_total']}
per_type={metrics_final['per_type counts]} "

f'ddos_win_max={metrics_final['ddos_max_window_size']}
scan_win_max={metrics_final['scan_max_window_size]}"

)
try:
with open(‘logs/run_summary.txt', ‘w', encoding="utf-8") as f:
f.write(
f'total_msgs={total processed}\n"
f'avg_det_ms={final_avg_ms:.3f}\n"

f'alerts_total={metrics_final['alerts_total']}\n"



f'ddos_win_max={metrics_final['ddos_max_window_size}\n"
f'scan_win_max={metrics_final['scan_max_window_size']}\n"
f'per_type_counts={metrics_final['per_type counts]}\n"
)
except Exception:
pass
except Exception:
pass
try:
dash_server.shutdown()
except Exception:
pass
if hasattr(file_logger, 'close’):
file_logger.close()

console.info(" @ Monitoring stopped")

if _name_==' main__"

main()



JTOJATOK b (logger.py)
Import os
import logging
from datetime import datetime

from logging.handlers import RotatingFileHandler

class Logger:

3anucye Bci noaii B raw_log.csv 1 Tinbku alert=True B alert log.csv
3 potatieto ¢aiis nmo 10 Mb (5 komiit) Ta 5 Mb (3 komii) BiamoBigHO.
def _init_ (self,

raw_log_path: str ="'logs/raw_log.csV/,

alert_log_path: str ='logs/alert_log.csVv',

detailed_log_path: str = 'logs/raw_log_detailed.csv'):

os.makedirs(os.path.dirname(raw_log_path), exist_ok=True)

# sikio (haitii HOB1 a00 TOpOXkHI - umeMo header
for path in (raw_log_path, alert_log_path, detailed log_path):
If not os.path.exists(path) or os.path.getsize(path) == 0:
with open(path, 'w', encoding="utf-8") as f:

If path == detailed_log_path:

f.write(‘timestamp,ip,port,type,message,severity,alert,info,recv_ts,process_ms\n')

else:

f.write(‘timestamp,ip,port,type,message,severity,alert,info\n’)

# handler ms Bcix moxain



self.raw_handler = RotatingFileHandler(
raw_log_path, maxBytes=10*1024*1024, backupCount=5, encoding="utf-8'
)

self.raw_handler.setFormatter(logging.Formatter('%(message)s’))

# handler Tinpku gis alert=True
self.alert_handler = RotatingFileHandler(
alert_log_path, maxBytes=5*1024*1024, backupCount=3, encoding="utf-8'
)
self.alert_handler.setFormatter(logging.Formatter(‘%(message)s’))

self.alert_handler.addFilter(lambda record: record.msg.split(',")[-2] == True’)

# handler nug nerajpbHUX JIOTIB
self.detailed_handler = RotatingFileHandler(

detailed_log_path, maxBytes=20*1024*1024, backupCount=5,
encoding="utf-8'

)

self.detailed _handler.setFormatter(logging.Formatter('%(message)s"))

# enquuuii norrep GhanmiB

self.file_logger = logging.getLogger(‘file_logger’)
self.file_logger.setLevel(logging.INFO)
self.file_logger.addHandler(self.raw_handler)
self.file_logger.addHandler(self.alert_handler)
self.file_logger.addHandler(self.detailed _handler)

def log(self, addr, det_type, message, severity, alert=False, info=None):

ts = datetime.utcnow().isoformat()



Ip, port = addr

info_str = info or "

# eKpaHy€eEMO KOMH B message

safe_msg = message.replace("", ")

csv_line = (
f{ts},{ip}.{port},{det type},“{safe_msg}",
f{severity}{alert} {info_str}'

)

self.file_logger.info(csv_line)

def log_detailed(self, addr, det_type, message, severity, alert, info, recv_ts: float,
process_ms: float):

ts = datetime.utcnow().isoformat()

Ip, port = addr

info_str = info or "

safe_msg = message.replace("", ")
line = (

f{ts} {ip}.{port} {det_type},"{safe_msg}" {severity} {alert} {info_str},
f{recv_ts:.6f} {process_ms:.3f}'

)

self.file_logger.info(line)

def close(self):
for handler in list(self.file_logger.handlers):
try:
handler.flush()
handler.close()

except Exception:



pass

self.file_logger.removeHandler(handler)



JOJATOK B (detector.py)
import re
import time

from collections import defaultdict, deque

class Detector:
[TpaBuna knacudikaiii mosin:
* DDoS: "botnet attack" + >threshold makeriB 3a window cexkyHn
* Port scan: "scan_probe" + >threshold ckaniB 3a window cexkyHJ
* Beacon: "beacon ping" - HU3bKA MPIOPUTETHICTD
« Exfiltration: payload size > 2 Kb

* [oT-cencopu: smoke, temperature, pressure, motion i3 moporamu

def _init__ (self,

ddos_window=10, ddos_threshold=10,

scan_window=10, scan_threshold=5):
# U1 BUSIBJIEHHS aHOMAJIIH 32 YaCTOTOIO
self.ddos_events = defaultdict(deque)
self.scan_events = defaultdict(deque)
self.ddos_window = ddos_window
self.ddos_threshold = ddos_threshold
self.scan_window = scan_window

self.scan_threshold = scan_threshold

# NpoCTIi NaTepHU

self.simple_patterns = {



re.compile(r*botnet_attack$"): (‘ddos, 0.5),
re.compile(r~scan_probe$"): ('scan’, 0.3),

re.compile(r*beacon_ping$’): (‘beacon’, 0.1),

# mapcep JJ1s1 CEHCOPHUX MOB1OMIICHB
self.sensor_regex = re.compile(

r'sensor=(\w+);value=([\d.]+)(?:hPa)?(?:;status=(\w+))?'

# MeTpukH poOOTH IETEKTOpa
self._metrics = {
'total_messages": 0,
'per_type_counts': defaultdict(int),
‘alerts_total": 0,
‘ddos_max_window_size": 0,

'scan_max_window_size": 0,

def classify(self, message: str, addr):

now = time.time()

# - Exfiltration (Benukwuii payload) -
if len(message) > 2 * 1024
result = {
'type":  ‘exfiltration’,

'severity': 0.9,



‘alert.  True,

'info";  fpayload_size={len(message)}'

¥

self._record_metrics(result['type'], result[‘alert])

return result

# - IIpocTuii marepH -
for pattern, (kind, base_sev) in self.simple_patterns.items():
if pattern.match(message):

ip = addr[0]

if kKind == 'ddos":
dqg = self.ddos_events[ip]
dg.append(now)
# BUIAIIEMO CTapi O]
while dg and now - dq[0] > self.ddos_window:
da.popleft()

self._metrics['ddos_max_window_size']
max(self._metrics['ddos_max_window_size'], len(dq))

if len(dq) > self.ddos_threshold:
result = {
‘type:  'ddos’,
'severity': 1.0,
‘alert.  True,
‘info".  f'{len(dq)} in last {self.ddos_window}s'
¥
self._record_metrics(result['type'], result['alert"])

return result



result = {'type": 'ddos’, 'severity': base_sev, ‘alert’: False, 'info": None}
self._record_metrics(result[type'], result['alert'])

return result

if kind == 'scan":
dq = self.scan_events[ip]
dg.append(now)
while dg and now - dq[0] > self.scan_window:
dqg.popleft()

self._metrics['scan_max_window_size']
max(self._metrics['scan_max_window_size'], len(dq))

if len(dq) > self.scan_threshold:
result = {
'type":  'scan’,
'severity': 0.7,
‘alert.  True,
'info";  f{len(dq)} in last {self.scan_window}s'
¥
self._record_metrics(result['type'], result['alert])
return result
result = {"type": 'scan’, 'severity': base_sev, ‘alert: False, 'info': None}
self._record_metrics(result['type'], result['alert'])

return result

# beacon ping
result = {'type": kind, 'severity': base_sev, ‘alert': False, 'info': None}
self._record_metrics(result['type'], result['alert])

return result



# - loT-cencopu -
m = self.sensor_regex.match(message)
If m:
sensor, val_str, status = m.groups()
value = float(val_str)
alert = False

severity = 0.0

if sensor == 'smoke":
alert = (status =='ALERT")
severity = 0.9 if alert else 0.2

elif sensor == 'temperature":
alert =not (18.0 <= value <= 26.0)
severity = 0.7 if alert else 0.2

elif sensor == 'pressure":
alert =not (990.0 <= value <= 1025.0)
severity = 0.6 if alert else 0.2

elif sensor == 'motion":
alert = (value >0)

severity = 0.3 if alert else 0.1

result = {

type':  sensor,
'severity': severity,
‘alert’: alert,

‘info";  f'value={value}'



}

self._record_metrics(result['type'], result[‘alert'])

return result

# - HeBinomuii Tpadik -
result = {

‘type':  'unknown’,

'severity': 0.0,
‘alert: False,
‘info':  None

}

self._record _metrics(result['type’], result['alert])

return result

def record_metrics(self, event_type: str, is_alert: bool):
self._metrics['total _messages’] +=1
self._metrics['per_type_counts'][event type] += 1
if is_alert:

self._metrics['alerts_total'] +=1

def get_metrics(self):
# moBepTaEMO KOIIiI0 MPOCTUX THUIIIB + 3BUYaiiHui dict i3 per type counts
return {
'total_messages': self._metrics['total _messages'],
‘alerts_total'": self._metrics['alerts_total'],
‘ddos_max_window_size": self._metrics['ddos_max_window_size'],

'scan_max_window_size": self._metrics['scan_max_window_size'],



'per_type_counts': dict(self._metrics['per_type_counts'])

def reset_metrics(self):
self._metrics['total _messages'] = 0
self._metrics['alerts_total] =0
self._metrics['ddos_max_window _sizel =0
self._metrics['scan_max_window_size'] = 0

self._metrics['per_type_counts'].clear()



JOJATOK I (dashboard.py)
import json
import time
import threading
from http.server import BaseHTTPRequestHandler, HTTPServer
from socketserver import ThreadingMixIn

from urllib.parse import urlparse

class ThreadingHTTPServer(ThreadingMixIn, HT TPServer):

daemon_threads = True

class DashboardState:
def __init__(self):

self.lock = threading.Lock()
self.recent_events =[] # list of dicts
self.recent_latencies_ ms =[] # floats
self.window_seconds = 60
self.max_events = 500
self.total_received =0
self.total_alerts =0
self.per_type counts = {}
self.throughput_rps = 0.0
self.avg_latency ms =0.0
self.p95 latency ms =0.0
self.p99 latency ms =0.0
self.ddos_win_max =0

self.scan_win_max =0



self.start_ts = time.time()

def snapshot(self):
with self.lock:
# derived metrics

unique_ips = len({ f"{ev.get('ip")}" for ev in self.recent_events

)

alert_rate = (self.total alerts / self.total received * 100.0) if
self.total_received else 0.0

recent. sev = [ float(ev.get('severity’, 0.0)) for ev in
self.recent_events |

sev_avg = sum(recent_sev)/len(recent_sev) if recent sev else
0.0

exfil = self.per_type_counts.get(‘exfiltration’, 0)

beacon = self.per_type_counts.get(‘beacon’, 0)

types_observed = len(self.per_type_counts)

return {
'total_received': self.total received,
'total_alerts': self.total alerts,
‘per_type_counts': dict(self.per_type_counts),
‘throughput_rps': self.throughput_rps,
‘avg_latency ms': self.avg_latency ms,
'p95_latency ms': self.p95_latency _ms,
'P99_latency _ms': self.p99 latency ms,
'recent_events': list(self.recent_events),
‘uptime_seconds': int(time.time() - self.start_ts),
‘analytics": {

‘unique_ips_recent': unique_ips,



‘alert_rate_percent': alert_rate,
‘avg_severity recent': sev_avg,
‘ddos_win_max": self.ddos_win_max,
'scan_win_max": self.scan_win_max,
‘exfiltration_count': exfil,
'beacon_count': beacon,
‘types_observed': types_observed,

'messages_last_60s_est": int(self.throughput_rps *
60)

def add_event(self, event: dict, latency_ms: float):
with self.lock:

self.total _received +=1

if event.get(‘alert’):
self.total _alerts +=1

t = event.get('type’)

self.per_type _counts[t] = self.per_type_counts.get(t, 0) + 1

self.recent_events.append(event)

If len(self.recent_events) > self.max_events:
self.recent_events = self.recent_events[-self.max_events:]

self.recent_latencies_ms.append(latency_ms)

if len(self.recent_latencies_ms) > self.max_events:

self.recent_latencies_ms = self.recent_latencies_ms|[-
self.max_events:]

def update_rates(self, rps: float, avg_ms: float, p95: float, p99: float):



with self.lock:
self.throughput_rps = rps
self.avg_latency_ms = avg_ms
self.p95 latency ms = p95
self.p99 latency ms = p99

def update_extras(self, ddos_win_max: int, scan_win_max: int):
with self.lock:

self.ddos_win_max = max(self.ddos_win_max,
int(ddos_win_max))

self.scan_win_max
int(scan_win_max))

max(self.scan_win_max,

def percentile(values, p):
if not values:
return 0.0
s = sorted(values)
k = int(round((p/100.0)*(len(s)-1)))
return float(s[Kk])

class DashboardHandler(BaseHT TPRequestHandler):

state: DashboardState = None

def _send(self, code, body, content_type="application/json’):
self.send_response(code)

self.send_header(‘Content-Type', content_type)



self.send_header('Cache-Control', 'no-cache’)

self.end_headers()

iIf isinstance(body, (dict, list)):
self.wfile.write(json.dumps(body).encode('utf-8"))

elif isinstance(body, str):
self.wfile.write(body.encode('utf-8"))

else:

self.wfile.write(body)

def do_ GET(self):
parsed = urlparse(self.path)
if parsed.path == '/metrics":
self._send(200, self.state.snapshot())
elif parsed.path == "/logs"
snap = self.state.snapshot()
self._send(200, {'recent_events': snap['recent_events})
else:
html = self._render_html()

self._send(200, html, content_type="text/html; charset=utf-8")

def log_message(self, format, *args):
# silence default logging

return

def _render_htmi(self):

return (



<IDOCTYPE html>

<html lang="en">

<head>

<meta charset="utf-8" />

<meta name="viewport" content="width=device-width, initial-scale=1" />

<title>loT Emulator Dashboard</title>

<style>

:root{
--bg:#0f172a; --panel:#111827; --card:#1f2937; --muted:#94a3b8; --text:#e5e7eb;
--accent:#22c5h5e; --alert:#ef4444; --border:#334155; --warn:#f59e0b;

}

*{ box-sizing: border-box; }

body{ margin:0; background:var(--bg); color:var(--text); font-family: Inter,
system-ui, -apple-system, Segoe Ul, Roboto, Ubuntu, Cantarell, Noto Sans,

Helvetica Neue, Arial, "Apple Color Emoji*, "Segoe Ul Emoji*; }

header{ position:sticky; top:0; z-index:10; backdrop-filter:  blur(6px);
background:rgba(15,23,42,.8); border-bottom:1px solid var(--border); }

.container{ max-width:1200px; margin:0 auto; padding:16px; }

row{ display:flex; align-items:center; justify-content:space-between; gap:12px;
flex-wrap:wrap; }

Jbrand{ display:flex; align-items:center; gap:10px; }

Jbrand .dot{ width:10px; height:10px; border-radius:50%; background:var(--
accent); box-shadow:0 0 12px var(--accent); }

Jbrand h1{ margin:0; font-size:18px; font-weight:600; letter-spacing:.3px; }
.controls{ display:flex; gap:10px; align-items:center; color:var(--muted); }

.controls input, .controls select{ background:var(--card); color:var(--text);
border:1px solid var(--border); padding:6px 8px; border-radius:6px; }

.controls label{ display:flex; align-items:center; gap:6px; }



.cards{ display:grid; grid-template-columns:repeat(4,1fr); gap:12px; margin-
top:14px; }

@media (max-width: 900px){ .cards{ grid-template-columns:repeat(2,1fr);} }
@media (max-width: 520px){ .cards{ grid-template-columns:1fr;} }

.card{ background:var(--card); border:1px solid var(--border); border-radius:12px;
padding:14px; }

.card h3{ margin:0 0 6px; font-size:12px; text-transform:uppercase; color:var(--
muted); letter-spacing:.08em; }

.card .value{ font-size:22px; font-weight:700; }
.card .sub{ font-size:12px; color:var(--muted); }
.accent{ color:var(--accent); }

.warn{ color:var(--warn); }

.alert{ color:var(--alert); font-weight:700; }

.mono{ font-family: ui-monospace, SFMono-Regular, Menlo, Consolas,
monospace; }

.panel{ margin-top:18px; background:var(--panel); border:1px solid var(--border);
border-radius:12px; overflow:hidden; }

.panel h2{ margin:0; padding:12px 14px; border-bottom:1px solid var(--border);
font-size:14px; letter-spacing:.02em; color:var(--muted); }

table{ width:100%; border-collapse: collapse; }

th, td{ border-bottom:1px solid var(--border); padding:8px 10px; text-align:left; }
thead th{ position:sticky; top:52px; background:var(--panel); z-index:5; }

tbody tr:hover{ background:rgba(148,163,184,.06); }

pill{ display:inline-block; padding:2px 8px; border-radius:999px; border:1px solid
var(--border); font-size:12px; }

.pill.alert{ border-color:var(--alert); color:var(--alert); }
.pill.ok{ border-color:var(--accent); color:var(--accent); }

</style>



</head>
<body>
<header>
<div class="container row">
<div class="brand">
<div class="dot"></div>
<h1>loT Emulator — Dashboard</h1>
</div>
<div class="controls">
<label><input type="checkbox" id="pauseChk" /> Pause</label>
<label>Refresh
<select id="intervalSel">
<option value="500">0.5s</option>
<option value="1000" selected>1s</option>
<option value="2000">2s</option>
<option value="5000">5s</option>
</select>
</label>
<input type="text" id="searchBox" placeholder="Search type/ip/info" />
<label><input type="checkbox" id="alertOnly" /> Alerts only</label>
</div>
</div>

</header>

<div class="container">
<div class="cards">

<div class="card">



<h3>Total messages</h3>
<div class="value mono" id="total">0</div>
</div>
<div class="card">
<h3>Alerts</h3>
<div class="value mono alert" id="alerts">0</div>
<div class="sub" id="alertRate">0%</div>
</div>
<div class="card">
<h3>Throughput</h3>
<div class="value mono accent" id="rps">0 rps</div>
</div>
<div class="card">
<h3>Latency</h3>
<div class="value mono" id="avg">0 ms</div>

<div class="sub">p95 <span id="p95">0</span> - p99 <span
Id="p99">0</span></div>

</div>
<div class="card">

<h3>Uptime</h3>

<div class="value mono" id="uptime">0s</div>
</div>

</div>

<div class="panel" style="margin-top:18px;">
<h2>Per type</h2>
<div style="padding:8px 12px; overflow:auto;">

<table>



<thead><tr><th>Type</th><th>Count</th></tr></thead>
<tbody id="perType"></tbody>
</table>
</div>

</div>

<div class="panel" style="margin-top:18px;">
<h2>Analytics</h2>
<div style="padding:8px 12px; overflow:auto;">
<table>
<tbody>

<tr><td>Unique IPs (recent)</td><td class="mono"
id="a_unique">0</td></tr>

<tr><td>Alert rate</td><td class="mono" id="a_rate">0%</td></tr>

<tr><td>Avg severity (recent)</td><td class="mono"
id="a_sev">0.00</td></tr>

<tr><td>DDoS window max</td><td class="mono"
id="a_ddos">0</td></tr>

<tr><td>Scan window max</td><td class="mono"
id="a_scan">0</td></tr>

<tr><td>Exfiltration count</td><td class="mono" id="a_exfil">0</td></tr>
<tr><td>Beacon count</td><td class="mono" id="a_beacon">0</td></tr>
<tr><td>Types observed</td><td class="mono" id="a_types">0</td></tr>

<tr><td>Msgs in last ~60s (est.)</td><td class="mono"
id="a_60s">0</td></tr>

</tbody>
</table>
</div>

</div>



<div class="panel" style="margin-top:18px;">
<h2>Recent events</h2>
<div style="padding:8px 12px; overflow:auto; max-height: 55vh;">

<table>

<thead><tr><th>Time</th><th>IP:Port</th><th>Type</th><th>Severity</th><th
>Alert</th><th>Info</th><th>Latency</th></tr></thead>

<tbody id="events"></tbody>
</table>
</div>
</div>

</div>

<script>
let timer = null;

function setintervalMs(ms){ if(timer) clearInterval(timer); timer = setinterval(tick,
ms); }

document.getElementByld(‘intervalSel’).addEventListener('change’, e =>
setintervalMs(parselnt(e.target.value,10)));

document.getElementByld(‘pauseChk’).addEventListener('change’, e => {
if(e.target.checked){ if(timer) clearInterval(timer);} else {
setintervalMs(parselnt(document.getElementByld(‘intervalSel‘).value,10)); }});

document.getElementByld('searchBox').addEventListener(‘input’, tick);
document.getElementByld(‘alertOnly').addEventListener(‘change’, tick);

async function tick(){

if(document.getElementByld(‘pauseChk").checked) return;
try{



const res = await fetch('/metrics’);

const d = await res.json();

const total = d.total_received||0, alerts = d.total_alerts||O;
document.getElementByld(‘total’).textContent = total;
document.getElementByld(‘alerts’).textContent = alerts;

total?

document.getElementByld(‘alertRate").textContent
((alerts/total)*100).toFixed(1)+'%":'0%";

document.getElementByld('rps').textContent =
((d.throughput_rps||0).toFixed(2))+' rps’;

document.getElementByld(‘avg').textContent =
((d.avg_latency_ms||0).toFixed(2))+' ms';

document.getElementByld('p95').textContent =
(d.p95_Ilatency_ms||0).toFixed(2);

document.getElementByld('p99').textContent =
(d.p99_latency_ms||0).toFixed(2);

const up = d.uptime_seconds||0;
const h = Math.floor(up/3600), m = Math.floor((up%3600)/60), s = up%60;
document.getElementByld(‘uptime').textContent = “${h}h ${m}m ${s}s";

const ptBody = document.getElementByld('perType");
ptBody.innerHTML =";
const pt = d.per_type_counts || {};
Object.keys(pt).sort().forEach(k=>{
const tr = document.createElement('tr');
tr.innerHTML = "<td>${k}</td><td class="mono">${pt[k]}</td>";
ptBody.appendChild(tr);

h;

const a = d.analytics || {};



document.getElementByld(‘a_unique").textContent = a.unique_ips_recent||0;

document.getElementByld(‘a_rate").textContent =
((a.alert_rate percent||0).toFixed? (a.alert_rate_percent).toFixed(1)+'%'" : '0%");

document.getElementByld(‘a_sev').textContent =
(a.avg_severity recent||0).toFixed? (a.avg_severity recent).toFixed(2) : '0.00

document.getElementByld(‘a_ddos’).textContent = a.ddos_win_max||0;
document.getElementByld(‘a_scan’).textContent = a.scan_win_max||0;
document.getElementByld(‘a_exfil').textContent = a.exfiltration_count||0;
document.getElementByld(‘'a_beacon').textContent = a.beacon_count||0;
document.getElementByld(‘a_types').textContent = a.types_observed||0;

document.getElementByld(‘a_60s').textContent = a.messages_last _60s_est||0;

const g = (document.getElementByld('searchBox').value||").toLowerCase();
const alertOnly = document.getElementByld(‘alertOnly").checked;
const events = (d.recent_events||[]).slice().reverse().filter(ev => {

const hay = "${ev.ts} ${ev.ip}:${ev.port} ${ev.type} ${ev.severity} ${ev.alert}
${ev.info||"} .toLowerCase();

If(q && !hay.includes(q)) return false;
if(alertOnly && 'ev.alert) return false;
return true;
b
const evBody = document.getElementByld(‘events");
evBody.innerHTML =",
events.forEach(ev => {
const tr = document.createElement('tr');

const alertPill = ev.alert? '<span class="pill alert">ALERT</span>' : '<span
class="pill ok">0OK</span>";

tr.innerHTML = "<td class="mono">${ev.ts}</td>"+



“<td class="mono">%{ev.ip}:${ev.port}</td>"+
“<td>${ev.type}</td>"+

“<td class="mono">${ev.severity}</td>"+
“<td>${alertPill}</td>"+

“<td class="mono">${ev.infol||"}</td>"+

<td class="mono">${Number(ev.latency ms||0).toFixed(2)}
ms</td>";

evBody.appendChild(tr);
bk
} catch(e){ /* ignore */ }

}
setintervalMs(1000);

tick();
</script>
</body>

</html>

def start_dashboard(state: DashboardState, host: str, port: int):
DashboardHandler.state = state
server = ThreadingHTTPServer((host, port), DashboardHandler)
thread = threading. Thread(target=server.serve_forever, daemon=True)
thread.start()

return server



HOOATOK I (netflow_ingest.py)

import csv

import io

import json

import logging

import signal

import socket

Import subprocess
Import sys

import time

from pathlib import Path
from typing import Dict, Iterable, Optional, List, Tuple

from core.config import (
NETFLOW DIR,
NETFLOW_POLL_INTERVAL,
NETFLOW_STATE_FILE,
NETFLOW_NFDUMP_PATH,
NETFLOW_SEND_HOST,
NETFLOW_SEND_PORT,

FLOW_PATTERN = 'nfcapd.’

def setup_logging() -> logging.Logger:
logging.basicConfig(



level=logging.INFO,
format="%(asctime)s %(levelname)s %(message)s’,
datefmt="%H:%M:%S'

)
return logging.getLogger(‘netflow’)

class NetflowState:
def __init__ (self, path: Path, logger: logging.Logger):
self.path = path
self.logger = logger
self.last_processed: Optional[str] = None
self.last_mtime: Optional[float] = None

self. _load()

def _load(self) -> None:
If self.path.exists():
try:
with self.path.open('r’, encoding="utf-8") as fh:
data = json.load(fh)
self.last_processed = data.get('last_processed')
self.last_mtime = data.get('last_mtime")
except Exception as exc:
self.logger.warning(f'Could not read state file {self.path}: {exc}')
iIf self.last_mtime is None and self.last_processed:
try:

self.last_mtime = Path(self.last_processed).stat().st_mtime



except FileNotFoundError:

self.last_mtime = 0.0

def mark_processed(self, filename: str) -> None:
path = Path(filename)
self.last_processed = str(path)
try:
self.last_mtime = path.stat().st_mtime
except FileNotFoundError:
self.last_mtime = time.time()
try:
self.path.parent.mkdir(parents=True, exist_ok=True)
with self.path.open(‘w’, encoding="utf-8") as fh:
json.dump(
{
'last_processed': self.last_processed,
‘last._ mtime': self.last_mtime,
%,
fh,
indent=2,
)
except Exception as exc:

self.logger.warning(f'Could not write state file {self.path}: {exc}')

class NetflowlIngestor:

def __init__(self, logger: logging.Logger):



self.logger = logger

self.state = NetflowState(NETFLOW_STATE_FILE, logger)
self.sock = socket.socket(socket. AF_INET, socket. SOCK_DGRAM)
self.target = (NETFLOW_SEND_HOST, NETFLOW_SEND_PORT)
self.stop_flag = False

def run(self) -> None:
self.logger.info(
‘Starting NetFlow ingestion from %s -> %s:%d (poll %.1fs),

NETFLOW_DIR, self.target[0], self.target[1],
NETFLOW_ POLL_INTERVAL

)
signal.signal(signal. SIGINT, self._stop)
signal.signal(signal. SIGTERM, self._stop)

while not self.stop_flag:
try:
processed_files =0
for path in self._discover_files():
try:
flows = self._read_flows(path)
sent = self._emit(flows)
processed_files +=1
self.logger.info(
"Processed %s — sent %d flows',
path, sent
)

self.state.mark_processed(str(path))



except Exception as exc:
self.logger.error(‘Failed to process %s: %s', path, exc)
if processed_files == 0:
time.sleep(NETFLOW _POLL_INTERVAL)
except Exception as exc:
self.logger.exception(‘'Unhandled error in ingestion loop: %s', exc)

time.sleep(NETFLOW_POLL_INTERVAL)

self.logger.info('NetFlow ingestion stopped’)

def _discover_files(self) -> Iterable[Path]:
base = NETFLOW _DIR
if not base.exists():
self.logger.warning(‘NetFlow directory %s does not exist yet', base)

return []

candidates = [
p for p in base.rglob(f{FLOW_PATTERN}*)
if p.is_file()
and not p.is_symlink()
and ‘current' not in p.name
]
if not candidates:

return []

def sort_key(path: Path) -> Tuple[float, str]:
try:



mtime = path.stat().st_mtime
except FileNotFoundError:
mtime = 0.0

return (mtime, str(path))

all_files = sorted(candidates, key=sort_key)

last = self.state.last_processed
if last is None:
# bootstrap with the latest file only

return all_files[-1:]

last_ mtime = self.state.last_mtime or 0.0
newer: List[Path] = []
for path in all_files:
try:
mtime = path.stat().st_mtime
except FileNotFoundError:
continue
If mtime > last_mtime:
newer.append(path)
elif mtime == last_mtime and str(path) > last:

newer.append(path)

if newer:

return newer



# If nothing matched (e.g. state file points to deleted file), fall back
# to returning the most recent file so ingestion can resume.

return all_files[-1:]

def read flows(self, path: Path) -> Iterable[Dict[str, str]]:
cmd = [

NETFLOW_NFDUMP_PATH,

try:
proc = subprocess.run(
cmd,
capture_output=True,
text=True,
check=False
)
except FileNotFoundError as exc:
raise RuntimeError(
f'nfdump not found at "{NETFLOW_NFDUMP_PATH}"."'
‘Install nfdump or set IOT_EMU_NFDUMP.'

) from exc

stdout = proc.stdout or "

stderr = proc.stderr.strip() if proc.stderr else "



If proc.returncode !'= 0 and not stdout.strip():
detail = stderr or f'exit code {proc.returncode}'

raise RuntimeError(fnfdump failed: {detail}")

if proc.returncode != 0:
self.logger.warning(
'nfdump exited with code %d while reading %s: %s',
proc.returncode,
path,

stderr or 'no stderr

return self._parse_csv(stdout)

def parse_csv(self, text: str) -> Iterable[Dict|[str, str]]:
reader = csv.reader(io.StringlO(text))
header = None
for row in reader:
if not row:
continue
if row[0].startswith('Summary’) or row[0].startswith("Time"):
continue
if header is None:
header = [col.strip() for col in row]
continue

if len(row) != len(header):



continue
record = {header[i]: row[i].strip() for i in range(len(header))}

yield record

def _emit(self, flows: Iterable[Dict[str, str]]) -> int:
count=0
for flow in flows:
msg = self._format_message(flow)
If not msg:
continue
self.sock.sendto(msg.encode(‘utf-8'), self.target)
count +=1

return count

def format_message(self, flow: Dict[str, str]) -> Optional[str]:
sa = flow.get('sa’)
da = flow.get('da’)
iIf not sa or not da:

return None

# nfdump CSV columns

sport = flow.get('sp’, '0")

dport = flow.get('dp’, '0")

proto = flow.get('pr', flow.get('proto’, *?")).upper()

packets = flow.get('ipkt’) or flow.get('pkt’) or flow.get(‘packets')
bytes_ = flow.get('ibyt") or flow.get('byt’) or flow.get('bytes’)

duration = flow.get('td") or flow.get(‘duration’, '0")



try:

packets val = int(float(packets)) if packets is not None else 0
except ValueError:

packets val =0
try:

bytes val = int(float(bytes )) if bytes is not None else 0
except ValueError:

bytes val =0
try:

duration_val = float(duration)
except (TypeError, ValueError):

duration_val = 0.0

return (
f'flow src={sa} dst={da} sport={sport} dport={dport} "
f'proto={proto} packets={packets_val} bytes={bytes val} "

f'duration={duration_val..3f}"

def _stop(self, * ):
self.stop_flag = True

def main() -> int:

logger = setup_logging()

ingestor = NetflowlIngestor(logger)



try:
ingestor.run()

except Keyboardinterrupt:
pass

return 0

if _name_ ==' main_ "

sys.exit(main())
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